
December 9, 2010 

Charles W. Steger, Ph.D. 
President 
Virginia Polytechnic Institute & Sll!te University 
222 Burrus Hall 
Blapksburg, VA 24061 

RE: FiDaIProgram.Review.~terminatioD (FPRD) 
OPE 1D:00375400 
PRCN: 200810326735 

Dear Dr. Steger: 

Overnight Mail 
Tracking Number 
lZ A5467YOl 97995015 

The U.S. Department of Education's (Department's) School Participation Team - Philadelphia 
issued a program review report on January 21, 2010 regarding Virginia Polytechnic Institute & 
State University's (Virginia Tech's; the University's) administration of programs authori2:ed 
pursuant to Title IV ofthe Higher Ed1.lcationAct of 1965,85 amended, 20 U.S.C. §§ 1070 et~. 
(Title IV, HEA programs). This program review focUsed on Virginia Tech's complill!lce willi 
theJeanneClery Disclosure of Campus Security Policy and Campus Crime Statistics Act (Clery 
Act). Virginia Tech's final response wasreceived on April 2 1,2010. TheFinaI Program 
Detennination Letter (FPRD) is enclosed. Copies of the program review report, the Revised 
Timeline of EventS contained in theGovemor'sReviewPanel Report, and Virginia Tech's 
response are also enclosed. Any supporting documentation submitted with . Vlrginia Tech's 
response is being retained by the Department and is available for inspection by Virginia Tech 
upon request. AdditionaUy, this FPRD, rel;ited attachments, and any supporting documentation 
are public documents and may be provided to other oversight entities after the FPRD is issued. 

Purpose: 

A final detennination has been made concerning the outstanding filldings of the program review 
report and is. detailed in the attached FPRD. The purpose of this letter is to: 1 ) advise the 
University of the Department's final detenninatioll and 2) to notify Virginia Tech ofapossible 
adverse administrative action. Due to the serious nature of the violations identified during the 
programrevicw, we have. referred this FPRD to the Department's Administrative Actions and 
Appeals Division (AAAD) fot its consideration of a possible adverse administrative action 
pursuantto 34 C.F.R. §668, Subpart G. Such action Illay include a fmc, andlor the limitation, 
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suspension or termination of the Title IVeligibilityoftheUniversity. If AAAD initiates an 
action, Virginia TechwiU be notif1ed under separate coverofthataciion. AAAD's notification 
will also include information regatdingtheUnivetsity' s appeal rightS and procedures on how to 
contest that action. 

A <;opyoJ this FPRD and itsattaChInents will bej)OSted to the Department's Data Center website 
at \\ww.fcdcral,nldemaid.ed.govidamce:t\l[l'idervact.htrnl for the public to t'eView and download. 

Record Retention: 

Program records relating to the period cow red by this program nwiewmust bte retained until the 
later of: resolution oftheviolatioris, weakness.. and other is,suesidemified during the program 
review as delineated at 34 C.F.R § 66K24 (e)(3)(i); or the end of the retention period applicable 
to TitleIV-relatedrecords under 34 C.F,R. § 668.24 (eXl) and (e)(2). 

The Department expresses itsappr¢eja.tion for the, courtesy and cooperation extended throughout 
the program review process. If you have any questions regarding thjs letter, please contact Mr. 
Clifton Knight on (202) 3774244 or myself 00(215) 656-6442. 

Sincerely, 

J:-. fa..&k.C~~ 
Nancy::ztaGiffOrd 
Area Case Director 

Enclosures: 

Final Program Review Determination 
Institution's Response to· the Program Review Report 
Revised Timelineof Events in the Governor's Review Panel Report 
Progralll Review Report 

cc: Col. Wendell R. Flin~hum, Chief of Police, VirginiaTech 
Dr. Barry W. Sim1tlons, Director, University SchOlarships & Financial Aid, Virginia Tech 
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A. The University 

Virginia Polytechnic Institute & State University 
222 Burruss Hall 
Blacksburg, VA 24061 

Type: Public 

Highest Level of Offering: MasterlDoctorate Degrees 

Accrediting Agency: Southern Association of Colleges and Schools 

Student Enrollment: 30,000 (Approx. 2007/2008 Academic Year) 

% of Students Receiving Tide IV, REA Funds: 37% (Approx. 200712008 Award Year) 

Title IV Participation, Per U.S. Department of Education Data Base 
(Postsecondary Education Participants System): 

2007/2008 Award Year 
Federal Direct Loan Program 
Federal Pell Grant Program 
Federal Perkins Loan Program 
Federal Supplemental Education Opportunity Grant Program 
Federal Work-Study Program 

Direct Loan Default Rate: 2006-0.9% 
2005 -1.1 % 
2004 - 1.2 % 

Perkins Default Rate: As of: 6/30/07 - 8.3% 
6/30/06 - 7.8% 
6/30/05 - 3.7% 

$ 86,120,333 
$ 7,632,535 
$ 2,301,947 
$ 860,965 
$ 962,143 

The Commonwealth of Virginia established Virginia Polytechnic Institute and State 
University as a public land-grant institution in 1872. Located in Blacksburg, VA, the 
main campus includes more than 130 buildings situated on 2,600 acres. Currently, more 
than 30,000 students are enrolled at the University. At full strength, the Virginia Tech 
Police Department (VTPD) employed approximately 40 sworn officers and 20 support 
staff during the review period. Virginia Tech owns property in every county in the state. 
The VTPD patrols buildings and property owned or controlled by the University 
throughout Blacksburg and Montgomery County. 
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B. Scope of Review 

The U.S. Department of Education (the Department) conducted an off-site focused 
program review of Virginia Polytechnic Institute & State University's (Virginia Tech, the 
University) compliance with certain provisions of the Jeanne Clery Disclosure of Campus 
Security Policy and Campus Crime Statistics Act (Clery Act), §485(f) of the Higher 
Education Act of 1965 as amended (HEA), 20 USC §1092(f). The Clery Act requires all 
institutions that participate in any of the federal student financial aid programs authorized 
by Title IV of the HEA to disclose crime statistics and disseminate information about 
campus safety policies, procedures, and programs to members of the campus community. 
The Clery Act also requires institutions to notify students and employees of reported 
crimes and current threats on an ongoing basis by maintaining a crime log and issuing 
timely warnings. 

This review was limited to an examination of Virginia Tech's compliance with the 
"Timely Warning" provisions of the Clery Act with special attention to the shootings that 
occurred on Virginia Tech's campus in Blacksburg, Virginia on April 16,2007. Section 
485(f)(3) of the HEA and 34 C.F.R. § 668.46 (e) establish the requirement for timely 
warnings and 34 C.F.R. § 668.46 (b)(2)(i) requires an institution to provide an accurate 
and complete statement of its policy regarding the issuance of timely warnings in the 
annual campus security report. 

a Virginia Tech student, murdered 32 members 
of the Virginia CaiiilPusoomtiilliiruiY and seriously injured others in two separate 
attacks. On June 18,2007, Virginia Governor Timothy Kaine appointed a review panel 
to investigate those events and to make recommendations for improvements to the 
relevant laws, policies, procedures, and systems. The Governor's report, as amended, 
was also reviewed by the Department and is referenced in this report. 

As the agency charged with enforcing the Clery Act, the U.S. Department of Education 
closely followed these events and decided to open an off-site program review. The 
Department issued a September 4, 2007 letter to Virginia Tech announcing the focused 
program review. The Department also received a complaint from Security on Campus, 
Inc. (SOC), a non-profit organization concerned with campus safety, alleging that 
Virginia Tech violated the "Timely Warning" requirements of the Clery Act on April 16, 
2007, by not issuing specific campus-wide alerts once senior officials knew of the 
immediate threat to health and safety. The complaint also alleged that the University's 
timely warning policy, as published in its annual campus security reports (CSR) and 
distributed to students and employees, did not accurately explain Virginia Tech's actual 
procedures and protocols for issuing timely warnings. This information was also shared 
with Virginia Tech in our September 4 letter. 
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Virginia Tech submitted its initial response to the Department's letter on October 7, 
2007. The Department issued its program review report on January 21, 2010 
(Attachment B). The University submitted its official response on April 21, 2010, 
following a 30-day extension (Attachment C). 

The review included a careful and thorough examination of all materials submitted by 
Virginia Tech, Security on Campus, Inc., and representatives of the victims and their 
families. On May 18, 2010, Virginia Tech made the Program Review Report and the 
institution's response available to the public. After reviewing the material made public by 
Virginia Tech, SOC sent the Department an additional statement regarding the allegations 
in their initial complaint. This document stated the reasons that SOC believed that the 
findings in the program review report should be sustained. The statement.also addressed 
what SOC characterized as factual errors and inaccuracies in Virginia Tech's response to 
the Program Review Report. 

Family members of the victims also submitted materials for consideration during our 
review. These records included their personal notes from meetings with Virginia Tech 
officials, personal impact statements, photographs, and e-mail communications with 
Virginia Tech officials and one another. Family members also submitted copies of 
Virginia Tech documents and publications, financial records, and other materials that 
they wanted the review team to consider. The family members submitted information to 
the program review team throughout the program review process; the last set of materials 
was provided on December 4, 2009. The review team also collected and examined a 
variety of records during the review process including police reports, investigative 
reports, campus maps, photographs, timelines, e-mail exchanges, financial records, and 
other relevant materials. The team also reviewed the report prepared by the Review 
Panel appointed by Governor Kaine, 1 [hereafter "Review Panel Report"]. 

F or purposes of this report, we are general! y relying on the revised timeline of events 
contained in the Review Panel Report. (hereinafter referred to as the Timeline of Events 
and included as Attachment A to this report)2 If the time of an event mentioned in this 
report is different from the Timeline of Events, then the source is noted. 

We have completed our analysis and are issuing this Final Program Review 
Determination letter. The Department has analyzed the University's Response to the 
findings in the Program Review Report and responds to Virginia Tech's points in this 
letter. 

I Mass Shootings at Virginia Tech April 16,2007 Report ofthe Review Panel Presented to Governor Kaine, 
Commonwealth of Virginia, August 2007. An Addendum to the Report was issued in November 2009. The Report 
was revised again in December 2009. 
http://www.governor.virginia.gov/TempContentitechPaneIReport-docs/FuliReport.pdf 

, 
- We acknowledge that. questions have been raised about the detaj1s of certain events included in the Review Panel Report. This 
report reflects our concllL,,;ons on the timeframes and details of the events based on the evidence and documents we received and 
reviewed. We do not express any opinion on matters outside those discussed in this Final Program Review Detennination. 
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Disclaimer: 

Although the review was thorough, it cannot be assumed to be all-inclusive. The absence 
of statements in the report concerning Virginia Tech's specific practices and procedures 
must not be construed as acceptance, approval, or endorsement of those specific practices 
and procedures. Furthermore, it does not relieve Virginia Tech of its obligation to 
comply with all of the statutory or regulatory provisions governing the Title N, HEA 
programs. 

C. Findings and Final Determinations 

The purpose of this letter is to: (1) advise the University of the Secretary's final 
determinations regarding the findings in the January 21, 2010 program review report; (2) 
provide feedback on the corrective actions outlined in the response; (3) notify the 
University of our referral to the Administrative Action and Appeals Division; and, 4) 
close the program review. 

Finding: Failure to Comply with Timely Warning Issuance and Policy Provisions 

Citation: 

Under the Clery Act, institutions must issue timely warnings to the campus community to 
inform affected persons of crimes considered to be a threat to students and employees. 
See §485(f)(3) of the HEA; 34 C.F.R. §668.46(e). These warnings must be issued to the 
campus community in any case where an incident of crime listed in 34 C.F.R. § 668.46 
(c)(l) or (c)(3) that represents a threat to students or employees is reported to a campus 
security authority. 34 C.F.R § 668. 46 (e). In addition, institutions are required to 
include a number of detailed policy statements in the annual campus security report. 34 
C.F.R. § 668.46 (b). The policy statements must include a statement of the institution's 
policy for making timely warnings and clear notice of the procedures that students and 
other must follow to report crimes and other emergencies that occur on campus. 34 
C.F.R. § 668.46 (b)(2)(i). 

Noncompliance: 

Virginia Tech failed to comply with the requirements relating to a timely warning in the 
HEA and the Department's regulations in response to the shootings on campus on April 
16,2007. There are two aspects to this violation. First, the warnings that were issued by 
the University were not prepared or disseminated in a manner to give clear and timely 
notice of the threat to the health and safety of campus community members. Second, 
Virginia Tech did not follow its own policy for the issuance of timely warnings as 
published in its annual campus security reports. 
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A. Timeliness Violation 

The Review Panel Report reflects the following sequence of events that are relevant to 
the timely warning issue: on April 16, 2007, at about 7:15 a.m., 

Virginia Tech students in the W AJ residence hall on Virginia Tech's campus; the first 
Virginia Tech police officers arrived at the scene at 7:24 a.m.; the police notified the 
school's Office of the Executive Vice President at 7:57 a.m.; Virginia Tech's Policy 
Group convened to discuss the shooting and how to notify students at 8:25 a.m.; finally, 

. at 9:26 am, Virginia Tech issued an e-mail to campus staff, faculty and students 
informing them of the shooting. As documented in the Review Panel Report and 
confirmed by our own examination of the evidence we received, Virginia Tech did not 
issue the warning in a timely manner in light of the information that it had and the 
circumstances that remained unknown that morning. For this reason, the Department has . 
concluded that Virginia Tech violated the timely warning requirements because it did not 
act reasonably to comply with the Clery Act. 

In the introduction to its' response to the Program Review Report (dated April 20, 2010) 
(hereinafter "University's response") Virginia Tech states that it disagrees with the 
findings and conclusions of the Program Review Report and maintains that it complied 
with the Clery Act during the events on April 16, 2007. 

In its response, Virginia Tech relies in part on a report from Delores A. Stafford, the 
former Chief of Police at George Washington University, who it employed to review the 
Program Review Report and the University's response. Ms. Stafford stated her opinion 
that Virgiuia Tech did not violate the timely warning requirement in place on April 16, 
2007, and that the institution should not be held accountable for meeting standards that 
did not exist at the time. Ms. Stafford also reported on the response to a survey she 
conducted of her "colleagues in the campus law enforcement industry" regarding 
institutional response times to situations that might require a timely warning. The 
University's response states "The findings of the survey indicate that in 2006,75 percent 
of the respondents issued timely warning 12-48 hours following an incident." 

We have considered Ms. Stafford's opiuion and the results of the survey she conducted, 
but we give them little weight. First, Ms. Stafford is not and has not been an official 
responsible for enforcement of the Clery Act, and she cannot provide an official 
interpretation of the Act or the Department's regulations. Moreover, her letter to the 
University does not state the basis of her opinion that the Uuiversity's actions to not 
inform its students and faculty in a timely manner is consistent with the Clery Act. 
Finally, we do not believe that a survey conducted of individuals regarding the practices 
that they believe the institutions they worked at followed three years before is entitled to 
any weight when determining the proper application offederailaw, particularly when the 
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law in question is intended to benefit students and others in the campus community and 
not the individuals responding to the survey3 

In addition, Ms. Stafford's opinion appears to be inconsistent with Virginia Tech's own 
policy on timely warnings as of April 2007. The Review Panel Report notes that Virginia 
Tech's campus security policy document, "Campus Safety: A Shared Responsibility" 
(formulated as part of Virginia Tech's compliance with the Clery Act), says: 

At times it may be necessary for 'timely warnings' to be issued to the 
university community. Ifa crime(s) occur [sic] and notification is 
necessary to warn the University of a potential [sic] dangerous situation 
then the Virginia Tech Police Department should be notified. The police 
department will then prepare a release and the information will be 
disseminated to all students, faculty and staff and to the local community. 

Review Panel Report at page 87-C. This policy statement indicates Virginia Tech's 
understanding (as of April 2007) that a timely warning is intended to warn students and 
others of a potentially dangerous situation in a time frame that allows them to take steps to 
protect themselves. The policy statement does not fit Ms. Stafford's description of a 
timely warning as just an after-the-fact notice of a crime. 

In its response to the Program Review Report, Virginia Tech responded separately to a 
number of statements in the Report. In the following part of this letter we have listed the 
particular statements mentioned in Virginia Tech's response, the institution's response 
and our comments in reply. 

I. Statement in Report: An active shooter loose on campus is not a typical incident. The 
Clery Act amI the Department's regulations, 34 C.F.R. 668.46(e), require that an 
institution must, in a manner that is timely and will aid in the prevention of similar 
crimes, repart to the campus community on crimes of criminal homicide, murder and 
nonnegligent, manslaughter, etc. The goal of preventing of similar crimes is not achieved 
if the campus community is not warned in a timely manner. 

University's Response - Virginia Tech maintains that in the early morning on April 16, 
2007, there was nothing to indicate that an ongoing threat faced the campus, and that the 
Department's conclusion is a post-event reaction and that the appropriate. inquiry should 
be based solely on how the facts appeared prior to the shooting that occurred later that 
day. Virginia Tech claims that a review that is not limited to the facts that appeared prior 
to the Norris Hall shootings can be seen as reflecting hindsight bias. Virginia Tech 
believes that the Department's Program Review Report conclusion that its warning at 
9:26 am was not timely or adequate is based on knowledge now that a threat existed on 
April 16,2007. In addition, Virginia Tech asserts that the Clery Act provides for the 

3 We also note that Virginia Tech significantly overstates the results ofthat survey. The survey asked a 
hypothetical question about the timeline typically used by institutions to issue timely warnings to the 
community. It does not inquire about particular incident(s) that would warrant a timely warning, and 
specifically, it does not inquire about a case involving an active shooter on campus. 
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exercise of an institution's discretion and judgment in issuing a warning and implicitly 
encourages consultation with law enforcement authorities. The institution notes that the 
Secretary of Education has previously stated that a definition of "timely reports" is not 
necessary and warranted, and that timely reporting must be decided on a case-by-case 
basis. The institution's response also refers to various publications about timely 
warnings and emergency notifications, and purports that the Department confused the 

distinction between timely warning and emergency notifications in analyzing the events 
following the shooting at Virginia Tech's West Ambler Johnston Hall (W AJ). Virginia 
Tech contends that it met the legal requirements by issuing a timely warning within two 
hours and fifteen minutes after the shooting in W AJ, thereby exceeding the timeframe 
standard that the institution believes was expected of institutions in 2007. (See Virginia 
Tech's response at Attachment C, pages 2-5) 

DOE's Comments-The Department disagrees with Virginia Tech's claim that that there 
was no evidence of an ongoing threat to the campus community during the morning of 
April 16,2007. The Review Panel Report notes that when the University's Policy Group 
was convened, the University knew that there had been a double shooting with both 
student victims critically wounded, the shooter was unknown and at large and the initial 
police impression was that it was probably a domestic issue. Review Panel Report, p. 87-
B. The fact that an unknown shooter might be loose on campus made the situation an 
ongoipg threat at that time, and it remained a threat until the shooter was apprehended. 

We acknowledge that campus officials should generally consult with law enforcement 
officials in issuing a timely warning. In the case of Virginia Tech, the Review Panel 
Report notes that the police did not have the capability of issuing a warning themselves 
and were actively involved in investigating the first shootings but gave the university 
administration the infomnation on the crimes and left it to the Policy Group to handle the 
public announcements. Review Panel Report, p. 87. Law enforcement authorities were at 
the scene of the crime and reported to the Policy Group on the infomnation they had 
gathered from the very beginning oftheir investigation. It was Virginia Tech, not its 
police department, that was responsible for deciding whether or when to provide 
infomnation to the campus community. In the particular circumstances occurring on 
April 16,2007, Virginia Tech did not provide the timely warning required by the law and 
regulations. 4 

4 To support its claim that the issuance oflhe warning within 2 hours and 15 minutes of the first reports of 
the initial shootings exceeded the "standard that was expected of institutions in 2007", Virginia Tech cites 
the Department's Campns Crime Handbook and regnlatory preamble statements. However, Virginia 
Tech's argnment ignores the Department's consistent statements that the detennination of when a timely 
warning should be issued has to be determined on a case-by-case basis. Virginia Tech's reference to t~ 
regulator), preamble discussion relating to the separate emergency notification requirement added to the 
HEA by Congress in 2008 is also unpersuasive since the emergency notification requirement is in addition 
to the timely warning requirement and is not at issue in this case. Finally, we note that Virginia Tech's 
reference to statements or actions by Security on Campus or individuals associated with that organization 
are irrelevant since that organization has no authority or role in the interpretation or application of federal 
law. 
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2. Statement in Report: The Program Review Report states that the review included a 
careful and thorough examination of all materials submilled by Virginia Tech, Security 
on Campus, Inc., and the cif.fectedfamilies. Supplemental information was submitted 
throughout the program review process. The last set of materials submitted by the 
affected families was prOVided for our review on December 4, 2007. 

University's response - In its response, Virginia Tech noted that the Department had not 
requested additional information or clarification from the university. The institution 
contended, however, that the Department continued to solicit information from the 
complainants until a month before issuance of the Program Review Report. Virginia Tech 
statea that it asked to review the Department's administrative file, but that this request 
was denied. Therefore, Virginia Tech contended that since it was unable to comment on 
the information on which the Department is relying, its ability to prepare a 
comprehensive response has been jeopardized. 

DOE's Comments - The Department did not solicit information from Security on 
Campus or the families. Representatives of the families of the victims asked to submit 
material, and the Department accepted that material as it would accept material from any 
other source. In general, as it relates to the potential Clery Act violations, the information 
submitted by the representatives of the families is similar to the information included in 
the Review Panel Report. Furthermore, the Department denies that it denied Virginia 
Tech's request to review the administrative file; the Department has no record of 
receiving such a request. 

3. Statement in Report: The Program Review Report stales that Virginia Tech failed to 
issue adequate warnings in a timely manner in response to the tragic events of April 16, 
2007. There are two aspects to this violation: 

First, the warnings that were issued by the University were not prepared or disseminated 
in a manner to give clear and timely notice of the threat to the health and safety of 
campus community members. 

Secondly, Virginia Tech did not follow its own policy for the issuance of timely warnings 
as published in its annual campus security reports. 

University's response - In its response, Virginia Tech argues that the Department's 
statements that it does not believe that a definition of "timely reports" is necessary and 
warranted bars the Department from determining whether a particular institution in a 
particular situation has provided a timely warning The response notes that Virginia Tech 
did issue a notice on the morning of April 16,2007 and argues that the notice satisfied the 
regulations in place at the time. The University claims that the Program Review Report 
effectively and improperly applies the 2009 emergency notice regulations to the 2007 
incident. The response goes on to describe the statements provided by the University's 
Vice Provost for Academic Affairs who was a member of the Policy Group that made the 
decisions on what to do after hearing about the shooting. (See Attachment C, pages 11-
13) 
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DOE's Comments - As the Department has consistently stated, the determination of 
whether a warning is timely is determined by the nature of the crime, the continuing 
danger to the campus community, and the possible risk of compromising law 
enforcement efforts among other circumstances surrounding the event in question. See, 
for example, The Handbook for Campus Crime Reporting (2005). The Department has 
determined that Virginia Tech did not provide a timely warning in light of the 
circumstances on April 16,2007. 

4. Statement in Report; The Program Review Report states that on April 16, 2007, 
Virginia Tech officials issued an e-mail about the threat to the campus community at 9:26 
am. 

University's Response - In its response, Virginia Tech notes that on April 16,2007 at 
9:26 a.m. institutional officials issued an e-mail notice that there had been a shooting at 
W AI. The message urged the campus to be cautious and asked the community to contact 
VTPD if individuals observed anything suspicious or with information on the case. The 
University. contends that the facts known at the time did not support a conclusion that any 
continuing threat existed and that any further act of violence was likely. The University 
also contends that the evidence indicated that a crime of targeted violence had occurred, a 
person of interest had left the campus, and there was not an ongoing threat. Virginia 
Tech also suggests that this was not the conclusion of one police department but three 
independent agencies. 

DOE's Comments - The University's response claims that the VTPD, the Blacksburg 
PO, and the Virginia State Police had determined that the first shootings at West Ambler 
Johnston residence hall was an act of targeted violence and did not present a threat to the 
campus community. However, as that Review Panel Report demonstrates, this appears to 
be an overstatement of the information provided by the police to the Policy Group. At 
the time the Policy Group first met all that was known was that one victim was dead, one 
was critically injured, no witnesses saw the incident, no weapon was found at the scene, 
there were bloody footprints leading away from the bodies, and no suspect was in 
custody or had even been questioned.' Based on this information, the Department 
concludes that an ongoing threat did exist on the Virginia Tech campus on the morning of 
April 16,2007 and that a timely warning should have been issued. 

5. Statement in Report: The Program Review Report states that as documented in the 
Review Panel and confirmed by our examination, Virginia Tech offiCials had information 
available to them that required a timely warning to the University community much 

5 The Review Panel Report notes that the police notified the Policy Group that they had identified a person 
of interest who was likely not on campus. However, the Report also notes that the infonnation about this 
person of interest was not reported until well after the Policy Group had begun meeting. Moreover, the 
ReVIew Panel Report also notes that the police were appropriately focused on the investigation of the first 
shootings and left the consideration and development of any warning to the Policy Group. In fact, under 
Virginia Tech's established [Xllicies and practices it was only the Policy Group that could issue such a 
warning. 
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earlier than 9:26 a.m. For this reason, the Department has concluded that the timely 
warning requirement was not met. 

University's response - The University claims that the review comingles and 
interchanges the definition of timely warning with the requirement that institutions have 
an emergency notification system (that was added in 2008). Virginia Tech claims that it 
considered the possible danger to the campus community in deciding whether to issue a 
timely warning. Virginia Tech also claims that the evidence at the crime scene was 
presented as an act of targeted violence. The University also discusses cases of homicide 
on other college campuses between 2001 and 2007 and compares the time it took 
Virginia Tech to provide a notification to its students and faculty with the times of these 
other institutions. (See the University's response, Attachment C, pages 14-16) 

DOE's Comments - The University's claim that the Program Review comingled and 
interchanged the definition of timely warning and emergency notification is incorrect. 
Institutions have long been required to provide timely warnings for certain crimes. The 
murders that took place in W AJ Hall were ",ithin the class of crimes for which a timely 
warning was required under the HEA and the Department's regulations. The crime had 
been reported to a campus security authority, and it did present a threat to the campus 
community given the fact that the murderer was not known nor in custody, The shooting 
in W AJ Hall is precisely the type of event for which the timely warning requirement was 
intended. 

With regard to the University's reference to crimes at other institutions of higher 
education and the time frames in which the timely warning was given, the Department 
has concluded that these examples are not useful in analyzing the timeliness of the 
warning given by Virginia Tech. 6 As we have consistently noted, the determination of 
when a timely warning is necessary has to be made on a case-by-case basis. We note that 
Virginia Tech does not claim that any of the situations it cites are closely similar to the 
situation on April 16, 2007 - two shootings already having been reported; no 
identification of a confirmed suspect; and no evidence that the shooter had left the area, 
Accordingly, none of those examples are applicable to the current situation7 

6. Statement in Report: The Program Review Report states that Virginia Tech's building 
access logs show that the first two murders occurred in Virginia Tech's West Ambler 
Johnson (WA~ Hall at approximately 7:15 A.M. 

University's response - The University notes that building access logs were not 
available immediately following the shooting at W AJ. The timeline of events was 
constructed as part of the subsequent investigation in the days following the April 16, 
2007 tragedy. The VTPD Dispatch office received a call at 7:20 a.m. that there was a 
possibility that someone had fallen from a loft bed, 

6 We note that we do not necessarily agree with Virginia Tech's characterization of the facls in lhose other 
situations. 
7 In any case, Virginia Tech does not claim that the Policy Group considered the decisions by these other 
institutions in deciding whether to issue a warning to the campus community. 
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DOE's Comments - The Timeline of Events prepared by the Review Panel (Attachment 
A) shows that the murders occurred about 7: 15 a.m. The Review Panel Report noted 
that the exact tiine of the double shooting is not specifically known but that_left W AI 
at 7:17 am. 

7. Statement in Report: The Program Review Report states that sometime before 7: 30 
a.m., VTPD and emergency medical services personnel arrived at WAJ. The VTPD 
Police Chief was advised of the murders before 7:45 A.M The Chief immediately notified 
the Blacksburg Police Deportment (BPD), and the BPD immediately dispatched a 
detective and evidence technician to the scene. 

University's response - The University states that the VTPD police officer arrived at 
WAJ, Room 4040 at 7:24 a.m. and immediately requested additional resources. The 
Virginia Tech Rescue Squad arrived at room 4040 at 7:29 a.m. The VTPD Police Chief 
was advised at 7:40 a.m. that a shooting had occurred at W AI. The VTPD Chief 
contacted the BPD at 7:51 a.m. to request an evidence technician as well as a detective to 
assist with the investigation. At 8:00a.m., the VTPD Chief arrived at W AI and found 
VTPD and BPD detectives on the scene. At 8: 11 a.m., the BPD Chief arrived on the 
scene. The Virginia State Police was contacted and asked to respond to the scene to 
assist with the investigation. 

DOE's Comments - The University's statement that the VTPD Chief was advised of the 
murders at 7:40 a.m. and not 7:45 a.m. is consistent with the Review Panel Report and is 
reflected in the timeline included with this FPRD. 

8. Statement in Report: The Program Review Report states that the University's 
Executive Vice President was notified of the murders at 7:57A.M, by which time word of 
the killings had already reached two other high-ranking University offiCials (at 
approximately 7:30 A.M) 

University's response - The University claims that this statement is not correct. 
According to the University, the Executive Vice President was not contacted at 7:57 a.m. 
and the Review Panel Report does not indicate that two higher ranking University 
officials had received word of the shootings. Virginia Tech contends that, at 
approximately 7:30 a.m. the Associate Vice President of Student Affairs was informed by 
the Assistant Director for Housekeeping and Furnishings that a resident advisor had been 
murdered in W AJ The Associate Vice President of Student Affairs did not learn any 
facts about the incident until he arrived at W AI at approximately 7:55 a.m. He called the 
Vice President for Student Affairs at 8:02 a.m. 

DOE's Comments - It is unclear from the University's response what time it contends 
that the Executive Vice President of the University was notified. The University's 
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response merely states that "Chief Flinchum finally gets through to the Virginia Tech 
Office of the Executive Vice President and notified them of the shooting." 

With regards to the timing of events, the University questions the specific times of certain 
actions mentioned in the program review report. For the purpose of this report, the 
Department has adopted the revised timeline included in the Addendum to the Review 
Panel Report. 

9. Statement in Report: The Program Review Report states that the VTPD and BPD 
mobilized emergency response and special weapons teams and deployed officers 
throughout the campus and the surrounding areas. Two of those officers were school 
resource officers (SROsj assigned to public schools in Blacksburg. The public schools 
immediately began taking steps to keep their students and employees safe as a result of 
the radio traffic that led to the SROs redeployment to WAJ The Program Review Report 
states jurther that by 8: 1 0 A.M, the University President was notified of the murders at 
WAJ 

University's response - The University claims that these statements are not correct. The 
Emergency Response Teams were not deployed, and the BPD did not direct the public 
school to take steps to keep their students and employees safe. (See Attachment C, page 
19) 

DOE's Comments - The Review Panel Report notes that both the VTPD and BPD 
emergency response teams were deployed. Review Panel Report, p. 28. The Review 
Panel Report also notes that the public schools, the Veterinary College, and other school 
officials all took action indicating that the information had reached the community and 
those parties who knew of the situation on campus were taking precautionary measures. 
Review Panel Report, pp. 27-29. The Review Panel Report also cites numerous 
statements from University officials indicating that the Policy Group was more concerned 
that a dangerous situation could be created by providing information to the campus 
community. Review Panel Report, pp. 81-82. The Policy Group apparently ignored the 
fact that information was getting to parts of the campus and local communities about the 
first shootings even without an official institutional statement and that all students, 
facuIty and staff should be warned of the potentially dangerous situation on campus. 

10. Statement in Report: The Program Review Report states: the facts strongly indicated 
that a shooter was still at large, and therefore, posed an ongoing threat to the health and 
safety of Virginia Tech's students and employees and other members of the campus 
community. Moreover, it is now clear that the "person of interest" often cited as a 
diversionary factor affecting the investigation and a delaying factor in tenns of issuing 
timely warnings, was not identified and questioned until at least 46 mimltes later than 
originally reported 

University's response - In its response, Virginia Tech argues that the potential danger to. 
the community was considered by the Policy Group in making its decision not to issue an 
earlier warning. The University again claims that the evidence at the crime scene 
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presented as an act of targeted violence. According to the University, all of the evidence 
indicated that a crime of targeted violence had occurred, a person of interest had left the 
campus, and there was not an ongoing threat. The University cites cases of homicide on 
other campuses and argues that there was no significant difference between how those 
police departments assessed and responded to the incident as compared to actions taken 
following the WAJ shootings. (See Attachment C, pages 20-22) 

DOE's Comments - At the time it began meeting, the Policy Committee knew that a 
murder had occurred on campus, that no specific individuals had been charged and that 
no suspects were in custody. Because so little was known regarding the circumstances of 
the murders in W AI Hall, a number of different possibilities existed. Virginia Tech has 
not demonstrated that it made a reasonable determination not to notify the campus 
community. Instead, the evidence shows that it did not have enough information to make 
the determination that this serious crime posed no threat to the campus. In fact, the 
University eventually made the determination that a warning was appropriate when it 
subsequently issued the timely warning that was released at 9:26 a.m., more than two 
hours after the initial call to VTPD dispatch. 

11. Statement in Report: The Program Review Report states that Virginia Tech did not 
send its first warning message to students and employees until 9:26 A.M. nearly two 
hours after campus semrity authorities. including senior University ~fficials. were 
notified of the first two killings. By that time. thousands of students. employees and other 
members of the University community had continued to travel toward the campus from 
off-campus locations. Students living on-campus and employees who had already 
reported to work continued 10 move about the campus without any notice of the murders 
in WAJ 

As noted in the Review Panel Report. Virginia Tech's first message to students and 
employees only stated that "a shooting incident occurred" Although the message did 
urge community members to be "cautious" and to contact the police if they "observe 
anything suspicious . .. the waming did not mention two murders. 

As noted by the Governor's Review Panel. the lack of specificity in the message could 
have led readers to construe the message innocuously as merely announcing an 
accidental shooting. 

The mass e-mail sent at 9:26 A.M lacked the required specificity to give students and 
employees actual notice of the threat and to provide them with information they needed 
for their own protection. 

University's response - The University contends that the potential danger to the 
community was considered in preparing the warning that was issued at 9:26 a.m. The 
University argues that the evidence at the crime scene presented as an act of targeted 
violence. All the evidence indicated that a crime of targeted violence had occurred, a 
person of interest had left the campus, and there was not an ongoing threat. The 
notification sent was based on this determination and based on the information known at 
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the time the message was appropriate. The language "be cautious" and "contact Virginia 
Tech Police if you observe anything suspicious or with information on the case" would 
not have been used for an accidental shooting and indicates more than an accidental 
shooting occurred. 

DOE's Comments - The University's response does not change the Department's 
position that the message lack specificity in describing the incident. 8 

12. Statement in Report: The Program Review Report states that Virginia Tech's own 
documents show that an earlier draft of the message did contain additional information 
including the statement, "one student is dead" and "another is injured and being 
treated" but these details were not included in the ./inal version. 

University's response - The document in question does not appear to be an earlier draft 
of the message sent. The time written on the document is 9:26 a.m., the same time that 
the e-mail notification was sent to the campus. 

DOE's Comments - The University notes that the time on the document is 9:26 A.M, 
the time the warning went out to the campus. However, this document included 
information that was not included in the timely warning message that was sent to notify 
the campus community. It appears to be an earlier draft of a notice that included 
information that was not included in the actual notice sent to students. This indicates the 
institution did consider providing additional information to students and faculty, but 
choose not to. 

13. Statement in Report: The Program Review Report states that University and public 
records, including the e-mail traffic of Virginia Tech employees, also demonstrate that 
even before the release of the 9:26 A.M message to the campus community, University 
offiCials were taking steps to provide for their own safety and that of their staff members 
and to inform family members they were safe. 

University's response - The University argues that this statement is incorrect. Virginia 
Tech correctly notes that the Review Panel Report (page 28) states: "About 8:15 a.m.­
Two senior officials at Virginia Tech have conversations with family members in which 
the shooting on campus is related. In one conversation, by phone, the official advised her 
son, a student at Virginia Tech, to go to class. In the other, in person, the official arranged 
for extended babysitting." 

8 We also note that the Review Panel Report also criticizes the statements issued by Virginia Tech after the 
full gravity of the shootings at Norris Hall was known by the Policy Group. That Report notes that the 
statements were too late to be of value to the security of students, faculty and staff and provided less than 
full disclosure of the situation. Review Panel Report, p. 97. While our review and this determination have 
focused on the initial "warning" to the Virginia Tech campus at 9:26 a.m. on April 16, 2007, it is also clear 
that tre institution's later statements would not satisfy the requiremenis for an appropriate timely warning 
under the ClelY Act and Ire Department's regulations. 
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DOE's Comments - Virginia Tech's response correctly cites one entry in the Review 
Panel Report. However, Virginia Tech's response misses the point. College officials 
who were aware of the shooting in W AJ made decisions about the actions they needed 
(or didn't need to take) to protect themselves and their families. On the other hand, the 
Policy Group decided that it was not necessary to provide this same information to the 
rest of the staff, faculty and students at Virginia Tech until later in the morning. The 
University correctly notes how the senior officials mentioned in the entry above chose to 
respond to that information. However, the Review Panel Report also notes that the 
Virginia Tech Center for Professional and Continuing Education locked down at about 8 
a.m.; Virginia Tech's Executive Director of Government Relations directed that the doors 
to his office be locked at 8:52 a.m.; the University's Veterinary College locked down 
between 9 and 9: 15 a.m. and Virginia Tech trash pickup was cancelled at 9:05 a.m .. 
Review Panel Report, pages 27-29. If the University had provided an appropriate timely 
warning after the first shootings at W AJ, the other members of the campus community 
may have had enough time to take similar actions to protect themselves. 

14. Statement in Report: The Program Review Report stated that records also show that 
the office suite occupied by the University Policy Group (the President, Vice Presidents, 
and other senior offiCials) members was locked down at 8:52 A.M, signaling that the 
University's senior offiCials believed that the crisis continued to pose an immediate and 
serious ongoing threat. The Program Review Reportfurther stated that the Co-Director 
of Environmental Health and Safety Services (EHSS) sent a message at 9:25 a.m. to her 
family titled, "I'm safe, " and stated, "There is an active shooter on campus and it's 
making the national news. My office is in lockdown. This is horrible. I'll let you know 
when it 's over. " 

University's response - The University stated that the statement in the program review 
is inaccurate. The University claims that only the Executive Director of Government 
Relations directed that the doors to his office be locked. No other doors, including the 
President's Office were locked, no entrances to the building were locked, and no law 
enforcement personnel or other extraordinary security measures were emplaced in 
Burruss Hall following the W AJ incident. Persons could enter and leave Burruss Hall in a 
normal fashion. Further, the message sent by Co-Director was sent at 10:25 a.m. 

DOE's Comments - We acknowledge that the statements in the program review report 
are not supported by the Review Panel Report. As noted in item 13 above, however, the 
Review Panel Report notes that some school officials and offices who had information 
about the double shootings took actions to notify their families and protect themselves 
before an official timely warning had been issued to all of the campus community. 
Virginia Tech's failure to send an earlier warning meant that most students and faculty 
did not have that same opportunity. 

15. Statement in Report: The Program Review Report states that the Environmental 
Health and Safety Services (EHSS) was one of the principal offices charged with issuing 
timely warnings. 
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University's response - The University contends that this statement is incorrect and that 
EHSS was not responsible for issuing a "timely warning." The University notes that 
within the Virginia Tech Emergency Response Plan description of the Emergency 
Response Resource Group (ERRG), there is a task listed as "issue communications and 
warning through University Relations." EHSS is a member of the ERRG. .In accordance 
with the rcs, the responsibility as written within the Emergency Response Plan to issue 
communications and warning was not delegated to the ERRG. (See Attachment C, pages 
26-27) 

DOE's Comments - Virginia Tech correctly notes that EHSS is not solely responsible 
for issuing timely warnings but is a member of the ERRG which, as of April 16,2007, 
had the responsibility for issuing timely warnings. 

16. Report Statement: The Program Review Report states that it is likely that the 
warning would have reached more students and employees and may have saved lives if it 
had been sent before the 9:05 A.M classes began. Based on all the information available 
at the time, we agree with the conclusion of the Review Panel that the University cannot 
reasonably explain or justifY the two hours that elapsed between the time University 
officials learned of the first two homicides and the issuance of the first vague warning. 

University's response - The University argues that the Program Review has an 
inevitable underlying current of hindsight and observational bias. Virginia Tech claims 
that this hindsight and observational bias create the tendency to review events as more 
predictable than, in fact, they were at the time of, and preceding the event in question. 
The response goes on to discuss some academic studies of the alleged effects of hindsight 
bias and alleges that certain conclusions in the Program Review Report demonstrate such 
a bias (See Attachment C, pages 27-30) 

DOE's Comments - The Department disagrees with the University's claim that the 
Program Review reflects hindsight and observational bias. The Department's 
determination that Virgnia Tech did not comply with the timely warning provisions of the 
Clery Act isbased on the fact that the school did not act reasonably in waiting 2 hours 
and fifteen minutes to issue a timely warning to the campus community. It did not alert 
students and employees to the fact that a shooting had taken place in W AJ Hall and that 
one student was dead and one was critically injured. Even before the Policy Group began 
meeting at 8:25 a.m., the University knew that one student was dead and a second student 
had been shot, a murder investigation was in progress, no weapon had been found on the 
scene and there were bloody footprints leading away from the scene of the shooting. 
Given these facts, Virginia Tech officials knew or should have known that a murderer 
might still be on campus or in the surrounding community. Despite these facts, Virginia 
Tech failed to meet its obligation to issue a timely warning that would provide students, 
faculty and staff the information they needed to consider taking action for their own 
protection. While it mayor may not have been in a position to issue the warning prior to 
the start of 8:00 classes, Virginia Tech did have enough time to issue the warning to those 
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students and staff members who were scheduled to be on campus for 9:05 classes or 
scheduled work. 

The Department has consistently noted that what constitutes a reasonable amount of time 
to provide a timely warning varies depending on the crime and the circumstances. It 
may be reasonable to wait 12-24 hours in the case of a motor vehicle theft. In that 
scenario no one has been physically hurt and the situation poses no discernable potential 
for physical harm to the campus. It is not reasonable to wait two hours to issue a warning 
when the circumstances of a murder are not known and at a time when thousands of 
students and staff members are arriving on campus. Such circumstances should have 
prompted a quicker response by the institution's officials before or after the events of 
April 16,2007. The Department is not arguing that the University should have taken any 
specific action beyond the notification, such as canceling classes or "locking down" 
bUildings. What the Department has determined is that given the circumstances, the 
University should have provided notification to students and staff in a shorter timeframe 
so that they could determine how they wanted to respond to this serious criminal event. 
This is the purpose of the timely warning provisions. 

B. Policy Violation 

Virginia Tech did not comply with its own policies on the issuance of timely warnings as 
published in its campus security reports. 

17. Statement in Report: The Program Review Report states that the timely warning 
policy that was in place at Virginia Tech on April 16, 2007 was vague and did not 
provide students and employees with actual notice of the types of events that would 
warrant a timely warning, or offices that would be responsible for iSS1ling timely 
warnings, nor did it explain how those warnings wooid be transmitted 

The policy as it appeared in the University's campus security report for calendar year 
2005, and that was in effect on April 16,2007, stated: 

"At times it may be necessary for "timely warnings" to be issued to the university 
community. If a crime(s) occur and notification is necessary to warn the 
university of a potentially dangerous situation then the Virginia Tech Police 
Department should be notified. The police department will then prepare a release 
and the information will be disseminated to all students, facuIty, and staff and to 
the local community" 

University's response - Virginia Tech maintains that: (I) the timely warning policy 
included in its Campus Security Report (CSR) as effective on April 16, 2007 met the 
requirements of34 CFR 668.46(b )(2)(i); and (2) its policy language was similar to the 
policy language used by other institutions at the time. The University's response, states, 
"The "timely warning" policy in Virginia Tech's Campus Security Report in effect on 
April 16,2007 met the guidance for a timely warning policy in the The Handbookfor 
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Campus Crime Reporting issued by the Department. The University states in its response 
that its internal policy #5615, enacted on May 7,2002, was also in place on April 16, 
2007. The policy states that "University Relations and the University Police will make 
the campus community aware of crimes that have occurred and necessitate caution on the 
part of students and employees, in a timely fashion and in such a way as to aid in the 
prevention of similar occurrences." 

DOE's Comments -Virginia Tech admits that its timely warning policy did not include a 
description of the manner in which a warning will be disseminated, as recommended by 
the Department's Handbook. The Clery Act and the Department's regulations do not 
specify any particular manner in which an institution must disseminate the warning, only 
that an institution must disclose the manner in which it will disseminate the warning. 
Virginia Tech's policy did not provide this information. 

The Department acknowledges that Virginia Tech's policy generally addressed the first 
element suggested by the Handbook - that the policy include the circumstances for 
which a timely warning will be issued. However, the Department disagrees with the 
University's claim that its policy included the second element, the individual office 
responsible for issuing the timely warning. In its Campus Security Report, Virginia Tech 
told its students, faculty, staff and the Department that the University Police Department 
would have responsibility for preparing and disseminating a timely warning. However, 
internal policy #5615 provides that University Relations will also be involved in the 
process. Moreover, when the murders occurred on April 16,2007, the matter of deciding 
on and providing a warning was left to the Policy Group, which did not include a 
representative of the Police Department. 

The Department also disagrees with Virginia Tech's claim that there is merit in not 
providing information on how warnings will be disseminated. It is critical that members 
of the campus community know how they will receive timely warnings of potentially 
dangerous situations. There is nothing in the Department's regulations or the Clery Act 
Handbook that limits the types or number of methods an institution may use to 
disseminate a timely warning. 

The Department notes that the timely warning policy included in Virginia Tech's internal 
policy #5615 was not the policy that had been communicated to students and the campus 
community and included in Virginia Tech's CSR in effect as of April 2007. Virginia 
Tech's failure to include this information in the CSR is problematic because it would 
have given the campus community notice that there was another layer of officials 
involved in putting out a timely warning. Virginia Tech's internal policy #5615, dated 
May 7, 2002 is an internal policy and procedures document and was not consistent with 
the policy disclosed in the CSR for Clery purposes. 

18. Statement in Report: The Program Review Report states that the Clery Act requires 
institutions to develop, implement, publish, and distribute an accurate and complete 
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timely warning policy. This policy disclosure is a required element of the CSR that must 
be distributed annually to the students and employees. 

University's response - The University contends that it had a "timely warning" policy in 
place that met the requirements of 34 CFR 668.46(b )(2)(i) and that the policy was 
properly described in VTPD's annual Campus Security Report. 

DOE's Comments - Virginia Tech's CSR does include a timely warning policy, but as 
indicated previously, the policy statement did not reflect the school's actual practices or 
policies and the policy statement did not provide critical information to students, faculty 
and staff. 

19. Statement in Report: The Program Review Report states that during the events of 
April 16, 2007, Virginia Tech did not comply with its own policy on the issuance of timely 
warnings as published in its campus security reports. Our review has shown that the 
University's actual process for issuing a timely warning was more complicated that the 
CSR suggests and was not well understood even by senior University offiCials. 

University's response - The University claims that that the statements in the Program 
Review Report are incorrect and unfounded. The University argues that the procedure for 
issuing a "timely warning" (as of April 2007) was reflected in the VTPD's annual 
Campus Security Report and was supported by Virginia Tech's internal policy # 5615 
dated May 7, 2002. (See page 33 of Attachment C). 

DOE's Comments - The Department disagrees with Virginia Tech. Virginia Tech's 
internal policy #5615 is inconsistent with the policy Virginia Tech included in its CSR 
and disclosed to students, faculty, staff and the Department. The roles of the VTPD are 
different in each document. The CSR states that the police department will prepare a 
release and that the information will be disseminated to all students, faculty, and staff and 
to the local community. Virginia Tech's internal policy #5615 includes University 
Relations in the production of the notice. In fact, moreover, the University Relations 
office was central to the dissemination of any timely warning notice because the VTPD 
did not have the computer code necessary to send out a warning. Review Panel Report at 
pages 87 and 87-C. The University did not notify its students, faculty, staff or the 
Department ofthe role of University Relations in issuing timely warnings on crimes that 
represented a threat to individuals on campus. 

20. Statement in Report: The Program Review Report states that, contrary to the 
University's stated policy, the VTPD did not prepare or disseminate any of the warnings 
or messages that were sent to the campus community on April 16, 2007. 

University's response - The University repeats its claim that the Program Review 
Report incorrectly comingles and interchanges the definition of timely warning with 
emergency notification. Virginia Tech also claims that its systems provided a redundancy 
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component of critical pathways. The school contends that VTPD had the authority to 
prepare and disseminate notification and "timely warnings" and that Virginia Tech's 
internal policy #5615 articulates the relationship between the VTPD and the University 
Relations. (See Attachment C, page 34) 

DOE's Comments -Contrary to the University's response and the policy provided to 
students, faculty, staff and the Department, the VTPD did not prepare or disseminate any 
warnings sent to the campus community on April 16, 2007. Instead, the Policy Group, 
on which no police officials served at the time, made the decision regarding if and when a 
timely warning would be issued and what the warning would say. The Policy Group 
prepared and disseminated the timely warning that was issued in response to the shooting 
at W AJ hall. 

Virginia Tech continues to refer to internal policy #5615 as its source of action and 
guidance on the morning of April 16,2007. Again, internal policy #5615 was not the 
official Clery Act policy that has been disclosed to students and employees in Virginia 
Tech's CSR and was, in fact, contradictory to the policy disclosed to the campus 
community. 

Moreover, Virginia Tech did not even comply with internal policy #5615 on the morning 
of April 16,2007. The University's response notes (on page 38) that the mechanics of 
sending a timely warning were managed by either the Associate Vice President for 
University Relations or the Director of News and Information. The response further 
states that each of these individuals had the ability to access the system from remote 
locations, and one was available 2417. There was no reason why a warning could have 
been issued much earlier than it was. Instead nothing was done until the Policy Group 
met and took another hour to deliberate and construct the message that was sent out at 
9:26a.m. 

21. Statement in Report: The Program Review Report states that at approximately 8:25 
A.M, the University Policy Group met and discussed the unfolding events. It is our 
understanding that no Virginia Tech Police offiCials served on the Policy Group and no 
police were part of the Policy Group's initial deliberations about emergency notification. 

University's response - Virginia Tech claims that this statement is incorrect. The 
meeting convened at 8:35 a.m. While at the time no police officials served on the Policy 
Group, the Policy Group membership was in contact with VTPD leadership. 

DOE's Comments - The Review Panel Report's Timeline of Events, Attachment A, 
shows the Policy Group convened at 8:25 a.m. instead of 8:35 a.m. as claimed by the 
University. However, the response confirms our understanding that no Virginia Tech 
Police officials served on the Policy Group. 

22. Statement in Report: The Program Review Report states that at 9:00 A.M, the Policy 
Group was briefed by the VTPD and at 9:25 A.M, a VTPD captain was brought into the 
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Policy Group's meeting as a police liaison. During these meetings, the Policy Group 
discussed the warning that would be issued to the campus community, but the police 
department was not actively involved in those discussions. 

University response - Virginia Tech claims that the Policy Group convened at 8:35 a.m., 
'and that individual members shared the information they had. Additional information 
and updates were provided by the VTPD, as well as other university functional units, by a 
series of telephone calls. The University notes that, although the Chief of the VTPD is 
now a member of the Policy Group, he may still have to communicate with the Policy 
Group via telephone during future incidents if the situation requires that he serve on­
scene. 

DOE's Comments - The University's response confirms that the police department was 
not actively involved in the Policy Group's discussions to issue the warning. As noted in 
the Review Panel's Report, the VTPD provided information to the Policy Group and left 
it to that group to handle public notices while the police were investigating the first 
murders. 

The Department acknowledges that Virginia Tech has made the Chief of the VTPD a 
member of the Policy Group. We recommend that if future incidents require that the 
Chiefbe at the scene of a crime, another police department official should participate in 
the Policy Group discussions. 

23. Statement in Report: The Program Review Report states that Virginia Tech's 
operational policy statement at the time gave the VTPD the authority 10 issue a warning. 

University's response - In its response, Virginia Tech noted that the timely warning 
policy statement in the institution's annual Campus Security Report states: "At times it 
may be necessary for "timely warning" to be issued to the university community ..... The 
Police department will then prepare a release and the information will be disseminated to 
all students, faculty and staff and to the local community." The University also claims 
that the policy included in the Campus Security Report is supported by Virginia Tech's 
internal policy #5615. (See Attachment C, page 35) 

DOE's Comments - In its annual CSR, Virginia Tech described a timely warning policy 
that gave the VTPD the authority to issue a warning, but that policy was not followed. 
Virginia Tech's internal policy #5615 was followed instead. 

24. Statement in Report - The Program Review Report states that in practice the 
VTPD's Chief was required to consult with the UPG before a warning was issued 

University response - In its response, Virginia Tech claimed that the Department's 
statement was not consistent with internal policy #5615. 
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DOE's Comments -Virginia Tech's internal policy #5615 does not mention that the 
Policy Group will playa role in determining the timing of and information in a timely 
warning. More importantly, however, the policy in the CSR provided to Virginia Tech's 
students, faculty, staff and the Department does not mention the role of the Policy Group 
or the University Relations Department in preparing or issuing timely warnings on 
crimes. 

25. Statement in Report: The Program Review Report states that access to the 
technolOgical means to send timely warning communications was under exclusive control 
of the Associate v.P. for University Relations and the Director of News and Information 
who had the required codes. None of these additional procedures were disclosed to the 
Virginia Tech's students and employees in the CSR. Virginia Tech's actual policies and 
practices were not designed to ensure that students and employees received the 
information they needed on a timely basis. 

University response - It is Virginia Tech's position that the systems in place at the 
school provided redundancy. According to Virginia Tech, the VTPD had the authority to 
prepare and disseminate timely warnings and internal policy #5615 articulated the 
relationship between the VTPD and University Relations. The University also claims 
that the technical and procedural mechanism of how the message is sent is not germane to 
the policy statement. (See Attachment C, page 36) 

DOE's Comments - The timely warning policy in an institution's CSR should include 
meaningful information that provides notice to the campus community regarding what 
circumstances would lead to a timely warning being issued, by whom it will be issued 
and, in general, what the mode of communication will be for those warnings. The 
Department does not dictate the means of communication an institution must use. 
However, the Department does expect that an institution will tell its students how they 
can expected a "timely warning" to be communicated. Virginia Tech did not provide this 
information to its students, faculty or staff. 

26. Statement in Report: The Program Review Report states that the Department has 
determined that Virginia Tech did not accurately describe its timely warning procedures 
to its students and employees. The Department has also determined that the institution 's 
timely warning procedures in place on April 16. 2007 were not suffiCient to issue 
warnings in a timely manner to its campus community. 

University's response - The University claims that the information provided in its 
response refutes the allegations and alleged violations and demonstrates that it accurately 
described its timely warning procedures and that those procedures were sufficient to issue 
a "timely warning." 

DOE's Comments - As previously discussed, Virginia Tech did not provide sufficient 
information in the CSR regarding its timely warning policies and did not follow the 
policies described in the CSR. 
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27. Statement in Report: The Program Review Report states that Virginia Tech's failure 
to issue timely warnings about the serious and ongoing threat on April 16, 2007 deprived 
its students and employees of vital, time-sensitive information and denied them the 
opportunity to take adequate steps to provide for their own safety. In addition, Virginia 
Tech's failure to develop and implement an adequate and appropriate timely warning 
policy and to even adhere to its own published policies effectively nullifies the intent of 
this disclosure requirement. Accordingly, Virginia Tech violated the Clery Act and the 
Department's regulations. 

University's response - Virginia Tech claims that it has overwhelmingly demonstrated 
that a finding by the Department that there was a "timely warning" violation is not 
supported by the evidence. The institution claims that the intent of the 'timely warning" 
requirement is not to actually provide a warning to the campus community during a crime 
but to provide information at best several hours post incident and normally with 24 to 48 
hours. 

The University also claims that if one assumes the "timely warning" process was 
applicable then a review of the "timely warning" issuance process is considered. The 
guidance provided in The Handbookfor Campus Crime Reporting, published in 2005, is 
found in Chapter 5, page 62 and states, "The issuing of a timely warning must be decided 
on a case-by-case basis in light of all of the facts surrounding a crime, including factors 
such as the nature of the crime and the continuing danger to the campus community." The 
response goes on to say that the actions and decisions made by responding police 
agencies on April 16,2007 were consistent with guidelines. In addition, the response 
refers to other cases of homicide on college campuses and compares Virginia Tech's 
response time to response times of the other institutions. (See Attachment C, pages 44-
46) 

DOE's Comments - It is the Department's determination that Virginia Tech did not 
comply with the timely warning provisions of the Clery Act because it did not act 
reasonably in waiting 2 hours and fifteen minutes to issue a timely warning to the campus 
community. It did not alert students and employees to the fact that a shooting had taken 
place in W AJ Hall and that one student was dead and one was critically injured. 
Virginia Tech officials were informed by the police that this was a murder investigation 
as there was no weapon found on the scene and there were bloody footprints leading 
away from the scene of the shootings. Given the fact that Virginia Tech knew that a 
murderer might still be on campus or in the surrounding community, Virginia Tech 
should have issued a timely warning sooner. 

Final Determination 

Virginia Tech failed to issue adequate warnings in a timely manner in response to the 
murders on campus on April 16, 2007. The warning issued at 9:26 a.m. was not prepared 
or disseminated in a manner to give clear and timely notice of the ongoing threat to 
students and employees as a result of the Clery Act reportable crimes that occurred in 
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W N. Moreover, Virginia Tech did not follow its own policy for the issuance of timely 
warnings as published in its annual campus security report. 

To quote the Review Panel's Report, "The University body was not put on high alert by 
the actions of the University administration and was largely taken by surprise by the 
events that followed. Warning the students, faculty, and staff might have made a 
difference. Putting more people on guard could have resulted in quicker recognition of a 
problem or suspicious activity, quicker reporting to police, and quicker response of 
police. Nearly everyone at Virginia Tech is an adult and capable of making decisions 
about potentially dangerous situations to safeguard themselves. So the earlier and clearer 
the warning, the more chance an individual had of surviving." In all, more than two 
hours elapsed between the time University officials became aware of the first shootings 
(and the first murder) and the issuance of the first vague warning. For these reasons, the 
Department has determined that the University failed to comply with the timely warning 
requirement. 

With regard to the second component of this violation, the Department has determined 
that Virginia Tech did not comply with its own policy on the issuance of timely warnings 
as published in its annual campus security report. The University policy in place on April 
16,2007 did not provide students, faculty and staffwith actual notice of the offices that 
would disseminate the warning or how these warnings would be transmitted. 

The Department appreciates the explanation of extensive safety improvements made by 
Virginia Tech and detailed in the response. While Virginia Tech's commitment to 
improved timely warning policies and procedures will hopefully make the University a 
safer place going forward, corrective actions do not diminish the seriousness of the 
violations identified during the program review. 

Therefore, the University is advised that as a result of the serious findings identified 
during the program review, this FPRD is being referred to the Administrative Actions and 
Appeals Division (AAAD) for consideration of possible adverse administrative action. 
Such action may include a fine, or the limitation, suspension or termination of the 
eligibility of the University pursuant to 34 C.F.R. Part 668, Subpart G. If AAAD initiates 
any action, a separate notification will be provided which will include information on the 
University'S appeal rights and procedures to file an appeal. 

While the University may not appeal this Final Determination, Virginia Tech will have a 
right to appeal if AAAD initiates an adverse administrative action as a result of the 
violations of the Clery Act identified in this Final Program Review Determination letter. 



Attachment A 

Mass Shootings at Virginia Tech April 16, 2007 Report of the Review Panel Presented to Governor kaine, Commonwealth of 

Virginia, August 2007. An Addendum to the Report was issued in November 2009. The Report was revised again in December 

2009, pp 21-30. The full report can be viewed using the following link: 

http://www.governor.virginiagovffempContcntitcchPanelRewrt-docs/FullRcporlpdf 
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CbarlesW. Steger, Ph.D. 
President 
Virginia Polytechnic Institute & State University 
222 Burruss Hall 
Blacksburg, VA 24061 

RE: Program Review Report 
OPE In: 00375400 
PRCN;200810326735 

Dear President Steger: 

Certified Mail 
Return ReeeiptRequested 
70051160 000115181476 

On September 4, 2007, the U $. Department of Education (the Depllrtment) aJl1loUliced that it 
was conducting a program review of Virginia Polytechnic!nstitute & State University's 
(Virginia Tech; the University) administration of the programs authorized pursuantto Title IV of 
the Higher Education Act ofl965. as amended, 20 U.S.C. §§ 1070etSeq. (Title IV, HEA 
programs). Specifically, the letter stated that the program review Was focused on Virginia 
Tecb's compliance with the "Timely Warning" provl$ions oflbe JeaJl1leClery Disclosure of 
CampuS Security Policy and Campus Crime Statistics Act (Clery Act). The fmdings of that 
review are presented in the enclosed report. 

Findings of noncompliance are referenced to the applicable stanttes and regulations and specify 
the action required to comply with the statutes and regulations. Please review the report and 
respondtoeacldinding,indicating the corrective actions taken by Virginia Tecb. The 
University's response must be subrnittedto the attention of Mr. James Moore in accordance with 
the instructions in the "Required Actions" section ofthisprograrnreview report. 

Please be sure that YOllr response conforms to the Depllrtment's standards for tbe protection of 
Personally Identifiable Information(pII) being SlIbmittedto the Department. PIr is any 
information about an individual which can be used to distinguish or trace an individual's identity 
(some examples are name, social seeurity number, and date andpJace of birth). 

PIr being submitted electronieallyoron media (e;g., CD-ROM, floppy disk, DVD) must be 
encrypted. The data must be submitted in a .zipfile encryptedwitbAdvanced Encryption Standard 
(AES) encryption (256-bit is preferred). The Department uses WinZip. However, files created with 

Federal Student Aid. Philadelphia St!1oor P.-c:rtid'puJklH_ Team 
TIle \\!aoa1r.:ak~r Building. 

.100 Pt.'llll Squart! E~s~, Suite- 511 
Philadelphia. PA. 19\07 

\Yi.vv>'.rcdcralStudcnu\icLed.gov 

fEDERAL STUDENT AlD ~,~ .. STARTHERE. GO FURTHER. 
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oth¢r encryptionsofiware areaiso ac~ble, provitied that they are oompatiblewith WinZip and 
are encrypted With AESelIcryption. 

The Department must receive an access password to view th¢encrypted information. The password 
must be e-mailed separately from the encrypted data.· The password must be 12cbaracterS in length 
~ ~three of the following: upper caseletter,)ovyer case letter, number,~ialcbaracter. A. 
manifestmust beincluMd with thee-mail that listS the types of files being sent (a f.Xll'yofthe 
manifest must be retained by thesel1Mr). 

Hardcopy files and media containing PIT m1.lStbe: 

sent via a $hipping methodthat~betrackedwith signature required upon delivery 
- double packaged in packaging that is approved by the shipping agent (FedEx,DHL, 

UPS, USPS) 
- labeled with both the "To" and ''Fi'om" addresses on both the inner and outer 

packages 
- identified .by a manifest included ill the innetpackage thatlists the types of files in 

th¢ shipment (a copy of the 1Ilanifesi must beretail1ed by the sender). 

PIT data cannot besentviaJax. 

Program records relatingw the period covered by the program review must be retained until the 
later of: resolution oftheviolations, weakness, and other issues cited or questioned in the 
program review; or the end of the retention period otherwiseapplicablew the record under 34 
C.F.R § 668.24(e). 

Thank you for your continuedcooperationand patience throughout the program review process. 
Please refer to the above Program Review Control Number (pRCN)inallcorrespondence 
relating to this report. If you have any questions concerning this report, please contact Mr. 
James Moore on (215) 656-6495 or atjam~g.moore!U!ed.i£ov; 

cc: Col. Wendell R. Flinchum, Chief of Police, Virginia Tech 
Barry W. Simmons, Ph.D., Director, University Scholarships & Financial Aid, Virginia Tech 
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A. The University 

VirginiaPolytecluric Institute & State University 
222 Burruss Hall 
Blacksburg, VA 24061 

Type: Public 

Highest Level ofOfferlng: MasterlDoctorate Degrees 

Accrediting Agency: Southern Association of Colleges and Schools 

Student Enrollment: 30,000 (Approx. 200712008 AcademiC Year) 

% of Students Receiving Title IV, HEA funds: 37"10 (Approx.2007I2oo8Award Year) 

Title IV Participation, Per U.s. ~artmentofEducationData Base 
(Postsecondary Education Participants System): 

2007/2008 Award Year 
FedemlDircct Loan Program 
Federal Pe1l9rant Program 
Federal Perkins Loan Program 
Federal Supplemental Education Opportunity Grant Program 
Federal Work-Study Program 

Default Rate- Direct Loan: 2006~.O:9 % 
200S -1.1 % 
2004-1.2 % 

Default Rate Perkins:· As of: 6130/07 - 8.3% 
6/30/06-H% 
6/30/05-3.7% 

$ 86,120,333 
$ 7,632,535 
$ 2,301,947 
$ 860,965 
$ 962;143 

The Commonwealth of Virginia established Virginia Polytechnic Institute and State 
University as apubJic land-grant institution in 1872. Located in Blacksburg, VA, the 
main campus includes its own airport and more than 130 buildings situated on 2,600 
acres. Currently, more than 30,000 students are enrolled at the University. The Virginia 
Tech Police Department (VTPD) employed approximately 40 sworn officers and 20 
support staff during the review period. Virginia Tech owns property in every county in 
the state. The VTPDpatrolsbuildings and property owned or controlled by the 
University throughout.Blacksburg·and·Montgomery.County. 
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B. Scope of Review 

The U.s. DeparimentofEducation (tlieDepartment)conductedan off-si~efocused 
program review ofVirginial'olytr:cbniclnstifutl; ~SWe University's (Vi~ginia Tech,the 
University) compliance with certain provisio1lS of The: Jeanne·C1eryDisclosureof 

. Campus.$r:curitY Policy and Clmlplls Crime$JatisiicsAct.(CleryAct) The CleryAct 
requires all institutionStbat receiveTitle NfuIidingtQdisc!.,.secrimelltalisticsand 
dissenrina1e· information al:loutcampus .safetypolicies, procedures, and.programs·to 
membel-s of the CaIIlPUS comniWlity: The Clery Act alSo reqUIres instirutionsto notifY 
stud.ents.and employees of rep\>rte:d<:rimes and (lurreIlf threats on anongoing\mSis by 
maintaining a Crime .log and. isslimg timely wamfugs. 

l'lease note.thatthis revie'oY was linnted toanexaIIlinatioIl ()fVi~ma T¢h'scompliance 
. with the "Timely Warning" provisions of the. Clery Act with special attention to the . 
e"ents of April 16, 2007. The operative statutes. and regulations are asf()U0"Ys: 
§48?(f){3) of the Higher Education Ac1ofl965,as aIIleilde:dCHEA)and 34 C:F.R. § 
668.46 (e) Se.t out the standards that institutions must followregar(llng the issuance. of 
timely warmngsandJ4 C.F.I~. §668.46 @(2)(iJrequir~ the. inclusionofan accutllteMd 
complete statement of poJicyregardingthe issuanCeoftirtlely wamingsin the campus 
secllrity report· 

On April 16, 2007 a Virginia T ecll student, m).l1'dered 32 mem~ 
oftheVirgii!i,aTechcampQSconfinunity andseriouslyiniuredoth¢rs in two separate 
attacks; On June 18,2007, Virginia Oo:vemor Timothy Kaineappoin~ arevtewpanel 
to investigate the events ofthat dayand ~ r¢coriltnendatio~for Improvements to the 
relevantlaws, policies, procedures, andSYSlems. As theagencycbargedwilh·enforcing 
theClery Act, theU .S. Department ofEdticationc}osely followed theSe events. The 
Govemofsrep\>rt,as.amended; was also reviewe:d bytheJ)epartl'nent and is referenced 
in.this report OnAugust 20, .2007, Security on Camplols, inc.(Soc;),anon,pr6fit 
organization concerned with campus safety, filed. a c'bIIl.plaiIlt alleging that V,tginia Tech 
violated the "TiInely W arning"provisions j)fthe Clery Act by not issuing specific 
campus-"idc alerts once senior officials knew of the irI1rrlecli;tte threats to health and 
safety; TjJe complaint aIso alleged that the University'stimelywllrningpolicy, as 
published in its campus security rep<>rts (c:SR) Md distributed to students and elIlployees, 
did notaccllrately explainv1tginia Tech's. a<;tuaIproceduresand protocolS .. On 
September 4, 2007, the OqJartment iss\leda letter to Virginia Tech acivising Qle 
UIliversity .ofthe compli\int and announcing Qle focused program review. Virginia Tech 
submitted its initial response to the Department' sJetteron October· 7, 2()()7, 

The review included a careful Mdthorough examination of aUmaterialssubmitte<i by 
Virginia Tech, Security on c:ampus, Inc. and the ;Ufected fannlies, Supplemental 
infornuition was subriJi,ttedthroi!ghout the progtanu'eview process; The last set of 
materials submitted by the affected families was provided for our review on Decembel4, 
2009. Examples of documentscolleeted andeXlUnine:d dUring the review process include 
police repOrts, investigative rep\>rts,campusmaps, photographs. timelines, e,mail 
exchanges, [mancial records, lUld other relevant materials. The team also reviewed the 
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reports prepared by the Review Pariel appoil'lted by Governor Kaine, I (hereafter "Review 
Panel Report"] andthererords· archive created .I!S. part ofthese!tlement Qetween the 
University and victim'sfiunilies. The documents 81X!hive is available on-line at: 
hnp:/lwww.prevailarcbive.org/archivel 

Diselaimer: 

Although the review wasthOro1.lgh, it <:annot be ru,sutned to be all~il'lclusive. The absence 
of statements in the reportconcetning Virginia Tech's specificpractic;¢s and procedures 
must no! beconstroed as acceptarice, approval, or endorsement of those specific practices 
and procedures. Furthermore, it does not relieve VirgirtiaTech of its obligation to 
comply with aU of the statutory or regulatory provisions governing the Title lV, HEA 
programs. 

C. FindingsalldRequirements 

Outing the review,. serious findings of non compliance were noted. Firidingsof 
noncompliance ate referenced to the applicable statutes and regulations and specify the 
lWtiOll$ to be lakenby Virginia Tech to bririg campus policing and security operations 
into compliance with the CleryAct statutesandtegulations. 

Finding: Failure to Comply with Timely WamingIssuance and Policy Provisions 

Citation: 

Under the Clety Act institutions must issue timely warnings to the campus COIlllll.unity to 
inform affeCted persons of crimes considered to be a threat to students and employees. 
See §485(t)(3) of the REA. The$e warnings must be issued to the caIIlpUS community in 
any case where an incident of crime listed in 34 C.F.R. §668A6(c)(I) or (c)(3)that 
represents a threatto students (JI'employees is reported to a campus security authority. 34 
C.FR § 668,46 (e). In addition, institutions are required to include a number of detailed 
policy statements in the annual campus security report 34 CF.R. §668.4.6 (b)(2). The 
policy statements must include the institution's pOlicy fotrnaking timely warnings and 
clear notice of the procedures that students and other must follow to report crimes and 
other emergencies tbatoccur on campus. 34 CF.R § 668.46 (b)(2)(i). 

Noncomplianu: 

Virginia Tech failed to issue adequate warnings in a timely manner in response to the 
tragic events of April 16,2007. There are two aspects to this violation. First, the 
warnings that were issued by the University were not prepared or disseminated in a 
manner to givec1ear and timely notice of the threat to the health and safety of campus 

I Mass Shootings at Virginia lceh April.16, 2007 Repon orthe Review Panel Presonted to (}Qvcmor Kaine, 
Commonweal.th.ofVirginia. August 2007. An.Addendum to thc-Report.waS issued in Novembcr.2009: The 
Addenduni was Ie,"'ised agaiJi iifDecembcr- 2009. 
nun ;i! w ".\ \'t ,L!IJ v:;:m".')r . ..:iniinia.go-.- ~J ('mol' ~)m;;.;tt't~.; hl:1.nelR:coort ~doc~! F!.II IRer"Y'-t.il'Jf 
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conummity members. Secondly,Virginia Tt:ehdid not follow its own policy for the 
issuance of timely w.unings as published in its annual <;ampuS security reports. 

A. Timeliness Violation 

On April 16, 2007, Virginia Tech officialsissuedan e-mail notice about the threatto the 
campUS community at 9:26 am. However, as documented in the Review Panel Report 
and confirmed by our own examination, Virginia Tech officials had. information available 
to them that required a timely warning to the University community much earlier than 
9:26 A.M. For this reason, the Departtnenthasconcluded thaI thelimelywaming 
requirement was not met 2 Virginia Tech's building access logs show that the fIrst two 
murdersoccurredinVirginia Tech's West Ambler Johnston (WAJ) Hall student 
residence at approximately 7:15A.M. Sometime before 7:30 AM., Virginia Tech Police 
Department{VTPD) and emergency medical services personnel arrived atW AJ. The 
VTPD Police Chief was advised of these murders before 7:45 A.M. TheChief 
illnnediately t'ldtified the~lacksburg Police Department (BPD). The BPD inunediately 
dispatched a detective and evidence technician to the scene. The University's Executive 
Vice President was notifIed of the murderS at 7:57 A.M,bywhich time word Mthe 
killings had already reached two other high-ranking University officials (at 
approximately 7:30 A.M.). 

By 8:05 A.M., additional BPD officers were en route to W AJ. The record clearly shows 
that BPD and VTPD continued their on-campus investigation on a high alert footing from 
the time of the earliest reports. The VTPD andBPDl'nObilized emergency response and 
sp\:cial weapons teams and deployed officers throughout the campus and the surrounding 
areas. Two ofthose officers were school resource officers (SROs) assigned topublic 
schools in Blacksburg. The public schools immediately began taking steps to keep. their 
Students and employees safe as a result of the radiotniffic that led to the SROs 
redeployment to W AJ. 

By 8: lOA.M.,. the University President was notified of the murders at W Al. In official 
statements by University officials and docmnents released as part of the sett1ement 
between Virginia Tech and the victim's families, the VTPD Chief stated sp\:cifIcally that 
he told Virginia Tech's President .that a weapon was not found at the scene of the murders 
and that there were bloody footprints • leading away from the bodies. 

These facts strongly indicated that the shooterwas stilIat large, and therefore, posed an 
ongoing threat to the hea1thand safety of Virginia Tech's students and employees and 
other members of the campus community. Moreover, it is now clear that the "person of 
interest," often cited as a diversionary factor affecting the investigation and a del aying 
rector in termsofissuingtimelywaroings, was not identifIed and questioned untilat least 
46 minutes later than originally reported. 

Virginia Tech did not send its first warning message to students and employees until 9:26 
A.M., nearly two hours after campus security authorities, including senior University 
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officials, were notified of the first two killings. By that time, thousandS of students, 
emp10yees and other membersofthe.Ulliversity COIllmunity had continued to travel 
toward the campus from off-campus 10cations.Studentslivingon-campus and 
employees whu had already reported to wQrk continued to muve ab.out the campus 
without any notice of the murders in WAJ. 

As noted in the Review Panel Report, Virginia Tech's first message t.o students and 
employees only stated that a "shooting incidentoccurred." Although the message did 
urge cummunity memberstu be ~cautious" and tucontact the police if they ".observe 
anything suspiciuus," the warll.ing did nut menti.on two murders. As n.oted by the 
Govern.or's Review Panel, the lack .of specificity in the message could have1ed readers to 
construe the message innocuously as merely announcing an accidental shooting. Indeed, 
Virgillia Tech's .own documents show that an earlier draft of the message did C.ontain 
additi.onal inf.ormati.on including the statement, ".one student is dead" and "another is 
injured and being treated" but these details were not included in .the final versiQn. 

University and public recor~ including the .e-mllil traffic of Virginia Tech employees, 
also demonstrate that even before the releaSe of the 9:26 AM. message to the campus 
community, University .officials were taking steps t.oProvide for their .own safety and that 
.oftheir staffmembers and to inform familymeIllbers that they were safe. Shortly after 8 
AM., the entrance to the Office of Cominuing and Pruressi.onal Educati.on (OCPE) was 
locked after a family membernutified an OCPE empl.oyee .of the W AJ shootings. 
Record~ also show that the office suite occupied by the University Pulicy Group (the 
President, Vice Presidents, and .other selliur ofiicials) members was locked d.own by 8:52 
A.M., signaling that the Ulliversity's senior officials believed that the crisis continued to 
pose an immediate and serious ung.oing tbreat. Bank deposits were suspended at least 
.one huur before the first vv1lrning was sent. Additionally, trashcullectiun un campus was 
suspended at leasta half-h.our. before the iIl.itiaIwarning. Furthermure, the Co-Director Of 
Environmental Health and Safety Services (EHSS) sent a message at. 9:25 A.M. to her 
fatll.ily titled, "I'm safe," and stated, "There is an active sh.ooter un campus and it'S 
making the natiunal news. My .office isin luckd.own. This is horrible. I'll let yuu know 
when it's over." EHSS was .one .of the principal offices charged""ith issuing timely 
warnings. 

The mass e-mail sent at 9;26 A.M. lacked the required specificity to give students and 
employees actual nutice .of the thrcatand to pruvide them ""ith infurmation they needed 
for their .own protection. It is likely that the VI'lIl11ing would have reached more students 
and employees and may have saved lives if it had been sentbefure 9:05 A.M. classes 
began. The Ulliversity also chose not to use the four compenentsofits new siren system 
that were operational .on April 16, 2001. The Ulliversity also did not use its nutification 
pr.ot.ocol uflastresurt because .of a lack oftimelyinfurrnation. This system relied on 
residentadvisors in residence halls and on floor wardens in certain .older buildings to 
verbally warn individuals at risk. However, the resident advisors and floorwarderis 
charged with notifying theirfellQw residents, classmates, and co-workers were not 
advised of the threat in enough time t.o spread the word. 
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Based on all infonnation available at this time, We Ilgroo with the conclusion of the 
ReviewPanel J that the University cannot reasonably explain or justify the two hours.tbat 
elapsed between the!ime University officials learned Of the first two homicides and the 
issuance of theflISt vague warning. 

B. P~licy Villlati~l1S 

During the events of April 16,2007, Virginia Tech didoot comply with its own policy on 
the issuance of timely warnings as published in its campus security teports. The 
University policy that was in place onApriJ 16, 2007 was vague and did not provide 
students and employees with actual notice of the types of events that would warrant a 
timely warning or explain how those warnihgs would be transmitted. As noted 
previously, the Clery Act requires institutions to develop, implement, publish, and 
distribute an .accurate and complete: timely warning policy. This policy disclosure is a 
required element of the CSRthat must be distributed annually to students and employees. 
Virginia Tech's entire timely warning policy statement appeared under the he:ading, 
"Virginia Tech Police." The policy as it appeared in the CSR in place onApril 16,2007 
stated: 

"At ti.IIIesitmay be necessary for "tImely warnings" to be issued to the universitY 
community. If a crime(s) occurand notification is necessary to wamthe university ofa 
potentially dangerous situation then the Virginia Tech Police Department should be 
notified. The police department will then prepare a release and the infonnation will be 
diSSeminated to all students, faculty, and staif and to the local community." 

Our review has shown that the University's actual process for issuing a timely warning 
was more complicated than the CSR suggestS and was not W¢U understood even by senior 
University officials. Contrary to the University's stated policy, theVTPDdid not prepare 
or disseminate any of the warnings or messages that were sent to the campus community 
on April 16, 2007. At approximately 8:25 A.M., the University Policy Group (UFG) met 
and discussed the unfolding events. ltis our understanding that no Virginia Tech Police 
officials served on the uro and no police official was partoftheUPG'sinitial 
deliberations about emergency notification. At 9:00 A.M,the UPO was brief"ed by the 
VTPD and at 9:25 A.M. aVTPD captain was brought into the UPO'smeeting as a police 
liaison. During these meetings, the UPO discussed the warning that would be issued to 
the campus community, but the police department was not actively involved in those 
discussions. 

Virginia Tech's operational policy statement at the time gave the VTPD the authority to 
issue aVI'aming. In practice, however, theVTPD's Chiefwas required to consult with the 
UPGbefore aWarningw~issued; Moreover, access to the technological means to send 
such communications was underthe exclusive control. of the Associate V.P. for 
University Relations and the DireetorofNews and Information who had the required 
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codes. None()f these additional procedures were disclosed to Virginia Tech's students 
and employees in the CSR. Virginia Tech's actual poliCies ang. practices were not 
designed to ensure that students3nd erIlployees received the inionnationthey needed on 
a timely basis. 

Therefore, the Department hasdetenninedthatVirginia Techdidllotaccurately describe 
its timely warning piocedures toils students and erIlployees. The Department bas also 
determinedtbat the illstitution's timely warning procedures in place on April 16, 2007 
were not sufficient to .issue warnings in a timely manner to its campus community. 

Our review also indicates that the inconsistency between Virginia Tech's. stated timely 
Warning policy and the actual process caused fw'tbet confusionamohgtheUniversity's 
students and employees, investigators, and the faJ1lili.es and friends ofthevictirns in the 
aftermath of the tragellY, The review team. acqllired a copy of Virginia Tech's 
Emergency Response Plan (ERP). A~ording to the ERP. the responsibility to "issue 
communications and warnings" was actually delegated to the Emergency ReSponse 
Resource Group CERRG), which included members ofthe VTPD and Environmental 
Health and Safety Services. However, theERRG did not clearly delineate the division of 
authority and duties between the ERRG and the UPG,which was to "provide centralized 
directiolland control." 

man email dated August 17, 2007, President Steger's representative to the Review Panel, 
a former high-ranking University official, related his understanding of the policy in 
response to an inquiry· from the Panel's staff about the tJniversity'stiIllely wamingpolicy 
and actual practice: 

''The authorization to send a message would have come from the Policy Group as 
provided by the Emergency Response Plan. The message would have actually been sent 
out by University Relations (seepage 6-7 of the plan) and Larry Hinckeris the Assoc. VP 
for Univ. Relations. He and Marl' Owczarski, Director of News & lnfor:mation(reports 
to Larry) have tbecodes that are needed to send out a messagll via the univer~ity's 
telephone system and control the process for sending out email messages to the campus 
community. On April 16, [VTPD] ChiefFlinchumwould have needed to go thro\lghthe 
Policy Group to get a message sent out. " 

This explanation of Virginia Tech's policy does notmention the existence or role of the 
ERRG. However, it does confirm that, contrary to the timely warning policy disclosed 
by Virginia Tech to its students and employees, the VTPD did.not have the authority to 
actually develop Qr issue timely warnings. Therefore, the Department finds thalthe 
timely warning polieyin place on April 16, 2007 was not sufficient to enable a successful 
timely warniilg to its campus community and that the policy that was published was not 
followed. 

Virginia Tech's failure to issue timely warnings of the serious and on-going threat on 
April 16,2007 deprived its students and employees ofvital, time-sensitiveinfonnation 
and denied them the opportunity to take adequate steps to provide for their own safety. 
In addition, Virginia Tech's fail UTe to develop and implement an adequate and 
appropriate timely wamingpolicy and to even adhere toits own published policies 
effectively nullifies the intent of this disclosure requirement Accordingly, Virginia Tech 
violated the Clery Act and the Department's regulations. 
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D. Required Actions 

The Department understands that Virginia Tech has taken a number of actions to improve 
its timely warning system since April 2007. Virginia Tech must provide a cortective 
acti01lsreport lhatdescribes the. steps ithasinlplemented and itSoontinlling efforts to 
establish andinlplement comprehensive timely warning policies and Procedures. If the 
fustitution haS any information to c\)\IIIterthe facts presented in thi~ report it must provide 
that information in its response to the Department. Your re$ponsemust expJainhowthe 
reforms; implemented or proposed, will addi'essthe weaknesses noted to ensute that the 
violation does not recur. As part of its response, the University is also encouraged to 
elaborate on any recent policing and campus safety initiatives of which it would like the 
Department to be aware including any new specilll emphasis on student alert protocols 
such as the Virginia Tech Alerts system and crisis intervention programs. 

Virginia Tech must appoint an institutional official with sufficient knowledge and 
authority to conduct the review, prepare the response, • and serve as a point of contactfor 
the review team. The designated official must review all policing and campus security 
policies and procedures that are relevant to Clery Act compliance with specific attention 
to the issuance oftimelywamings and methods of delivery. 

In its response, Virginia Tech should specifically address the following questions: 

• What was the University's stated policies and procedures regarding the 
issuance of timely warnings as of April 16, 2007? 

• What was actually done on Aprii16, 2007, notWithstanding the written 
policies or procedures? 

• "''hat University officials or employees were ~nsible for carrying out 
the variousfilQctions required by the relevant policies and procedures and 
who was responsible for supervising those functions? (Please identify 
individuals by position and not name) 

• Why did the violations andweaknessesidentified in this Report occur? 

• What, ifany, policy Or procedural changes have been or will be 
implemented to address the findings and weaknesses? Please also address 
the timing of any such changes. 

• How were/will these changes be monitored and by whom? 
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• Whalorganizatiollai changes, such as staffing, budgetary issues, training 
programs or reporting relationships, are needed to implement any 
necessary changes? 

Please provide copies of any documents or records referred to in your response that were 
not already provided 10 the Pepartment. Please submit your materials Within 60 days of 
the date of this program review report to: 

Mr. James L. Moore, III 
Senior 1nstitutionalReview Specialist 
U.S. PepartmentofEducation 
The Wanamaker Building 
100 PennSquare East, Suite 511 
Philadelphia, PA 191 07 

Adequate responses must be given for each part of the rmding identified in this program 
review report as weUasany additionalvioJations or internal control weaknesses 
identified during theformulation of the University's response. AU aspects oithe 
response mustbe detailed and state with particularity all violations and weaknesses as 
Well. as the changes, proposed or already implemented,needed to bring the University 
into compliance. Please provide copies of any docwnents or records referred to in your 
response. Please also provide copies . of any timely warnings that were issued .bythe 
Universitydurlng 2007, 2008, and 2009 with a note explaining to whom it was directed 
(student or employee grouplbuildingiUniversity-v;ide, etc.) and the method of delivery. 
If the University identifies· incidents that ShOllld have resulted in atimelywaming blltdid 
nol, please detail the specifics in YOllr response. 

These requu-ements have three primary purposes: l)toprovide additional information to 
address andreSOlvetheviolatiol:l.s documented in this program review report; 2) to ensure 
the acCllTaCY and completeness of the timely warning and emergency notification policies 
that will be published in the University'sJ'utmecampllS security reports; and, 3) to 
facilitate the developmentof corrective actions and improvements thatwil1 allow 
Virginia Tech to comply with all Clery Act provisions going forward. 

Questions and requests for recornrnendationsand technical assistance should be directed 
to the review team. Virginia Tech may wish to review the Department's Handbook for 
Campus Crime Reporting during the preparation ofits response. The handbook is 
available onlineat.ww",.cd,!!ov!admins/lcad!saje~"/hm~boo1cpd[ 

Based on an evaluation of all available information inClllding Virginia Tech's response, 
the Department will determine appropriate additional actions and advise the University 
accordingly in the Final Program Review Determination letter. 
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• 

RE: PRCN 200810326735 

Dear Mr. Moore, 

Thank you for the opportunity to review your findings and report of January 21. 2010. As 
we qiscussed during our telephone conversation of February 19,201 (), Ihave been 
appointed by Dr. Chartes Steger as thedesignaled offiCial to respond to the Department 
of Educat.ion'sfindings.· Fat Vil1linia Tech, the·eventsofApril·16. 2007 have forever 
changed ourunJversity. Indeed, all of higher education changed on that day and 
thereafter. NoWhere in modem times has an American universitybeenllisited bysuc;h 
a diabolical.act. 

The 32muroors offellowstudenlss.nd teachers was the result ofawell.planned event. 
an event so heinous it was unthinkable. That it was conducted by a student killer from 
wilhin make11 this loss ever rnore painfuL 

Vil1linia Tech has changed. Higher education has changed. There Is a higher 
recognijionthroughoul the nation of student menla! health needs and requisite support 
serviCe1!. Cross campus communications concerning student needs and conceming 
dangerous persons have improved. Today threat assessment leamsserve as the 
nexus of that communication, Emergency notification systems have achieved level,. of 
sophistication and reach. not dreamed of prior to April 2007. Just about every campus in 
the nalion maintains some form of emergency communication capability,l! is fair to say 
thai an entire indtJstryOfernergency nOtification sprang from our an9\.lish. ManY pf the 
ch.mges noted above are the direct result of lessons learneQ from our tragic experience. 
And the U.S. COngress, throughyolir department, hasclarlfied and expandedlhe 
emergency notification and timelywaming requirements necessary to keep our 
campuses safe; The Virginia Tech tragedy of April 16,2007 continues \0 spread its 
pain. but many positivechal)ges to highereducaliol1 oPerations have resulted. This 
university arid the universities you monitor are very different places today. 

L_" ___ ~ ___________ ·_~_ Invent the Future 

VIItCj.lNIA POl.YTfCH:>tIC 1 NS-'-ITU.T-E ANLl S-TATi UNIVEI\:SI:r 
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We are respectful of you din dings and pleased that you have afforded us an opportunity 
to review and comment. However, ttlereare many instances in Which the Department 
did notbenefHrom having all pertinent f",cts or uni~r$uyoperation .. 1 proCedures .... We 
seek in thi$respon&e10 provide the policies in effectorlApril 16; 2007, tpcorrect Ihe 
altegatioosas they Were presented to you by lhecomplainants, and to hiQhlight 
differences in your Interpretatibn aod ttloseofolherexperts with respect to an 
institutiOn's responsibilities under Ihe Clery Act. 

We believe that a complete reliiewot the facts does not support the conclusions of the 
ProgramRElview 8Elpcrt. WesinCeretyhopethat you evaluate.and acceplour 
comments In the same spirit In whjchyou forwardEld to uS yourllrst .dfaft -as an 
opportunity to understand more fully the. actions of Virginia Tech leadersi'lipon the 
momingofApril16, 2007, theuniversity's requisite policies, and ourresponslbilities 
under federaLlaw. Weare available at your convenience to discuss this response or 
answer any questions you might have. 

Sincerely, 

MlchaelJ. Mulhare P;E., Director 
Office of Emergency Management 

c: Dr. Charles W. Steger 

VIRG-INIA, pou'T~CflN!C 1-~STl:TIJT: A_NO ST-~fE UNIVfR_SITY 
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INTRODUCTION 

For Virginia Tech, 1he events of April 16, 2007 have forever changed ouruniversily. 
Indeed, all of higher education changed on that day and thereafter. Nowhere in 
modem times has an Arneri~n universily been Visited by such a diabolical act ThE! .32 
murders of fellow students and teachers was the result of a well-planned event, an 
event so heinous itwasuntl'!inkable. That it was conducted by a student killer from 
wi1hin makes this loss ever more painful. 

Virginia Tech has changed. Higher education has Changed. There is a higher 
recognition throughout the naiionofstudenl mental health needs (inlj requisite support 
serVices. Cross carnpuseommunications concerning student needs andconceming 
dangerous persons have improved. Today1hreat assessmentteamsserve as the 
nexus of that communication. Emergency notification systems have achieved lellels of 
SOphistication and reach notdreamedof prior to April 2007 . Just about every campus in 
the nation maintains some form of emergency communication capabilily. It is fair to say 
thata n entire induStry of emergency notification sprang from our anguish. Many orthe 
changes noted aboVe are the direct result of lessons learnedftom our tragic experience. 
And the U.S .. Congress, through the Department of Education, h(is clarified and 
expanded both emergency notification and timely warning requirements necessary to 
keep our campuses safe. The Virginia Tech tragedy of Aprii16,2007 c:ontinuesto 
spread its pain,blrt rnanYPOSi!ive changes to higher education operations have 
resulted. 

The following response to the Department ofEducatiori's (DOE) program teview of 
Virginia Tech in regard to the universily's timely wamingpolicy and procedures, seeks 
to.correclthe facts as they were presented to the DOE by the complainant. The 
allegatiOns lead Virginia Tech to fundamentally disagree with the DOE's Program 
Review Report findings and conclusions. This submittal report.begins with the 
universily's core position in responSe to the Program Review Report, and then proceeds 
to expand upon this position by providing responses to each of the Department's 
findings. Finally,th e changes and initiatives implemented by Virgini(iTech since April 
16,2007 are discussed, Virginia Tech, like all institutions of higher education, has 
changed since April 16, 2007, and hOpes 1hat other institutions will benefiifromthe 
sharing of information. 

VirginiaTech disputes many of the initial findings of the DOE concerning timely 
wamingsand application of policy. In this response, Virginia Tech setsforlh an analysis 
of these findings bY OOE and has provided individual responses. It is the Universily'S 
position that Virginia Tech complied with the Clery Act during the events that occurred 
on April 16, 2007. 

As a partof\he universily response to the Department of Education's Program ReView, 
Virginia Tech retained Delores A. Stafford who has over 26 years of experience in law 
enforcement and the security- industry, and is a nationally recognized expert in the Clery 
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Act, to review both the OOE's Program' Revie...., Report <lnd Virginia Tech policies, 
procedures and response on April 16, 2007, Ms, Stafford'slindingsare attached, as 
well as <I summary of a timelyWaming notice survey she conducted in M<lrch 2010 
(Exhibit 1), It is Ms, Stafford's professional. opinion that Virginia Tech did no! violate the 
timely wamingrequirement in place on April 16, 2007,andcannot be held accountable 
for meeting standardsJhat did not e)(islprior tottJe tragic events that occurred on that 
day, The findings of the survey indicate that in 2006, 75 percent of the respondents 
isslJed timely wamingsl2-48hoiJrsfoUowingan incident. Over 60 percent of the same 
responclents repoitthey currently issue timely warnings 2-24 hours following an 
incident. 

Early on the morning of April 16,2007 ,a shooting occurred in the West Ambler 
Johnston N'lAJ) donilitory on the Virginia Tech campus, As the world now knows, a 
massacre occurred approximately two and a half hours later in a separate campus 
building, Todaywe know the events were connected. In the early morning onApritl6, 
2007, however, there was nothing to indicate that an ongOing threat facedthecampus, 
We will demonstrate that instead of a post-event reaction, the, appropriate inquiry should 
be how the facts appeared prior to the shootings that occurred later in the day. We will 
demgl'lstrate how areviewll'lat is not.limited to the facts thatappeared prior 10 lhe 
Norris Hall shootings can be seen as hindsight bias. 

DOE's determination that Virginia Tech's warning was nottimely and inadequate is 
based on DOE's knowiedge now that a threat existed on April 16, 2007,However,in 
context, this finding doeS not fitthe known facts early in the morning on April 16, orthe 
law that existed atthetime, The Clery Act provides for the exercise of an institution's 
direction and judgment in issuing a warning, The Act also implicitly encourages 
consultation with law enforcement authorities; as will be shown inlhisrespohse, Virginia 
Tech mel the requisite legal standard. Virginia Tech relie$,uponthe 19!;l4comrnents by 
the DOE, which were in effect in 2007, and which conflict with the initial findings letter 
issued by DOE to Virginia Tech~ The following excerpt appears in the Federal Regisler, 
59 FR 22314411 (Exhibit 2): 

"A few commenters requested ,a dear definition of "timely reports" for the purpose 
oheciion 485(f)(3) ofthe HEA andthe$e regulations, which require an institution 
to make timely reports to the campus community on crimes that are reported to 
campu$security authorities or local police and that are considered a threatto 
other students and employees. Some commenters believed that timely warnings 
made by those who are not enforcement personnel could jeopardize a criminal 
investigation and allow a suspect to be released. Other commenlers believe that 
the campus community must be informed of these threats and these provisions 
allow the law enforcement authorities to receive the evidence to build a case. 

The Secretary does not believe that a definition of "timely reports" Is 
necessary or warranted •. Rather,. the Secretary believes that timely 
reporting to the campus community for this purpose must be decided on a 
case-by-case basis in light ofalt the facts surroundIng a crime, including 
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factors such liS the nature of the crime, thecontinuingdllnger to the 
campus community,· and the possible risk of compromising law 
(mfoicement effOrts. CIImpus security lIuthoritiesslrOuldconsult the local 
law enforcement agencyforguida,nce on how and when to release "timely 
reports" to the campus eommunfty(emphSsls.sdded).' 

The DOE's rulemaking commentary as issued in 2009 (Exhibit3) artic~lates a critical 
distinctionbetWeenlimely warnings. and emergency notifications. It is Virginia Tech's 
position that the DOE incorrectly imposed its 2009 rationale andrulemaking as the 
standard of review in analyzing the events following WAJ. It is clear thai timely 
warnings are not intended to. be the same as installt emergency notification. Quite the 
contrary, in The Handbook for Campus Crime Reporting, published in 2005, (Exhibit 4, 
pages 64 and 65), the DOE utilized examples of lim ely warnings beingissuedill several 
days, not minutes or hours as Virginia Tech did on April 16, 2007. The most recent 
CleryActregulations, contained at34CFR 668.46(e)(3) (Exhibit 5). state: 

"If there is an immediate threat 10 theheafthor safety of students or employees 
occurring on campus, as descriped in paragraph Ig)(1) of this section, an 
institirtionmustfollow its emergency notification procedures. An institution that 
follows its emergency notification procedures is not required to issue stimely 
waming based.onthl! same circumstances; however, the institution mus/provide 
adequate follow-up infOrmation to th e community as needed.' 

Furthermore, the DOE states, in 74 FR 55902-01 (Exhibit 3), October 29, 2009: 

'Thl! final r!!gulations clarify thl! difference between the eXisting timely warning 
requiremenlandthe new requirement for an emergency notification policy. While 
a timely warning must be issued in response to specific crimes, an emergency 
notificalionisrequired in the case of an immediate threat to the health or safety 
of students or employees occurring cn campus. The final language clarifies that 
an institution that follows its emergency notification procedures is not required to 
issue a timely wamingbased on the same circumstances; however, the 
institution must provide adequate follow"up information to the community as 
needed." 

The DOE commented on August 21, 2009, at 74 FR 42380-01 (Exhibit 6), that: 

·Proposed §668.46{e)(3) would clarify the difference between the eXisting timely 
waming requirement and the newr~quirementfor anernergencynotification 
POliCY. While a timely wamingmust be issued. in response to crimes specified in 
§668.46(c)(1) and (3), an emergency notification is reqUired in the case otan 
immediate threat to the health or safety ofstudents or employe!!S occurring on 
campus, as described in proposed § 668.46(g). The proposed language would 
clarify that an institution that follows its emergency notification proCladures is not 
required to issue a timely warning based on the same circumstances; however, 
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the institution must provide adequate follow-up information to the community as 
needed." 

The DOE continued: 

'Many of the non-Federalnegoliators requested that the regulations clearty 
explain the difference between a timely warning circumstance and an emergency 
notification circumstance. The emergenCy notification requirement applies 10 a 
wider range of threats. $uCh ascrime$, gas leaks, highly contagious viruses, or 
hurricanes. Many non."Federal negotiators also asked that the Department make 
it clear that institutions. may satisfy atimelywamingrequirement with an 
emergency notification in appropriate circumstances to avoid inundating students 
and employees with messages that may become ineffective. On' the other hand, 
some non-Federal nE!gotiators also expressed concern that providing insufficient 
information could jeopardize the safety of the campus community, for instance. in 
a situation in' which the emergency or investigation is still developinl1-' 

"To address these concerns, weare proposing to require an institution thatuses 
its emergenCy notification system to provide follow-up information to the 
.community as needed. The phrase "as needed" waS used to address the wide 
variety of threats thatmight occur." 

In reviewing the changes in law and accompanying resolutions that were adopted after 
theAprl116,,2oo7 tragedy, it is clear that a new, twopaTl standard exists. Institutions 
have the obligation 10 issue a timely waming and in extraordinary Situations, institutions 
also mustm.akea more responsive emergency notification. On April 16. 2007, only the 
timely warning requirement existed and Virginia Tech met this legal requirement 
Virginia Tech issued a timely wamingwithin two hours and fifteen minutes afler the 
shooting in its residence hall. This tirrieframe exceeds the standard that was expected 
of institutions fn2007. For example, the complainant in this matter; Security on 
Campus, Inc", by and through S, Danlel Carter, stated in an article entitled Covering 
Crime on College Campuses,September of 2000 (Exhibit7): 

"Schools continue to have an obligation to issue 'timely warnings' to the campus 
community if they believe a reported crime poses ,an ongoing threat to students 
and employees on campus. Unlike the crime log. thisre!)()rting Is n9tllmlttd 
to a police orsecuritv departinem and should be ",ade in less than two 
business days," 

Additionally, the complainant in this matter, Security on Campus, Inc., awarded the 
CalifOrnia State UniverSity System the 2002 Jeanne Clery Campus Safety Award. 
California State University produced a video and training material that defined timely 
warning as 24to 48 hours after an, incident (Exhibit 8, page 3). From California State 
University's viewers guide, From Understanding Compliance, Your Campus and the 
C/ery Act, June 2002 document (Exhibit 9), the following rhetorical question was asked: 
"What is a timely manner?" The response provided was:. "While the Clery Act doesn't 
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specjfya timeframe, it does imply a speedy response. Ordinllrilythat means within 24 
to 48 hours of a threatening incident." 

Based upon the pO$itionoftlle complainant,Security on Campus,th~was nota 
perceived ongoing threat thalwarranted atirnely notice shortly aftef the WAJ incident. 
Even if a notice was required, Virginia Tech met any requirements under tile Ciery Act 

Conceming the DOE'$ initial letter thlltVirginiliTech failt;ld tofollowit$pOlicie$, Virginia 
Tech relies upon clear congressional intent as codifiedat~O USC ~1092(f) (Exhibit 10): 
"Ncthing in this subsection shall be construed to authorize the Secretary to require 
particUlarpoficies, proCedures, or practices by institutions of higl"ler education with 
respect to campus crimes or campus security: 

Thus, in summary, we submit that no timely notice was warranted, however, If a waming 
wasrequired, Virginia Tech notifiedthe university community with a timely warning 
within the guidelines previously offered by the DE!partlnent lind comparable to similar 
actions taken at other universities throughout the nation. We further subm itihat Virginia 
Tech is being cited for standards that did not yet exist at the time of the campus tragedy 
in April 2007 . 

Our response will also address tile, other finding in the preliminary report- that Virginia 
Tech did not follow ilsintemalpolicies,forissuinga waming.Wewili demonstrate thai 
the Virginia Tech Policedid;infact,hllve the authority 10 issue warning!! and had done 
so in the past. We will argue that the authority to commal1d an action isnoHhe same as 
the technical capacity to compose and send a communication. 

For the reasonsouttined in this introduction and further articulated in this response, 
Virginia Tech urges DOE to find that no violation of the Clery Act ()ccurred with regard to 
the complaint filed against it. In addition, in the event Virginia Tech discovers new or 
additional information, facts, or documents, it res9rVesthe right 10 share those materials 
and amend or supplement this response. 
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RESPONSE. TO $C:OPE(jf:RfEVlEWAND THEF/NOINGSANO<REQ(JIREMENTS 

81. The U.S. Department.ofEducation (tile Dep.artrnent) conductet:i an off-site 
focused program reviewofVitgihia P6IyteCllnlclnslitute&.$tate UniversitY's 
(Virginia Tech, 1~.Uniye~itY)CQmp6I!ncewitl;lger!@in.ptQlIisiol1so.f The Jeanne 
Clery'Disclosure ofCarnpus$e¢UrityPolil;y,and. Campus Crime.$tatisttcs Act 
(CleryAct) TlleClery Act ..equiresaUinslitutio(lslhalJeceive Title lV rni'K/ing 10 
displosecrimestatistics and diss¢miriateinf9rmatipn ab6utcampussafety. . 
policles,proCedutes,and programs fomernbersoflhe csmpuscomrnunity. The 
CleryAct also· requi..esJnstitutiohS to notify students and employeElsof reported 
primesanc:lcurrentJllreatS on an on90ltl9basll\ .bY maintaining. a prime log and 
issuing timely wamings. . . 

Respo~e: 

nla 

8.2Plea se note thatthisreview was limited ·to an examihation.ofVlrginiaTech's 
comptiance"Yilhlhe "Tltl1elyWaming" proVisions. oUheClery ActWith speci?ll 
attention to the events of April 16, 2007. The operative statutes and regulatIOns 
are/!$ fQllows:§485(tJ:(3) Clft~e Higher EqucationAct0f1965, asamellded 
(HEAl and 34 C.F.R §668A6(e)setouttllestandal'dsthatinstmJtioOs niu,s! 
follOw regarding the isSuance of timely wamlngsand 34CcFB .. §668.46 (b)(2)(i) 
requirest~ejhCIusion of an accurate .IRa compiefestat¢rnent ofpolityregar4ing 
the issuance9f.timely Wilrnings in the Campussequrityr~pon .. 

R8!Jponse: 

8.30n 

Response: 

n1a 
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8.4On June 18,2007, Virginia Govemor Timothy Kaine iilPpointed a review panel to 
investigate the events of that day and make recommendations for improvements 
to tM relevant laY.i$; policies, procedures,and systems. 

Response: 

Immediately after the tragedy, Virginia Tech discussed with the Govemorof Virginia the 
unive~ity's desire fora parel tope appointed to review the response to the events that 
occurred on April 16, 2001. Virginia Tech's President and Rect()rofthe Virginia 
Polytechnic Institute and State University Board of Visitorssentan official requestfor a 
panel revieW to the Goverrior on April 19,2007 (EXhibit 11). The leiter stated: 'today 
we are writing to request that youappoinl a panel to revieW the actions taken in 
response to the eVents thaloceurredon April 16, 2007, to include thOi! actions of all 
agencies that responded thatday, While we believe it would be most beneficial to nave 
an independentreview, we offer full aSsistance of all personneLandresourcesat 
Virginia Tech to assist a review committee." 

It was on June 18, 2007 thatthe Govemorissued Executive Order 53 (Exhibit 12) 
reaffirming the estabNshrnent of the Review Panel and their authorization tooplain 
documents. 

B.S. As the agency charged withehforcing theelery Act, the U.s, Department of 
Education closely followed these events. The Govemor's report, as amended, 
was also reviewed by Ihe Department and is referenced in this report. 

Response: 

TI1¢OOE's Prograrn Review.Reportstates that the last set of information reviewed by 
DOE staff was. received on December4, 2009 (OOE Program Review Report, page 4); 
t1owever, the final addendum to the Review Panel Reportwas not released. until 
January 6, 2010 (EXhibit 13) and Virginia Tech urges the DOE to review thisdocumenl 
as it corrects factual inaccuracies relied upon by DOEjn its findings, 

A number of notiilble changes we.remadeto the timeline in the final addendum to the 
RevieW Panel Report and should be considered as part of the DOE's review, including: 

(a) the time entry of"about8: 15 a.m." on page 28 stating:"T wo .senior officials 
at Virginia Tech have conversations with family members in which the 
shooting· on campus is related. In one conversation, by phone,the official 
advised her son. a student alVirginia Tech, togo 10 class. In the other, in 
person, the official arranged for extended babysitting"; and 
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(b) the time entry of"8:52 a.m.-on page 2!jst<lting: "TheExecutiv~ Director of 
Government Relations, Ralph Byers, directs that the doors to his office be 
lQCl(ed~1t is ai:!jaCentto th¢ Presii:!ent's suite, bu\the fOut doors to the 
Presidenfssuite remain open." 

B.60nAugust20, 2007,$ecurily on Campus,lnc, (Soq, anon-profit 0!"9anization 
concerned with campus safety; filed. a colllplaintalleging that Virginia Tech 
violated the "TImely Waming" provisionsofthe Clery Act by not issuing specific 
campus-wide alertS once senior officials kneW of the immediate threats to health 
and safety. 

Response: 

VirginiaTech's response to the Program Review Report will provide evidence that there 
was no violation of the "timely warning' prOVision. 

B.7T. he complaintalso alleged that the Uriiversiiy'stimelYWarning poliCy, ss 
published in its campus securily reportS (CSR) anddistributei:!tostudents and 
employees, did nolaccurately eXplain Virginia Tech's ac\u.alproceduresand protocols. 

Response: 

VirginiaTech's response to the Program Revie'N Report will provide evidence that the 
Campus Sec:;urily Report (CSR) met the requiremElnts of the Clery Act and that Virginia 
Tech's policies and procedures were explained. 

8.80n September 4,2007, the Department issued a lettertoVirginia Tech advising 
the Universilyof the complaint and announcing the focused program review. Virginia 
TeCh submitted its initial response to the Department's letter on October 7,2007. 

Response: 

nla 
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B.9T he review included a careful and thorough examination ohll m.ate.rials 
submitted by Virginia Tech, Security on Campus, Inc. and the affected families. 
Supplemental informatiOn wassubrnified throughout the program review process. 

B.1.0 Thelastsetofmaterials submitted by the affected families was provided for our 
review on .December 4,2009. 

Response: 

In the 27 month period between Virginia Tech's response to the DOlO's limited request 
for information aodthe issuance. of the Program Review Report, the DOE has nOt at any 
time requested additional information or Clarification from the university. However,the 
DOE continued tosolicitinformation from thecomplainanis until a month pefore 
issuance ofjhe Program Review Report. Virginia Tech requested reviewoftheDOE 
administrative.file i bulthisrequestwas denied. Therefore, Virginia Tech is unable. to 
COmment on the information Which DOE relies, thereby jeopardizing VirginiaTech's 
ability to prepare a comprehensive response. 

B.11 Examples of do cum en is collected and examined during the review process 
include police reports, • investigative reports, campus· maps, ·photqgraphs, 
timelines.e-mail exchanges; financial records, .and otherrelevant materials. The 
team also reviewed the reportS prepared by the Review Panel appointed by 
Governor Kaine, .andtherecords archive created as part of the settlement 
between the University and victim's families. The documents archive is available 
on'line at: hltp:!hMVW.pr$vailarchivELorglarchfj@ 

Response: 

The archive located at the link referenced (htto:/fwww,prevailarchive.orglarchive!) is not 
theofficiaiarchive developed by Virginia Tech. The archive referenCed was actually a 
spontaneous personal project developed bya Virginia Tech student and does not 
contain full and complete information. Virginia Tech will assist with providing the DOE 
access 10 the official archive at DOE's request 

B.12 Disclaimer: Although the review was thorough, it .cannolbe assumed to.be all 
inclusive. The absence of statements in the report concerning Virginia Tech's 
specific practices and proCedures must not be construed as acceptance, 
approval, or endorsement of those specific practices and procedures. 
Furthermore, it does not relieve Virginia Tech of its Obligation to comply with all of 
the statutory or regulatory provisions govemingthe Title IV, HEA programs 

Response: 

nla 
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I C.FINDINQSANDREQUIREMENTS 

C,l During the review, serious findings of noncompliance were noted. Findings of 
noncompliance are referenced to the applicable statutes and regulations and 
specify the actions to be taken byVirginia Tech to bring campus policing and 
security operations into compliance with the Clery Act statutes and regulations. 
Finding: Failure to Comply with TImely Warning IssuMceand Policy Provisions 

C,2 Citation: Under the Clery Act institutions must issue timely warnings to the 
campus community to inform affected persons of crimes considered 10 be a 
threat to students and employees. See §485(O(3)of the HEA. Thesewamings 
must be ,issued to the campus pommunity in any base where an incident of Crime 
listed in 34 C.F.R. §668A6 (c)(l) or (c)(3) that represents a threat to stu(lentsor 
employees is reportedtoa campus security authority; 34 C.F.R. §6Q8,46 (e). In 
addition. institutions are reqUired to include a number of detailed policy 
statements in the annual campus security report, 34 C,F,R. §668.46 (b)(2j, The 
policystatemenls must include the institution's policy for making timelywamings 
and clear notice of the procedures that students and others must follow to report 
crimes and other emergencies that occur on campus. 34 C.F.R. §66s,46 
(b){2)(i). 

C.3 Virginia Tech failed to issue adequate warnings in a timely manner in response to 
the lragicevents of April 16,2007, There are two aspects to this violation, 

First, the warnings thaI were issued by the University were not prepared or 
disseminated in a manner 10 give clear al1d timely notice of the threat to the 
health and safety of campus community members, 

Secondly, Virginia Tech did not follow its own policy for the issuance of timely 
warnings as published in its annual campus security reports, 

Response: 

As stated in thisrespol1se, supra, Virginia Tech relies upon theOOE doctrine tha1it 
[DOEjdoes not believe lhatadefinition of 'timely reports' is necessary or warranted, 
Therefore. the DOE has foreclosed any potel1tial to define "adequate'timely warning, 
Rather, timely reporting to the campus cOmmunity for this purpose must be decided on 
a case-by-casebasis in lightofall the facts surrounding a crime, includingfaotorssuch 
as the nature of the crime, the continuing danger to the campus community. and the 
possible risk of compromising law enforcement efforts. Campus security authorities 
should consult the local law enforcement agency for guidance on how and when to 
release 'timely reports" to the campus community. Virginia Tech did issue a notice on 
the morning of April 16, 2007, inful! accord with OOEregulations in place at the time, 
Applying the 2009 emergency notice promulgations for this 2007 incident would 
constitute an unwarranted expos! facto application of the cunrent regulations, 
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The Vice Provostfor Academic,A~ir$presented the following $tatementtothe 
Governor's, ~view Paneltn May 2007. He was a member of the Policy Group that 
mad!!, the d!!cisionsol1 whattodo lifter hearil]gapOut the $hOo\ings. thefolloWirig texl 
can~fOtlnd in the Review PaneL Report (Exhibit 13, pages ,81 and 82). 

Shortlyj3fter~:OOa.rn· On Monday, April '16, I wai;il1torined that thE!rehadbeE!l1a 
shooting inWest Ambler ~ohnston hall and that President Steger was , 
assempling the Policy Group immediately. By aPprOximately 8:30 a.m., IaMdtlie 
other menibersqf the grouphlid arrived attheB.urru~:HaIlBo,ardro.em apdpr. 
$tegerCOliVeI1ed the meeting. ,'Ieamed' subsequently that ashe awaited the 
arrivalOfOtllBt gr~t1Pmembers, President Steger had been in regular 
communication. with the poliCe,h)3d given direction fo have the governor's office 
notified of the shooting,andhad called the head of University Relations to his 
office to begillplanning to activate the emergency communic;ationsystems, 

When he convened the .meeting,preiiiident~teger informed the. Policy Group that, 
Virginia Tech pOlice hadr!!ceiveda caBal approximately 7:20 a,m. on Apn116, 
2007, to iiweiiitigateah incident in a residence hall roorn in West ,I),m.bler 
JOI:mston. Within minu!esof the call, Virginia Tech police and Virginia Tech 
RescuE!$:tuadmembers resllQnl;!ed to'findtwogunsh()tvictims, a male and !I' 
!Elmale, ,inside a room in the residencehalL.lnforrnation continued to be received 
throoghfteQllent telephone cOnversatiOnswithVitginia Tech pOlice on the scene. 
The POliey Group was infOrmed. thallhe residenceha" was being ~~red. by 
Vir.ginia Tech poliee, and students within Iheh~llwere notified and. asked. to 
remain in their rOQms for their safety. We were,furtherinfOrnied that the room 
confclining the gunshot victims was immediately secured for evidence collection, 
and Virginia Tech pol,ce began questioning hall reSidents anl;! identifying 
potentialwitne$ses. In the preliminary stages ofthe in~stigation. itappearel;lto 
bean isolated incident, possibly domestic in nature. ThePolieyGroup learned 
that Blacksburg poliCe and \(irginia .state pOlice had been nofified an<:i were~lso 
onthe scene. 

The Policy Group wa$ furtherinformed by the police that they were folloWing up 
onJeads concerning a person of interest in relation to the shooting. During this 
30~minuteperiodoftime between 8:30 and 9:00 a.m., the POlicy Group 
processed the factual information it had in the contexlof many qU/3stions we 
asked ourselves. For instance, what infOrmation do we release without causing a 
panic? We learned frorn the _inCident last August thalspecolationand 
misinformation spread by individuals who do not have the facts cause Pllnic. Do 
we C(lnfine the information to students in West Ambler Johnston since the 
infOrmation we,had focused on a ,single incident in that building? Beyond the two 
gunshotllictims fOund by police, was there a possibility that another person might 
be involved (Le., a shooter), and if sO,where isthatperspn, what does thai 
person look like, ~nd is that person anmed? AI that lime9f themoming, when 
thousands are in transit, what isthemosteffective and,efficient way to convey 
theinfOrm!ltion to all faCUlty; staff, and students? If we decided 10 close the 
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campus at that !lOint, whatwouldbe the mosl~ve process giVen the 
openness of a campus the size of Virginia Tech? How much time do we have 
until the next class change? 

And $0 with the infOrmatiOn the POliCy Group had at approximately 9 a.m., we 
drafted and edited a cornmunicationto be .-eleased to .the universitycomi11lJnlty 
via e-mail and to be placed on the university web site. We made the best 
decisiOn we could baSed upon the informatiOn we had at the tirne .. ShOrtly befo.-e 
9:30 a.rn., theVirginiaTech community-faculty, staff, and students-were 
notified bye'mail as folloWS: 

"A shooting incident occurreda( West AmbJerJohnston earlier this 
morning. POlice are on the scene and are Investigating. The university 
community is urged /0 be cautious and are asked to contact Virginia Teqh 
Police if you of)serve anytlling suspicious or with information on· the case. 
Contact Virginia Tech PoJ;ce at 231-6411. Stay tunedto the www.VI.adu. 
We will post aSSaon as we have more information" 

ThEi VirginiaTech EmergenCylVVeather Line recordings were alsb transmitted 
and a brbadcasttelephone message was made Iocampus phones. The Poliqy 
Group .-emained in session in order to receive ad(jitional updates about the West 
Ambler Johnston case and to considerfUrfher actions if appropriate. 

C.A.1 On April 16, 2007,Virginia Tech officials issued an e-mail notice about the threat 
to the campus cornmunj!yat 9:26 a.m. 

Response: 

On April 16, 2007 at9:26a.m: Virginia Tech officials issued ane-rnail notice (!Oxhibit 14) 
that there.had been a shooting at WAJ. The message urged the campus to be cautious 
and asked tJ:te community to contact VTPD if indMduals observed anything suspicious 
or with information on the case. The facts knOwn at thaltimedid notsupporta 
conclllSiQn IhatanYCQntinulng threat existed and certainly did not indicate that any 
further act of lliolence was likely, The crime scene was evaluated by experienced, 
trained and nationally accredited law enforcement professionals from three jurisdictions 
(VrPO, Blacksburg Police Department and the Virginia State Police), All the. evidence 
indicated that a crime of targeted violence had occurred, a person of interest had left the 
campus and there was not an ongoing threat. This was not the conclUSion or one police 
department, but threeindependenl agencies. 
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C.A.2 However, as documented in the Review Panel Report arid confirmed by.our own 
examination, Virginia Tech officials had information available to them that 
required a timely warnirlgtothe University community much earlier than 9:26 
AM. For this reason,the Department has concluded that the timely warning 
requirement was nolme!. 

Response: 

The review comingles and interchanges thedefinilion ofumely warning with emergency 
notification. These are two distinctive processes. the amendment 10 theClery Act 
proposed in 2008 and rules promulgaledinOctoberof 2009 (EXhibl13j clearly 
demonstrate anelcoelify the difference. Congress's deliberatiVe actions are clea~y 
reflected in the 2008 amendrnents. The Act prior lathe, 2008 amendment did nothave 
an emergency notification requirement anel therefore the contemporaneous regulatory 
language cannot have an emergency notification comPonent. APplying "timely warning' 
as an emergency notification Procedure is inconSistent with the intent. meaning and 
purpose of thetirrlelywaming regulatory hmguage as i,t existed prior to 2008. Guidance 
documentation supports this position. The intentions of Congress are further supported 
by the rUiemaking process whereby timely warning and emergency notilicationwere 
found to be two distinct processes. The regulations further support Congress'sintenl by 
stating that if an emergencynotiftcation occurs,then a timelywamingisnot required. 
further defining that a "timelywaming"is not an emergency notification but information 
thaUsprovided post incident. 

The applicable guidance for timely waminQs provided in The Handbook for Campus 
Clime: Reporting, published in 2005 (Exhibit 4, Chapter 5, page 62) in the section 
entitled Making a Decision to Issue a Timely Waming, states: 'The issuing of a timely 
warning must be decided on a case-by-case basis in light of all the facts surrourlding a 
crime,including factors such as the nature ofthe crime, the continuing dangetto the 
campus communilY and the possible risk of compromising law enforcement efforts." 
Nothing in the Handbook impliesthateverlts occurring after theincidentare to be used 
to test the suffiCiency of the warning. 

The actions and the decision made by the responding police agencies were consisterlt 
with these guidelines. The danger to the campus community was considered. The 
evidence at the crime scene presented as an act of targeted Violence. The crime scene 
was evaluated by experienceel, trairled and rlatiorlallyaccredited law enforcement 
professionals from three jurisdictions (VTPD, Blacksburg Police Department and the 
Virginia State Police). The descriptiorl ofthe crime scerle fOf the purposes of this 
response is limited to the comments found withirlthe Review Panel Report: ",the female 
victim was shot with a young man in her roomund,erthe circumstances found" and "The 
last person known to be with female victim was her boyfriend who owned a gun arid 
cared greatly for her (Exhibit 13,pages79 and 80}." 

There were no reported sightings of Uri usual activity on campus following theWAJ 
shooting, a personofirlterest was identified,arld his vehicle was riot on carnpusand he 
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was believed to be offcamplJ$. Experience and traihlngteach law enforcement officials, 
as conveyed by a representative of theVirginia State Police. that perpetratorsofa 
holl1lcide will place time and distances between themselves and the location of the 
crime. All the evidence indicated that a possible crime of targetf;ld violence had 
occurred,a person of interest had left the campus and there Was not an ongoing threat. 
This was not the conclusion of one poDcedeparlrnent,but three independent agencies, 

The ReviewPanel Report fQund this lIssessment.to be reasonable given the facts 
(Exhibit 13, page 79). They further report that there are few murders on campuses, the 
average being 16 across 4,000 universities and colleges and there had been only one 
college campus mass murder in the past40years, the University Texas Tower incident. 
The two events were unequivocally beyond the bounds of societal norms at the times 
they occurred. A criminal had never perpetrated a mass shooting hours after committing 
a diversionary or antecedent homicide (Exhibit .13, page SO). 

In preparaflon otthis response many cases of homicide occurring on campuSf;ls 
between 2001 and 2007 were reviewed. There were no significant differences found 
between how these police departments and institutions of higher education assessed 
and responded to an incident and the actiOns taken following the WAJ shooting. A 
qualitative review of the data reveals that with respect to providing information to the 
GBmpus community, Virginia Tech provided notification, in many instances. in a Shorter 
time frame than other institutions of higher education that had experienced a homicide. 
Illustrative examples based on news reports are: 

• University of Portland May 2001: student killed In dorm during summer 
session, e-mail sent out that evening approximately 8 hours after the Incident. 

• TennesslI8State university 2005: shooting occurred in the evening, mass e­
mail sent to campus community the following moming. 

• University of Mlssourl-Columbla January 2005: stabbing occurred in parking 
garage, ·Clery Release" provided next day. approximately 23 hours later. 

• Univarsityof SouthFlol'ida February 2006: graduate student shot at night, no 
community crime alert issued. 

• Virginia Wesleyan College October 2006: security officer killed in the evening, 
administration sent e-mail next morning to college community. 

• Norfolk state University March 2007: student stabbed, campus community first 
learns about the incident through the media, campus wide notification not issued 
because it was considered an Isolated event. 

• University of Arizona September 2007: student stabbed In resident hall, 
information posted on PO website at 8:59 a.m., incident had been discovered at 
6:30a.m. 

• Unlvarslty of Memphis October 2007: student shot, Safety Alert issued the 
next day. 

An additional example, the Delaware State University timeline requires a more in 
depth review and comparison. On $eptember 21, 2007, 5 months after the Virginia 
Tech shooting, two Delaware State students were shot on the campus man. The 
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headline of the cbsnews.com story dated September 22,2007 was, "D.elaware State 
Reacted QulcklytoShooUI19". The story provides a tmelinec The shooting was 
reported at 12:54 a.m., by2:1ta.m. University officials were meeting todisCOss the 
sct\ool'sresponse and notices were posted on the school website around 2:40 a.m. 
The Chair Of the Virginia Tech RevieVi Pa.,eIisquoted~ saying, "It appears DelaWare 
StateresporJdedto the cr1siswen: . The tim. line 01 Delaware State UniverSltv. 
measured in minutes. is nearly ideriticalto thllfofVirainiaTech. 

The guidance found on page 62 of The Handbook for Campus Crime Repottingj 

published in 2005 (Exhibit 4) further recommends' •... that the institution meets 
beforehand with its security personnel and with local and State law enforcement 
authorities to discuss what is reasonable in terms of timely reporting of crimes." The 
VTPD as. reported in the Review Panel Report (EXhibit 13, pages 11-13) has an 
"exceltenlworkingrelationship with the regional offices oUhestate police ... • This tugh 
level of cooperation was confirmed by state and locaUaw.emorcement agencies that 
Were involved on April 16, 2007. Trail')ingtogether, WOrking cases tOgether, and 
knowing each Otller.ona first"name basiS can becri\ical when an emergency occurs 
and ahighlycoordinated effort iSReeded' . This working relationship was in place 
following the WAJ shooting. It was the collective knowledge and experience of the 
responding police departments that assessed the crime scene and evidence and 
determined that there was not anongoingthreatto the campus. 

The actions taken follow the guideline found on page620fthe Handbook (Exhibit 4), 
Making aDecision tolS$ue a Timely Wamingand were also consistent with procedures 
and practces followed at other colleges and universities when responding to a 
homicide. 

CA3 Virginia Tech's buildihg access logs show thaI the first two murders occurred in 
Virginia Tech's West Ambler Johnston (WAJ) Hall student residence at 
approximately 7:15 AM, 

Response: 

Building access logs were not available immediately following the shooting at WAJ. The 
timeline of events was constructed as part of the subsequent investigation in the days 
following the ApriI1i5, 2007 tragedy. Dispatch received a call at7:20 a.m. that there was 
a possibility that someone had fallen from a loft bed (EXhibit 13. pages 27 and 28). 
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CA4 5oTi1etimebefiJre 7:30 AM., Vir9il1i~TechPolice D!!partment (VTPO) and 
emergency medical $ervicespersonnel arrived atWAJ. . 

Respcmse: 

oficeoffiqer an.:! emel1lern:y 
ThE' .pollice oflicerarrived ROlom 

a.m. 

CA5 TheVTPD Police Chief was. adVised ofthese mtiidersb.efore 7:45A.M. 

Response: 

The VTPD Police Chief was adVised at7:40 a;m;thatashootihghad occurredatWAJ 
(Exhibit 13, page 27). Oncenotifica.fionwas made,thenorinal poli<:e InvestigatiVe 
process was engaged to verify !be situation. 

CA6 The Chief immediattliy notified the BlacksPtirg Police Departrnenl(BPD), 

Response: 

The Vl'POChiefcontactedtheSlacksPlJrg Police Departmentat7:51 a.m.<toreqlJestan 
evidence techriicianrespond toWAJ, as well as to request a cieteclivetoassistwiththe 
irf.te$tigation(EXhibif13, page 27). . . 

CA 7 The BPD immediately dispatched a detective and evidence technician to the 
scene. 

At 8:00 a.m. the Vl'PO Chief arrived at WAJ ahdfound Vl'PO. and Blacksburg Police 
Department detectives on the scene. At8:11 a.m. the Blacksburg Police Department 
Chief arrived on scene (Exhibit 13, pages 27 and 28);A local special agentofthe. .. 
Virginia State Police was contacted arid asked to respond to the scene to assist with the 
investigation. 
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CAS The University's Executive Vice Presidentwa$ natifjeqofthe murders at 7:57 
AM., by which time wordaf tile killings had already reached two ather high-
rankingUnfversity offiCials (afapproximateJy 7:30AM.). ' 

Response: 

This statementisnol correct. The Executive Vice President was not conlactedat7:57 
a.m. Asco.lTectlYnoteQ in the ReView Pl;lnelReport (E:Jd1ibit13, pl;lge27): ·Chief 
Flinchum finally gets through to the Virginia Tech, Office of the EJCecutive Vice' President 
and notifies them otthe shootings." Additionally, the Chief was aware of two' shootings 
and noimtJroersatthal lime. The lime line presented in .the ReView Panel Report dated 
August 2007 and thefinaiaddendumdo not'indicatethattwo higher ranking University 
officials had received word of the shootings, In reality,atappfoJdmate!y7:30am,the 
Associate Vice?residentfor StUdent Affairs was informed by the Assistant Direclorfor 
Housekeeping and Fumishings that a resident adVisor had been murdered in WAJ. The 
AS$ociateVice, Pre,Sidentfor Student Affairs didnot,leam any facts about the incident 
unlilhe,arriVad atWA,J at approJdmately 7:55a.m, He callediheVice President for 
Student Affairs at S:02 a.m. 

C.,4..9 By 8:05 AM" additional BPDofficers were en route to WAJ. 

Response: 

At 8:00a.m. the VTPD Chief arrived atWAJ and found VTPDand Blacksburg Police 
Departmentdetecti\les on the scene, .AI8:11 a.m. the Blacksburg Police Department 
Chiefarrived on scene. (EJChibit 13, pages 27 and 28). Alocal special agent of the 
Virginia State Policewas contacted and asked to respond to the scene 10 assist wilhlhe 
investigation. 
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C.A.10 The . record clearly shows that SPDand VTPD continued their on~pus 
investigation on a high alert footing from the time of the earliest reports; 

Response: 

There is no reference to a 'high alert footing" within the time line. Moreover,. Virginia 
Tech is unaware of the use of the phraseasa term of art. 

The responding police. agencies were in the process of conducting a thorough 
investigation following the shootings at WAJ. Emergency Response Teams (equivalent 
ora SWAT team) Were staged at theBlac~sburg Police Department inal1ticipation of 
search warrantsandlor arrestwarrant service being required. Trash cotiectionwas 
stopped on the south sideofcarnpus where WAJ is localedlo preserve evidence. Bank 
deposit pick-'lJps were halted so officers dedicated to picking up deposits could be 
reassigned to the investigation. 

C.A.11 The VTPDand BPDmobilizedemergency response and special weapons 
teams anddeployeq offlcersthroughoutthe C<irnPUS and the surrounding areas. 
Two of those officerS were schbolresource officers (SROs) aSsigned to .public 
schools in BI",cksburg. The public schools immediately began takihgstepsto 
keep theirstuc:lents and employees safe asaresultofthe radio traffic!hat led 10 
the SROs redeployment to WAJ. 

Response: 

The statement is not correct. At approximately 9:15 a.m. both VTPD and Blacksburg 
Police Department Emergency Response Teams (SWAT teams) were staged at the 
Blacksburg Polic:e Department in anticipation of executing search warrants or making an 
arrest (Exhibit 13, page 29). The Emergency Response Tearnswere.!!Q!deployed 
throughout campus aOOthe surrounding areas; Two· of the members of the Blacksburg 
Emergency Response Team were school resource officers and were recalled to the 
Blacksburg Police Department. Blacksburg Police did notdirectthe public schools to 
'take steps 10 keep their students and employees safe." To the extent the schools took 
any actions; these were independentac\ions. The Review Panel consulted with various 
police agencies who opined thata loCkdown for acarnpus like Virginia Tech was not 
feasible on the morning of April 16, 2007. The report further states:"T he analogy to an 
elementary orhigh school, however is not very useful. The threat to.eJementaryschoolS 
usually is not from students, the cJassroorns have locks, they have voice communication 
systems to teachers and students, and the people at risk are located in one building, not 
131 buildings (Exhib,it 13, page 83): 
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CAt2 By 8: 10 A.M., the University President was notified of the murders at WAJ. 

Response: 

The 8:10 a,m time entry in the ReView Panel Report is incorrect. At8:10 a.m., Virginia 
Tech's President was notified by staff that the VTPDChiefwason the phone regarding 
a shooting incident at WAJ{Exhibit13,page 27). 

CAt3 In official statements by University officials and documents released as part of 
the settlement between Virginia Tethand the victim's families, the VfPD Chief 
stated specifically tharhe told Virginia Tech's President that a weapon was not 
found at the. scene of the murders and that there were bloody footprints leading 
away ftom the bodies. 

Response: 

Virginia Tech is not aware of the officialstaterhents or documents relied upon by the 
DOE inCA13, 

C.A.14 These facts strongly indicated that the shooter was still atlarge, and therefore, 
posed an ongoing thrElatto the health and safety of Virginia Tech's students 
and employees and other members of the campus community. 

CA15 Moreover, iUs nowctearthat the 'person of interest," often cited as. a 
diversionary factor affecting the investigation and a delaying factor in terms of 
issuing timely warnings, was notidentifiedand questioned until at least 46 
minutes later than originally reported. 

Response: 

The potential danger to the campus community was considered. The evidence althe 
crime scene presented as an act of targeted violence. The crime scene was evaluated 
by experienced, trained and nationally accredited law enforcement professionals from 
three jurisdictions (VTPD, Blacksburg Police Department and the Virginia State Police). 
The description of the crime scene for the purposes of this response is limited to the 
comments found within the ReviewPanel Report 'the female victim was shot with a 
young man in herroom underthe circumstances found'and 'The last person knOWn to 
be with female victimwas her boyfriend who owned a gun and cared.greatly for her 
(Exhibit 13. pages 79 and 80).' There were no reported sightings of unusual activity on 
campus following theWAJ shooting, a person of interest was identified, and his vehicle 
was not On campus and he was determined to be off campus; Experience and training 
teach law enforcement officials, as Conveyed by a representative of the Virginia State 
Police to the families. that perpetrators of a homicide will place time and distance 
betw~n themselves and the location of the crime. All the evidence indicated that a 
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crime of targeted violence had occurred ,a person . otinterest had leffthe campus and 
there was not an ongoing threat. This was not the conclusion of one police department, 
but three independent agencies. 

In the preparation of this response to the Program Review Reportmahy cases of 
homicide. Occurring on campuses betWeen 2001 and2007.were reviewed. There were 
no significant differences found betWeen how these police departments andlnstitutlons 
of higher eQucation l:!ssesse<:! and respondeQ tCl an incident and the aCtiOns taken 
follOwing. the WAJshootings, An examp1eofa"timelywaming"in response loa 
homiCide at another iJniversityfoliows below. IUs impartant to note thl:!tthe time of 
issuance was at least 22 hours aller the inCident. 
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.GAt6 Virginia Tech did not send its first waming message to students and employees 
until 9:26 A.M., nearly two hours after campus security authorities, including 
senior Univer-sityofficl<lls, were rlotifiedof the firsttwo killings, By that time, 
thousands of students, employees and other members of the University 
community had continued to travel toward thecampusfromoff-campus 
locations. Students living on,campus and employees who had already reporf!;ld 
to work continued to move about the campus without any notice of the murders 
inWAJ. . 

CA 17 As noted in the Review Panel Report, Virginia Tech's first message to students 
and employees only stated thai a "shootingincidenl occurred." Allhoughlhe 
message did urge community members 10 be "cautious' and 10 contact the 
police if they "observe anything suspicious," the waming did noimention two 
murders, 

.GA 18 As noted by the Govemor'sReview Panel, the lack ofspedificity in the 
rnessagecould have led readers to construe the message innocuously as 
meroelyannouncing an accidental shooting. 

CA26 The masse"maiJ sent at 9:26 AM, lacked the reql,iiredspecifiCity to give 
sWdents and employees actual notice of the threat and to provide them with 
information they needed for their own protection. 

Response: 

The potential danger to the campl,is community was considered. The evidence at the 
crime scene presented as an actoftargetedviolence. The crime scene was evall,iated 
by experienced, trained and nationally accredited law enforcement professionals from 
three juriSdictions (VTPD, Blacksburg Police Department and the Virginia State Police). 
The description of the crime. scene for the purposes of . this response is limited to the 
comments found within the ReviewPanel Report: "the female victim was shot with a 
young man in her room uncler thedrcumstances found" and "The last person known to 
be.with female victim was her boyfriend who owned a gun and care<;lgreatly IQr her 
(Exhibit 13, pages 79 and 80): There were no reported sightings of unusl,ial activity on 
campus following the WAJ shooting, a person of interest was identified, and his vehicle 
was noton campus and was determined to be off campus. Experience and trainIng 
teach law enforcement offiCials, as conveyed by a representative of the Virginia State 
police 10 the famUies,tihaf perpetrators of a homicide will place time and distance 
belWeentihemselves and the location of the crime. All the evidence indicated that a 
crime of targeted violence had occurred, a person of interest had left the campus and 
there was not an ongoing threat This was not the conclusion of one police department, 
but three independent agencies. 

The notification sentwasba$ed on the evaluation described in the preceding 
paragraphs. The message read: "A shootingincident occurred atWest Amber Johnston 
earlier this morning. Police are on the scene and are investigating. The university 
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commullity is urged to be cautiOl.!S and are asked to contact Virginia Tech Police if you 
observe anything suspicious Or with information on the case. Contact Virginia Tech 
Police at 231-6411 (Exhibit 14)." Based on the information knownatthetimethe 
message was appropriate. 

There were comments made in the Review Panel Report thatthe use of the word 
"shooting" did not provide enough specificity and could be misconstrued, However, such 
comments disregard the additional. information contained in thee-mail .. The lar\9Ila~e 
"be cautious' and 'contactVirginiaTect) Police ifyouobserveanylhing suspicious or 
with information on thecase'Wouid riOt have been used for an accidental shooting and 
indicates more than an aci;identlll shooting occurred. 

Reviews of other incidents do not supPort this conclusion of the Review Panel. In 
several evenls following April 16,2007 the term shooting has been used in emergency 
notifications and 'timelywamings' Examples include: 

• University of Alabama Huntsville February 201.0: three facuftykilled, 
emergency notification-'there has been a shoOtlng on campus. 

• Oblo State Universlty,March201 0; two employees killed, emergency text 
notification ,sbootlng near McCracken Power Plant. 

In none of the examples provided were the shootings accidental.· The intent of the 
messages was to convey that a criminal violent incident had occurred. The word 
shooting accurately communicated the message. 

CA 19 Indeed, Virginia Tech's own documents show that an earlier draft of the 
message did contain additional information including the statement, 'one 
student is dead' and 'another is injured and being treated" but these details 
were not included in the final version. 

Response: 

The document in .question does not appear to be an earlier draft of the message sent. 
The time Writlenon the document is 9:26 a.m, the same time thatthe e-mail notification 
was sent to the campus .. Additional.information would also be coming via the media who 
had staged at WAJ .. Law enforcement agencies anticipated conducting a media briefing 
at approximately 10;00 a·m. 
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C.A20 University and public record!>, including the e-mail traffic of Virginia Tech 
employees, also demonstrate that even before therelease olthe 9:26 A:M. 
message to theeampus community, University officials were tal(ing steps to 
provide for their own safety and that of their staff members and to inform family 
members they were safe. 

Response: 

This statement in the Prograrn Review Report is.incorret;t. The Review Panel Report 
(Exhibit 13, page 28)states:"Ab ou18:15 a,m. -Two senior officials alVirginia Tech 
have converl58Uon$ with family members in which the shooting on campus is related. In 
one conversation, byphone,the Qfficiaiadvised her son, a student a! Virginia Tech, to 
go to class. In the other, in person, the official arranged for extended babysitting." 

C.A2tShortly after 8:00 AM., the entrance ofthe Office of Continuing and 
Professional Education (OePE) was lock.edafter a family member notified an OCPE 
employee of the WAJ shootings. 

Response: 

The statement is accurate,h owel/er, i[should be notedthat.this office was not located 
in the main administrative building where the P61icyGroupwas meeting. 

CA.22 Records also show that the office suite occupied by the University Policy Group 
(the President, Vice Presidents, and other senior officials) members was locked 
downby 8:52A.M., signaling .that the University's senior offieiliis believed that 
the crisis continued to pose and immediate and serious ongoing threat. 

Response: 

The statement is inaCCUrate. As reported on page 29 of the Review Panel Report 
(Exhibit 13): 'The Executive Director olGovemment Relations, Ralph Byers, directs that 
the door to his .officebe locked. ltis adjacent 10 the President's Office suite. However, 
the four doors 10 the PreSident's Office suite remained open." It should be further noted 
that all other remaining executive offices in Burruss Hall (location of the President's 
Office suite) also remained open. No entrances to the building were locked and no law 
enforcement personnel or other extraOrdin!l'Y security measures were emplaced in 
Burruss Hall follOWing theWAJ incident. Further, individuals could fully enter and leave 
Burruss Hallin a normal fashion. 
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C.A.23 Bank deposits were sl.lspendedat least one hour before the firslwamingwas 
sent. Additionally, trash collection on campuswas suspended at least a half­
hour before the initial warning. 

Response: 

Bank deposits were suspended sotha! the police officer dedicated to collecting bank 
deposits throughout campus could beredirecled to assist with the incidentatWAJ. 

Trash collection waS also suspended on the south side of campus (where WAJ is 
located) at 8:32a.m. by the Director' of PtWsical Plant at the direction of the VTPD to 
preserve any possible evidence from the WAJ shootings, 

C.A.24 Furthermore, the Co"Director of Environmental Health and SafetySerllices 
(EHSS) sent a message at9:25 AM. to her family titled, ".I'm safe: and staled, 
"There is an active shooleroncampus and it's making the national news. My 
office isiniockdowll. This is horrible. Tille! you know when ifs ovet;" 

Response: 

The time the message was $Elnt is incorrect. Ms. Mondy'sintennal computer time stamp 
was one hour off, possibly due to the Computers' failure to recognize daylight savings 
time. The message was actually sent at 10:25 a,m,as evidenced by Exhibit 15, which 
occurred after the shootings at Norris Hall andwas preceded<by other alerts issued 
about tI'le Norris hall shootings. The Virginia TeCh employee referenced in this finding 
wan co-direclorof Environmental Health and Safety Services (EHSS), and was not an 
executive or senior university official and was not acting atthe direction of· university 
administratlon. 

C.A.25 EHSS was one of the .principal offices charged with issuing timely wamings. 

Response: 

The statement is incorrect. Environmental Health and Safety Services (EHSS) was not 
charged with issuing a "timely waming.' The Campus Safety Report (Exhibit 16) 
supported by policy 5615: Campus Security (Exhibit 17) atticulalethe policy for the 
iSSUance of a "timely waming"on ApriI16,2007. Within the Virginia Tech Emergency 
Response Plan description of the Emergency· Response Resource Group (r:RRG), 
there is a task listed as; "issuecommullications and wamings through University 
Relations'. EHSSis a member of the ERRG .. However,o ne needs to understand the 
workings of incident management, particularly the Incident Command System (ICS). 
ICShas been tested in more than 30 years of emergency and nonemergency 
applications, by aU levels of gO)lemment and in the private sector. It represents 
organizational "bestpractices,"and asa coniponent of National Incident Management 
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Systems (NfMS) has beCome the standarQ for emergency management aqossthe 
country.ICS .is a snmdardize(j, aU-hazard incident management concepLICShas 
consi(ierable intemal flexibility. rcs may be used for small orlarge events. It can grow 
or Shrink to meet the changing<needS Of an incident or even!. The fCS organi2;ational 
structure develops in a toP'-down, rnoot.Har fashion thatis based on the size and 
complexity of the incident. As incident complexity increases, the organization expands 
from the top down as functional responsibilities are delegated. 

Therefore,inaccorQance with thelCS, the responsibility as written within the 
Emergency Response Plan in effect on April 16, 2007 (Exhibit 18), to "issue 
communications and warnings" was .noldelegated to the Emergenc;y RespOnse 
Resource Group, 

C.A.27 It is likely that the warning would haVereao:;hed more students and employees 
and may have saved lives if it had been sent before 9:05 AM. classes began. 

C.A.31 Based on all the informati.onavailable at this time, we agree with the conclusion 
ofthe Review Panel thatthe University cannot reasonably explain or justify the 
two hours that elapsedbe.tween the time' University officials leamedoHhe first 
two. homicides and the . issuance of the· first vague waming. 

Response: 

Within the PrQgrarn Review there is an inevitable underlyingcurrenl of hindsight and 
observational bias. Rather than evaluating the circumstances and facts 
contemporaneous with the incident, thishindslght and observational bias creates the 
tendency (after the fact) to view .eventsas more predictable than, in fact, they were at 
the tirne of, and preceding, the event in question. HindSight bias has a demonstrated 
adverse impaclon retrospel;tive investigations Of catastrophic events. 

Theeffeots of hindsight bias are natural and understandable human reactions. Nassim 
Taleb has writtenpqwerfully about this effect in his bookThe Black Swan: The Impact of 
the Highly Improbable. Talebdefines Black Swan events as having the fOllowing 
characteristics: 

1) The event is quite rare and nothing in Ihe past points to its possibility; 
2) The event has an extreme impact, and 
3) After the evenl, we concoct explanations for its occurrence, making it appear 

more explainable and predictable, when it is not. 

These' characteristics are all representative of the full events of April 16. 

While an understandable hurnan reaction, the influences of hindsighl bias must not 
replace or supplant an objective and reasonable revieW of the facts as they were known 
at.the time of the WAJ shootings. UnfOrtunately, these biases tend to result ineriticism 
of reasonable deCisions based on the outcome and not the decision process. 
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Inconsidering!l'le findings.eontained within the ReviewPanei Rel'Qrtthere are several 
oq:urrences where. the. Panelfindsthe actions,pecisiQns andconclu!lions tak,enlly the 
~niveTSily and reSl'oriqin\llaw enforcement a\lencie8; preceding the stlootingatWAJ, to 
bec;orrect and appropriate. hlowever. thesediscussiorisare concluded wiUl an adverse. 
findin\l.lhStis notSupported by the. preceding discourse, 

P<lge 79 of the Review Panel Report (Exhibit 13) states:" I! wn reasonable albeitwrong 
that the. VTPD thqughtthilSdouble murder was. most liKely thereso/tof a.domestic 
argl,lment, given the faqts they had initially, including ttieknowledge thatthelastpe.rson 
known 10 have be.en With the female victim was her boyfriend Who owned a gun and 
cared greatly rorhero .... Plus the mcnnat shewasshotwith a young man in herroom 
under the circumst<lnces found: The inclusion althe phrase,"albeit wrong'exemplifies 
the Outcome bias. 

On page SO of the Review Panel Report (El(hibit13),th e Panel correctly describe.s the 
Occurrence. of homicides on college GaITlPl.lses: . . . 

"There are few murders each yearon campuses- an lIv9rageof about. 16 across 
4,000 universities and coll~ges, .. Theonly.college campus mass murder ill the 
United StateS in the past 40 years was the UniverSity ofTexastowersnlper 
attack; though tberehave beenoccasiorial multiple murdl:!TS. I3ased on past 
history, itieprobabilityofmore shootings. roQowirlga c:1()rillitory slaylJ,g Jm!svery 
lOW .. The panel researched reportS bfmultiple shootings on campuses for the 
paS140. yearS, andr'lq scenarioW8!> fOupd in which the first murder was follOwed 
bya second elsewhere on campus ... :1he VTPD had the probabilities correct, but 
needed to considerJhe low-probabililyside as well as the most likely situatiOn: 

The last sentence is a clear example of observational bias, reaching a conclusiOn based 
on an outcome r .. thertl1ana!lunders~nding of the real time deeis.ion mal\ingpro~ss: 
UnfOrtunatelyth{! Report does not discuss orexplore.the actions .taken at other 
institutiOns that had. experienced hornicKlesprfurto the horrificcrirninalattack on April 
16,.2007. AreVieWwouldfindlhat institutions, predominately did .,.otclose or cancel 
classes prior to April'16, 2007wh<\n !here was a campus hOmiCide. In preparation Of 
this response the availabledatlof campus homicides was revie~ec:1, no examples Of 
lInivers.iiies Closing were found, (however. infOrmatioo.was not available tQ .. definitivE/ly 
determinethe.actions taken by ali universities}. Moreover the data indicate that Ihetime 
between the discovery of a . homiCide and the notifidatibh of <IC81TlPUS was .not 
meesured in minutes but me;3sured in several hours. to days. 

An. additional example of bia1i; creeping into the Review Panel Report (EXhibit 13) is 
fOund on Pages SO andStduring the discussion of the role ofthe Morvaincident 

'One ofthefactorsprominent In the minds of the Policy Group, according to the 
uniVersilypresldenlanaothers who were present that day. was the experience 
gained Iheprevious August when a convict narnf!d _esdapedfrom 
a nearby prison and killed a.law .enforcemeiltofflcer and a guarnala locaj 
hospital. Police repOrted he might beontheVT campus. The campus 
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adminislrationissued an alert that a rnurQererw<ils pnthelo()se.inthe vicinity of 
the campus. Then a Jemale employee oI the bank in the Squires Student 
Activities Center reportedly called her mother oria cell phone, and the mOther 
incorrectly inferred th<ilt pepple were being held hostage iFlthe $lUdent center. 
The mother' called the. pOlice, WhO. resp()lldedwlth a· SWAT team ... NeWS ph6tosof 
theeverit show students rushing ollf.ofthebuiklingWith their hands Up while 

rho~i.~=g~~Po;~~~~~:t:;~~~i~~~~~I.~l~~~f:~:/~:~~~_~~ .• 
captured off campus, butthissitualion was fresh in the mindS of the PolieyGrollP 
asilme! to decide whaUodp on the reportoHhe double homicide atiWiAJi·•· itt is. 
questionable whether there was any pani(,:among thestudents.in the 
incident, as some reports had it, and howdarigl'!rou~thatsituatiQnreanywas, but 
the Policy Group rernernl)ereditaslihighlychlirQed and dangerous situati0Fl• In 
the eyes of thePoliey Group, including the uriiversity president, a dangerous .. . 
situation had been. created by their warning in that Augusf2006event coupled 
with the subsequentspread of rumors lind .miSinformatWt The PQliey Group did 
not want to cause. a repeat oftha/situation if the police had a suspect and he 
was thought to be offcarnpus, Even with the policeeonveying the impression to 
campUs. authorities .\hatthe probable. perpetratpr of the dOrmilorykilli ngshad lel'l 
carnpusand Withtherecentpast history of the 'panic" caused bythelllert9 
months earlief; the universityPOliey Group still made a questipnable decision' 

This discussion clearly illustrates hoW hindsight and obseN.ational bias impacts the 
eoncllJsions fO~ndinthe RevieW panel Report. . . concerrl$ 
Fais~by the. incident because it is knoW!! The 
QeaSlon makers Involved understood the severity nnn .. , 

oonvi!:ied telon, had escaPEidc~stody, murdered a g~ard arid a law.E!riforcement officet; 
w~sattemptingto evade capture and was headed towards the campus. The university 
i~~ed a notification, canceled c1aSllesand dosed the university. This resulted in . 
stulient!\clustering in jargegfo(jpsawaltirig buses and traffic congestion c~ating an. 
increased· posture of vUlnerability for the campus cornmunity. Because the putcome is 
kAo\Yll, the magnitude of the decision process. is lost. The description of the. events at 
Squiresfurlher solidffiesthe argument that hindsight bias h~s clouded the conclusiolls 
of the Review Panel. A SWATteamrespohds toa report of hostages, charges into the 
bU~ding with automatic weapons dr<!Wnwhile Students are running from the building 

w. ith .. h. 8 ... n.ds.ra. ise. d ove.rthe .... ir .. he.a.d.S ... The ... ReP. Qrt.editon.~. b.Y .. saYin.9it qUestiona. ~.ble 
Whether there was any panic arnongstudents in the_ncidentand how dangerous 
thesifuajjon really was. This statement represents the hindsight and observational bias. 
There is an armed escaped convict who has already killed a law enforcement officer in 
an attempttoevade capture. the SWAT teamis respondillg!oa reported hostage 
situatiOn at the Squires Student Union, one of the most congested buildings on campus, 
with weapons dr;twn while students evacuate With their arms over their heads. 
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The Review Panel Report further remarks that 

'No men!ionwas made in the initiall11essage sent to the students and staff of a 
double murder, just a shooting, which might have implied firing a gun and 
injuries, possibly accidental, rather thantVv'o murdered and the university could 
have notified the Virginia Tech community that two hOl11icides of students had· 
occurred and thaUhe shooter was unknown and stiUatlarge: 

These comments also reflect the continual bias of hindsight At the time oflhe notiGe, 
one of the WAJ victims was not yet'deceased. So the reference to "a double murder" or 
'two homicides'in the .Review Panel Report reflects knowledge AFTER thefaet,not 
during. In faet, it reflects a reality that did nmexis! at the time the notice was sent and 
creates a heightened sense of meaning and.urgency beyond thatWhi¢hwa$kllown to 
exist. As few specifics existedalthe time, it is unreasonable to expect that they could 
be included in that initial noticeijustbecause we now have greater understanding. 

The paramount concem in this administrative process is how the reviewprocaedsgoing 
forward. and how established hindsight bias is overcome. Jonathon Baron and John 
Hersey write in thElarticle. Outcome Biasin Decision Making; 

'Because evaluations are made after thefaet. there is often information available 
to the judge that was not available to the decision maker, including information 
about the outcome Of lhedecision. lthasoften been suggested tha[such 
informationisusedllnfairfy. that reasonable decisions are criticizedb~l Monday' 
moming quarterbaCks WhO think they might have decided otherwise, and that 
decision makers end up being punished for their bad lUCk. Results suggest that 
people may conruse their evaluations of decisions with the evaluation of the 
conSequences themselves. Mere understanding that such confusion 
contaminates these evaluations is no! enough to eliminatE! it When qecisions 
tum out badly, it may sometimes be useful to reanalyze them from the decision 
maker's viewpoint at the time Oflhedecision, both for judging the decision maker 
al1d for promulgating standardS for the future. ' 

The opinion of Baron and Hersey are ecl10ed by many others. There is a need when 
conducting true fOot cause analysiS to move beyond outcome biases. to realize that 
deciSion making is nota simpleUnear process and to become immersed in the process 
from the perspective of the decision maker. Without this kind. of effort. review and 
evaluation will be encumbered withhindsight and observed biases. 

In the article. Virginill Tech Lesson: Rare Risks Breed IlTational Responses. security 
expert BruceSchneierwrites:"·Our brains need to find someoneoT something to blame, 
but sometimes there is no scapegoat to be found, sometimes we did everything right, 
but just got unlucky, we simpty can't prevent alone nutcase from shooting people at 
randOm. there is no security measure that would work." 
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C.A.28 The UniverSity also chOseflOltO u~ ttleJourcomponents of its new. siren 
system ttla! were operatiOnal on April 16, 2007. 

Response: 

The original primary intent ofttle sirens sysl$m was to. aid in notifYing thE! campus 
community about severe weather based onttle tornado. alert systems of the Midwest 
On April 16, 20Q7, theinst;illation pfthesystem had not ~en()(,lll1pleted. fou(!)f the six 
sirens were in place, ho~ver,thesystemwas not fully Junctional and there were no 
trained operators. Training was not scheduled until the installation was completed and 
the system turned over to the police departtnentby the manUfacturer. 

C.A.29 The University al$Odid not use its notification protocol of last resort because of 
a lack of timelyinforil1ation. 

CA.30 This system relied .onresidentadvisoJsinresidence halls and on floor wardens 
in certain older blIildings to verballywam individualsat risk. However, the 
resident.advisors andfloorwardens Charged with notifying their fellow 
residents, classmatesjand c6·workerswere notadvised of the Ihreatin enough 
time to spread the word. 

ReSponse: 

On April 16, 2007, the university had a system in place for resident advisors to 
physically knock on doors in residence hallsifneceSsaly. After the shootings in WAJ, 
resident advisors did knock on the doors in WAJ.. Police officers alSO knocked on doors 
in WAJ during this time to collectinforil1ation and talk to students. 
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C. R 2 The UniverSity policy that was in place on April16, 2007 was vague and did not 
provide students and employees with actual notice of the types of events that 
woulrhvarrant a timely wariling or explain how those-warnings would be 
transmitted . 

The Clerypoljcy in place. in the Virginia Tech CSRon April 16; 2007 ~t the 
requirements of 34CI'R 668;4.6(b)(2)(i) (EXhjbit5j,wh ich states: "PoliCies formaking 
timely wamingreports to members of the campus communityregal'dingthe occurtence 
of crimes descri~c:I in paragraph. (e)l 1) of this section;" mustbe ineludedinthe annual 
security report. As stated on page 85 of the Handbook for campus Crime Reporting, 
published!n 2005 (EXhibit 4},"the Clery A,ct ~()es not prescribepoliey and procedures 
for schools to follow",. The Handbook further suggests;1)the policyincludelhe 
circumstances for which a 'timelY waming" will be issued, 2) the individual office 
responsible for issuing thewaming anc:l3) the manner inWhiC,h thewaming willbe 
disseminated. The 'timelywaming'po~cy in Virginia Tech's Campus Security Report in 
etretlon April 16,2007 met suggestion 1· and 2,butthe policy is not specific regarding 
suggestion 3. Ho~ver, there ismerittonot prOVidingabsolutespeCifipity. 1.\ 
accommodates distributing infOrmation through various means as necessarywithou! 
being mandated to use only pre-ciescribedmelhods.O ne would not want to risk a 
potential violanonofthe Clery Act for \.Isihg an effective means of communication that 
had notbeen previouslywritlen into an annual CSR 

Virginia Tech Policy 5615 (EXhibit 17), enacted on May 7, 2002, was in place on April 
16,2007. The policy slates that University Relations and the University Police will make 
the campus community aware of crimesthat have occurred and necessitate caution 011 
the part of students and employeellin a timely fashion and in such a way as to aid in the 
prellention of similar occurrences. Note also, as stated in other sections of this 
rellpom~e, ihatthe policy language was similar to the policy language used by other 
institutions at the time. 

C.B.3 As noted previously, the Clery Act requires institutions to develop, iliiplement, 
pu!)lish,anddistribute an accurate and complete timely waming policy; This policy 
disclosure is a required element of theCSR that must be dill\ributed annually to 
students andemp!oyees. 

Re$pOl1$e; 

A "timely waming" policy was in place that met.the requirementll of 34 CFR 
668A6(b)(2)(i) (Exhibit 5). The policy was articulated in the VfPD'sannual Campus 
Security Report (Exhibit 16). 
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C.B.4 Virginia Tech.'s entire timely warning policy s!lItementappearedundedhe 
heading, 'Virginia TechPoiice,' The. policy asitappeared in theCSR in place 
on April 16, 2007 s~ted: 'Animes it may be nece$saiy for "timely walJlings' to 
be issued to the university community.lfacrime(s) oGCurand notifi~tionis 
necessa.ryto warn the university ota potentiallyda.ngeroussitua.tion then the 
Virginia Tech Police OepartrJ1e~tshould benglifjed.ThepoUce department will 
then prepare a release and the information will bedisserninated to all students, 
faculty, and sla.ffand to ti1elocal community:' 

~esponse: 

The statement is correct. 

C,B.1 During the events of APril 16,2007, VirgihiaTeCh did not comply with its oWn 
policY on theissuanceoflimely warnings as published in its campus security 
reports, 

C.B.& Our review has shown that the University's actualpro~ forissuingatimely 
warning was more-complicated-than the CS_Rsuggests and was not well 
understoOd even by senior University officials. 

Response: 

The DOE's assertions are incorrect and unfounded. The procedure by which a "timely 
warning' will be issued is articulated in theVTPO'sannual Campus Security Report 
(Exhibit 16). It is supported by Virginia TeCh Poliey&615 (Exhibit 17) dated May 1,2002, 
entitled Campus Security. The policy states: 

'University Relations and the University Police will make the campus community 
aware of crimes, which have occurred and necessitate caution on the part of 
students and employees, ina>timely fashion and in suCh a way as to aid in the 
prevention of similar occurrences .. The Chief of Police will be responsible. for 
pUblishingannuals!lltisticsonthe follOwing crimes: murder, rape, robbery, 
aggravated assault, blJrglary, and motor vehicle theft, as well as the number of 
arrests for alcohol, drug, and weapons violations.' 
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C.B.S Contrary to the UniverSity's slated policy, the VTPD did not prepare or 
disseminate any of the wamings or messages that were sent to the campus 
(:dmmunlty on April 16,2007. 

Response: 

The review continue.s tocomlngle and Interchange the definition of timely waming with 
emergency notification. These are two distinctive j:)roGesses. The amendment to the 
Clery Act proposed In 2008 and rules promulgated in October of 2009 (Exhibit 3) clearly 
demonstrate and codify the difference. Congress's deliberafiveactions are clearly 
retlected in the 2008 amendments. TheAct prior to the 2008 amendment did not have 
an emergency notification requirement. and therefore the contemporaneous regulatory 
languagecannol have an emergency notification component. The attempt to apply 
"timely warning" asan emergt'!ncy notification procedure is incon$istent with the intent, 
meaning, and purpose of the timely waming regulatory language as it existed prior to 
2008 amendment. Guldanoe doc.umentationand opinions of Cleryexpertssupport this 
position. Theintentions o(Congress are further supporled by therulemakingprocess 
whereby timelyWamlngand emergency notification were fOund to be two distinct 
processes. The regulatiOns support Congress' intent by stating that If an emergency 
notification occurs, then a timely waming is not required,f urther defining thai a timely 
wamingis not an emergency notification but something that occurs ata latertime. 

It iSimporiant to understand and appreciate how incident management and response 
systems work. Thesystemsinplaoe at Virginia Tech proVided a redundancy component 
of critical pathways. The VTPD had the authority to prepare and disseminate notification 
and "timely warnings". Virginia Tech POlicy 5615 (Exhibit17) articulates the relationship 
between theVTPDand University Relations. The university Emergency Response Plan 
is NIMS and ICS based. The ICSstructure supports the ulilizationofapolicy group and 
additional modules as needed. What the DOE reViewerS have implied and inferred asa 
weakness in the Virginia Tech system, is in actuality a strength and desired practice and 
capability of an incident management system, The system prOVides redundancy of 
critical dE!cision making paths, 

After the tragedy this year al the University of Alabama, some criticized that university 
fOra perceived delay in issuing an emergency notification (even thOUgh there was no 
ongoing danger to the campus). Part of the delay was attributed 10 the fact thatthe 
reso.uroes uSed to send an alert were required to respond 10 the incident a clear 
example of the need to have redundant critical pathways and the ability to establish 
incident command as well as overall area (university) command during an incident 
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C.B:7 At approximately 8:25 AM., the University Policy Group (UPG) met and 
discussed the unfolding events. Itisourunderstanding thai no Virginia Tech 
Policeoffic;ials served on the UPGandno policeoffidalwaspartoftheUPG's 
initial deliberations about emergency notification. 

Response: 

The statemelltis incorrect The meeting convelledat 8:35a.m. While a! the bme no 
policeoffjdals selVed on the Policy Gro!lP,· the Policy Group membership was in contact 
with VTPD leadership. Situational awareness, another key component of leS, was 
maintained betweeri the Policy Group and pOlice incident command responding to WAJ. 

C.S.8 At 9:00 A.M., the UPGwasbriefed by the VTPDand a19:25 AM. aVTPD 
captain was brought into theUPG's meeting asa polieeliaison, During these meetings, 
the UPG discussed the waming thatwouidbe issued to the campus Community, but the 
police department was not aCtively involved in those discussions. 

Response: 

The Policy Group convened at 8:35a.m., and information known by individual members 
was shared. Additional information and updates wereprovjded by theVTPD,a s well as 
other universityfunCtiQnal units,byaseries of telephone calls; 
Further,although the Chief of the VTPD is now a member of the Policy Group, he may 
still have to communicate with the Policy Group via telephone euring a future incident if 
the Situation requires that he selVe orrscene. 

C.B.9 Virginia Tech's operationalpolicystatementatthetime gave the VTPD the 
authority to issue a waming. 

Response: 

The policy statement within the VTPD'sannual Campus Security Report (Exhibit16) 
states:'Attimes.it may beneeessary for'timely wamings'to be issued to the university 
community. If a crirne(s) occ!lr and notification is necessary to wam the university of a 
potential dangerouS Situation then the Virginia Tech Police Department should be 
notified·. The police department wiUthen prepare a release and the infofTTlation will be 
disseminated to all students, faculty and staff and to the local community." The CamPlJs 
Security Report is supported by Virginia Tech pOlicy 5615:Cam pus Security,dated May 
7,2002 (Exhibit 17)which stateS:"Un iversityRelati6nSarid the University Police will 
make the. campus community aware of crimes, which have occurred and necessitate 
caution on the partohtudents and employees, in a timely fashion and in such a way as 
to aid in the prevention of similar occurrences." 
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C.B,10 In practice, however, the VTPD's Chief was required to consult with the UPG 
before a warning was i$Sued, 

Response: 

See Virginia Tech Policy 5615 (Exhibit 17) as Virginia Tech's response 10 this 
statement. 

C.B.11 Moreover, access to the technological means tosencl such communications 
was unclerexclusiveCOntrolof the Associate V.P. fo(University Relations and 
the Director of News ,and Infonnationwtlohadtherequired codes. Noneof 
these additional procedureswetedisclosed to Virginia Tech's students and 
employees in,the CSR Virginia Tech's aqtualpolides and practices were not 
designed to ensure th.at students and employees received the information they 
needed on a timely basis. 

ResPQIIse: 

As previously discussed, the systems in place at Virginia Tecil provided redundancy, 
The VTPD had the authority to prepare alld disseminate notification and "timely 
wamings". Policy 5615 (Exhibit 17) articulates the relationship between the VTPD arld 
University Relations. The University's Emergency Response Plan is NtMS and ICS 
based. The ICS structure supports the utilization of a policy group and additional 
modules as needed. 

There is no information contained within the DOE's The Handbook for Campus Crime 
Reporting, published in 2005 (Exhibit 4),thatrel11Otelysuggeststhatthe mechanics of 
how universities physically or procedurally should send a "timely waming"should be 
contained within the policy statement. The technical andp('OCedural rT1echanism of how 
the university physically sends a message isnOI germane to the POlicystatemenl.ln 
preparation of this response scores of policies of other institutions were reviewed. None 
of these policies discussecl the technical mechanisms or internal procedures to 
physically 'push the button' and initiate a message via e-mail or how or who will print a 
flyer or who programs a message board. 
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C.B.12 & C.B.13 

Therefore, the Department has determined that Virginia Tech did not accurately 
describe its timely warning procedures to its students and employees. 
The Department has also determined thatthe institutiol1's timely warning 
procedures in place on April 16, 2007 were notsufficientto issUe warnings!n a 
timely manner to its campus community. 

Response: 

In preparing this response,t he university has taken thePrqgram Review Report 
narrCltive and reformatted • it il110 a more conventional administrative action format 
comprised of numerated findings of fact, allegations and violations. The university has 
provided additional information to correct inaccurate facts and responses to the 
interwoven allegations. The infOrmation provided in this response overwhelmingly 
refutes the allegations and alleged violations. Virginia Tech has accurately described its 
timely warning procedures and has provided specific responses and supporting 
documentation; The procedures in place were sufficienttoissue. a "timely warning.'. 

C.B.14 Our review also indicates that the inconSistency between Virginia Tech's stated 
timely warning pOlicy and the actual process caused further confusion among 
the·University's.stlJrlents llrid employees. investigators, and the families al1d 
. friends of .the victims in the aftetmathofthe tragedy. The review team acquired 
a copy of Virginia Tech's Emergency Response Plan (I:RP). According 10 the 
ERP, the responsibility to "issue communications and warnings' was actUally 
delegated to the Emergency Response Resource Group (ERRG),which 
indueled rnembers of the VTPDand Environmental Health and Safety Services. 
HOWever,the ERRG did not Clearlydefineate Ihe division of aUthority and duties 
between the I:RRG and the UPG, which was 10 ·provide centralized direction 
and control". 

Response: 

There is a misunderstanding of how the NIMS and ICS functions and how they are 
applied. In 2006 the Virginia Tech Emergency Response Plan organizational structure 
was modified to refiedlCS and NIMS requirements. 

Incident Command system (ICS) has been tested in more than 30 years of emergency 
and nonemergencyapplications, byalUevelsof government and in the private SEictor, It 
represents organizational. "best praotices," and as a component of National Incident 
Management Systems (NIMS) has become the stand!!rd for emergency management 
across the country. lOS is astandardiied, all-hazard incident management concept 
ICS has considerable internal flexibility. lOS may be used for small or large events. It 
can grow or shrink to meet the changing needs of all incident or even!. The ICS • 
organizational structure develops in a top'<lown, modular fashion that is based on the 
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size;lnd cgmplexity of the inc;ident. AS incident complexity increases, the otga.niZ;ltion 
exp<lndsftom the top down <IS function<ll responsibilities <lredeleg<lted (Exhibit 19). 

Therefore, in accordance with \he ICS, the responsibility aScwritten within the 
Emergency Response Plan to "issue cOmmunications and wamings" W<lS not delegated 
to the .. Emergency. RespOrtse Resource Gl"Ql.lp. 

C.B.15 In an em<lil dated AUgust 17, 2007, President Steger's representative to the 
Review Panel, a former high.ranking University official, related his 
understanding of the policy in response to an inquiry from the Panel's staff 
abouftheUniversity's timely warning pOlicy and actual practice: "The 
authoriZation to send a message would have perne from the Policy Group as a 
provided by the Emergency ReScponse Plan. The mess<lge wovld have actually 
been sent out by University Relations (see page 6·7 of the plari) and Larry 
Hincker is the Assoc. VP forUniv .. Relations~ He and Mark Owczarski, Director 
of NeWS & Infonnation (reports to Larry) have the codes that are needed to 
send out a message via the university's telephone system and controllhe 
process for sending out email messages to the campus community. On April 
16, [VTPDl Chief Flinchum would have needed to gd through the Policy Group 
to get a message .sentout." 

Re$ponse: 

The individual referred to was a trusted former employee who reliredfromVirginia Tech 
several years prior. He did not have any direct knowledge of university emergency plans 
ano procedures, anowas ;I conduit between university officials and members of the 
Review Panel. The Review Panel Report errs when it slates, .... a former high-ranking 
University official, related Ilis understanding of Ihepolicy in response to an inquiry from 
the Panel'sslaff aboutthe University'stfme/y warning policy and actual practice.' 
TheRe-view Panel's question was not an inquiryaboul the University's timelywaming 
polic;y and actual practice (Exhibit 20). The question was simply; "did the police have 
the authority to send a message out to the campus on Apri116th? The mechanics of 
sending a meSsage were managed by either the Associate Vice President for University 
Relations or the Director of News and Information. Each had the ability to access the 
system from remote locations and one was available2417. 
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C.B.16 This explanation of Virginia Tech's policy does not mention the existence or 
ro/eof the ERRG. However, it does confirm thal,contrary 10 the timely waming 
policy diSciosM by Virgh?ia Tech to its Students and employees, the VTPDdid 
not have the authority to actually develop or issue timely warnings. Therefore, 
the Departrnentfinds that the timelywaming poliCy in place on April 16.2007 
was not sufficientto enable aslIccessful.timely warning to itscllmpus 
community andthatthe policy that was published was not followed. 

Response: 

/1s stated in the response to C.B. 15, the Review Panel was not inquiring about the 
Campus Safety Report or language contained. therein. The response to C.B.14 clearly 
articulates how incident response is managed and the concepf of scalability of 
response, /1s previously discussed, in accordance with thelCS, the responsibility as 
written within the Emergency Response Plan to 'issue cornmunications and warnings' 
was not delegated to the Ernet{Jency Response Resource Group 
VirginiaTech's response loC.B.1S is an accurate summary of practices in place on 
April 16, 2007 . Again Virginia Tech reaffirms it position that there was no violation of 
the "tirnelywaming' provision as "timely warning" regulation has not been appropriately 
cited and has been broadly contorted in an attempt to apply it to an incidentfor which 
the regulation was not intended. 

This is not only supported by the actions of Congress in the original development of the 
Act but also hthe changes promulgated in 2009 (Exhibit 3). Guidance provided to 
comply with the requirements of the Clery Act further support this position. 

In the article Covering Crime on College Campuses (Exhibit 7),writt en byS. Daniel 
Carter, who is vice president of Security on Campus, Inc., a national non-profit campus 
safety and victim's rights organization,and who was actively involved in the 
development and' enactment of the 19!il8campus security amendrnents,servingon the 
'negotiated rulemaking' committee that developed the campus crime reporting 
regulations,a nd who is also the principal author of the complaint which generated this 
DOE program review, describes the. time frame ofa "timely warning".S. Daniel Carter 
states:'Sch 0015 continue to have an obligation to issue 'timely warnings' to the campus 
comrnunity if they believe a reported crime poses an ongoing threat tosfudents and 
employees on carnpus. Unlike the crime log, this reporting is not.limited to a police or 
securitydepartmenl and should be madei" less than two business days'(emphasis 
added). Note that the appropriate time frame is being measured in business days not 
calendar days which further separates the incident from when a 'timely warning" is 
issued. 

In 2002, Security on Campus presented' the Jeanne Clery Campus 'Safety Award to the 
CalifOrnia State University System. The award was presented to California for their 
development ofaClery Act training video and viewers guide (ExhibitS). Security on 
Campus stated: 'They (California) have just completed production of a Clery Act 
Training video, which helps!d clarify the fine points of the Jeanne Clery Disclosure of 
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CampusSecurityPtJlic:y and Campus Clime SlatisticsAct forC$Usecuritypersonnel. 
This vld&9 will be helpful to Coll"$I~and Uniyersi~eli! natfPnwid",(emphasis 
added}.The videodesclibes an aPPropliafEl timertameto issuea'timelywarnirig' as 24 
to.48 hours .. Califomia SlafEl. Uni'lersity'sviewer'sg\lide; FromUI1(ierstandingfo 
Compliance, .Your Campus andthfaqleryAC( (r:xhibit9, page 14)slate~:"'JIIhilethe 
Clery Actdoesnlspecify a time frame,. itdQes imply a speedy response.· Ordinarily thaI 
means within 24 to 48 hours ofa threatening incident.' . 

In the 2008 winter additionofleadersQip E:xchallge published by National Ass()Ciatipn 
of Student Personnel Administrators (NASPAI (Exhibit 21), Bonnie Hunter, Chair of the 
NA$PA DiyisionofPub1icPolic:y on the BoaI'(! of Directors .ahd JC1hn Lowery,ASSQciate 
professor of educational studies at Oklahoma State University published an article 
entitled, 'Campus S<ifetyandthe·C/ei'lAcf'; Inthe·art.ide thEW write: "A!though·the 
Clery act requires schools to iss\ltltimelywamings tosll,ldents andemploye~ 
regarding potentiallY dangerous situations; itdoes>not specify What "timely' means. Prior 
to the tragedy at Vilt!inja Tech. no Qriehad seriQusly suggesledthat 'timely' would be 
measured in minutes rather thandavs.' 

Further,e vidence thata "timely warning "is. measured ifldays, not minutes, can~ 
found inOOE's TheHandbookforCampusCrimeReporling. published in 2005 (Exhibit 
4). On page 65 of the HandbQok the following example Ofa timely warning is provided: 
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IDIELY NOTIFlC\ TIO:-; Bt'LLETI:\" 
P",sibl~ rbre.,,,, tb~ C~mmunlty 

"Your Right to !{no,,·· 
Janna'T 26. 2004 

In <omplian..'O ·.,i1l1 the "Tw1<lyNotiee".proy1.iQIlS Qflh. f.do,.lJ~aDD' (.1~rr Dts<l., ..... ~1(".mpn5 
SfCUl'trr F9UC~' ann -('amp-~$ (li.in~ Statistic S Act af19S'S the _Ulli:l.'~ts>ity Polk~ m: £!ivUlg :uou.:t of a 
dis1'1.1!t!Ug::\CI. ofviolencf __ reu...--.rt~d -to~hai:t! Otctttred ~u the Tri~Si2111.1-S0rl)ritv HOll_~. G+~€,l;: _Rm\','-Tre! 
-HQUii'''- i~:.id~n('e-~;:on tire:c,unpns' i)fJ.anl~,}o.rad:isonJ':lll-wrsiTY. _. . -

::LT~.~~!--~ ~~ o_~.!~!~: Reported .~t;~:ltIU_I.,~ Battf'ry. rom.tirutiJig:t Forcibl~ '~f'xual-Offt?ml·,.-wa; 
npOrrtd:to haye Q~-(UlTf(l-on tb! ~IIiYE'r~li)'~-n~t~jd~ilJ'J11 area )j;UOUJl ~')-Grefk R;(Jl\ar 
a~pr6:t_1maref;-' _12:4:e:n.m.., tilrl~~ S01tnrda:" mOl"nlng:Janu:u~- .!~~ :1004. lhis:_IIl~ation is on tb-f-_,cnmplJi 
of.J~lllt5 __ :\ladj'Snn t:nivu<)jf)' ju'st to the:sQutb of (hf'-~twma_o Dl'h·t: 1'1I1It'oad rrntk eros_sing and tht 
linh"frsiry' ~ power l stfii m) plant, 

~~-:~~t-»----- ;-' BOfll:de~('ribed:~s ~'('QUfgf~' age-_malts; nn:e Ulll'e-PiJlUd.::thf ttl'~f nrta~ktl' _of: 
"a"er<lge':'buUd! :appl'oXlmatdy 5! 1 (1"'111 belgllt" about 140 Ib~.: wtaling: a l)Jilck hooded ga l'mmt 
an:d -bltl('JtRn~;:lh-e _~ett)nd_lltMtktr s_hol'tE-l' tllilD thE:' fint .. of ~'mfdium~~ build: 'H'oriu¥ a-:~ .. ('~: 
hooded g.'wmfnt and I)luejulls. 

Tbf ('olnplaf!l!1nr l~epDltt'd ;thar _sJle w~s ore-turning [0 bt'r- rt'~idt'11C(-_ ban not)' fuly ;;n:rurdily 
monlil1i~ uU:'l<-CQIJ.:8PiWtE'd-. As -sh-e- trlllktrl $ou~b- alou3: Gl''fcE' k Ron's 11, ~tat~(I-tb'at r\~!) luale subJeCfs 
appl'oa(bfd fhlm:bth1ud and th,rew-ber to tlW gl'ollnd.thf-y th~n MtE''lnptfod t~ removE-:llPr clotbiug~ 
Botb mbjecCts: tltd £In fOOt-Aft~-rthe 'jcttm ~trtalil~. " 

11 c.an ~ _as'!.1ltllN thaI C"on_rl.:int:m~ CCllnnue: tQo ~xb"1': di!tt may_ Pt)s'? a thre-ul lO-llltJnt~'t.,.-_ Md __ sues:ts, _4.)i fh~ 
c:ommwuty:_ n:i~ th~ duty OfTb~-illStitutiou_~~ ,""<1m OlpOS-"5iblt' "<lU'.gernus_ CQ!1diciill15" Dn or rie:rt!.it>; 
call1pus.:: m~I!if :affill~lc o!~rtnization~_off Ca1I1pllSi_ an 'l~ffinnJriv~ d~-!' exi~t ... :ro -Wl1m pel'~on~-:Il~!>oc11red 
.."ith thi~ tW"·e'I~ity oi-po.ssibl~: p~ri1 ilt=mi?':hauds of 5C~ _third p~~_or parti_E!~~ COJl~i-dtr-"aref;Jny 
wh~n )''t1iq- pr~.-5enc ... :at -or n~-ill': rhi.; C-6."11?tex v..1ule -untl'l.~C6lllparii.ed= cook1' place YI)-;.l:W. d:tllge:. 

Plen'li!' fmv.'ll'd fhis~ notit:it t? yew'_ coUt.<1gues and post "it ell apprQpri<1te: bulR~n beards ~n_yqur :nr_~_ If: 
yml-~\'~--:my luf?nnatiQn thllt nught:i?e hel,pnli-in !hl~ iJl\,·e~ri~ation. ('.onhtt thoe _Cniyersi~: PoIKe_ by 
t~ii1'bone ar (54!JI56S-:6911: :in pers-01l .at: She1lflildoah H:J.L Part~nQ3 -and SOl.i-fh Maiu:_ Dr. If yon w-i~lL 
anOllVlll",l,sJy thr~ ·~Sile.nt 'Vita;;!,5S,~' at lltt::";'\.-l~"s.~mu ~~p:£.u·~:irF~frv·itl~mt.4.l1il 

. Please note thatthe sample "timely warning" provided as guidance in The Handbook fOr 
Campus Crime Reporting, published in 2005 (EXhibit 4) describes a violent <:rime that 
occurs on JanlJary 24th however, the "timely warning" is not issued until January 29·h , 

approximately 48hours.or more after the crime occurred. Further notetha! the "timely 
waming" states that: "It can be assumed thatconditions continue to exist th at may pose 
a threatto members and guests ofthecommunity." The Department of Education 
Handbook for Campus Crime Reporting. published in 2005 (Exhibit 4), the guidance 
document for Clery compliance, teaChes and advises that even when conditions 
continue to exist that pose an active threat to the campus, the issUance ota 'timely 
wamings' is measured in days not minutes. 
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A review of timelywamingpoliCies in plaoecontemporaneou$ with and following April 
16, 2007 provides additional $upportthat "timely warning" is not measured in minutes. 

o San Diego Slate 2007: 'Onoe all the relative inforrnationis reoeived, these 
notioes will typiCally be posted within 48 hOurs .• 

o Santa Rosa Junior COllege2009:"ltisthe practice ofCCCCD to have the 
Polioe Chief,and/or designee, confer as necessary and applicable with . 
administrators, legalCo\.ins,eli and surrounding law enforcement agericies,after.a 
violent crime occurs or a crime that is deemed by the Chief of Police. anellor 
designee to represent a continuing threat to students slaff, faculty, or visitors and 
disseminate "timely warning" crime alert information within 24 to 48 hours 
through the PolioeServices. web site and the Campus e-mail system. Bulletins 
also include prevention information to assist members of our educatiOnal 
community from becoming a victim of a similar crime. Bulletins shallinciude, but 
are not limited to, those crimes that are listed in the Clery Act' 

o COtltra CostaComrnunity College 2009: "It is the practice of CCCCD to have 
the Police Chief,and/or designee, confer as necessary and applicable with 
administrators,legal counsel,and surrounding law enforcement agencies, after a 
violent crime oCcursora crime that is de.emecl by the Chief of Polioe andlor 
designee to represent a continuing threat to studentsslaff, faculty, or visitors and 
disseminate 'timely warning" crime alert information within 24 to 48 hours 
through the Polioe. Servioes web site and the Campus e-mail system. Bulletins 
also include prevention information to assist members of our ed\.icational 
community from becoming a victim of a similar crime. Bulletins shall include, but 
are not limited to, those crimes that are listed in the C1eryAct." 

o UABirrningham2008: For the purposes of this policy, "timely manner' generally 
meanswjthin48 hours after an incident has been broughtto the attention Of a 
"campus security alJthority" as defined in the Clery Act. 

o California State ChlinneUslands 2009: "Once all the relative information is 
reoeived, these notices will typically be posted within 24 hours,' 

o CalHornia State FuUerton 2009: "Each school year brings with it some different 
and unique crime problems, When these incidents occur; University Police on 
occasion will post timely warning notices describing recent crime trends or 
dangerous incidents. It is our policy to post these notices on the exterior doors of 
all campus bUildings to provide our commlJnity with information about the incident 
and crime prevention recommendations. Onoe all the information is received, 
these notices will typically be postedwitbin 24 hours. 

o California Maritime Academy 20.0~: "On occasion you Will see "Timely Warning 
Notioes"describingreoent crime trends or dangerous incidents. It is our policy to 
post these notioesonthe kiosks· and bulletins located in. areas frequented by the 
campus community to provide our community with information about the 
incidents and crime prevention recommendations. Onoeall relative information is 
received, thesenotioes will typically be posted within 24hours.~ 

o Clark University 2008:" Every attempt will be made to distribute the Timely 
Waming within 12 hours of the times. the incidents are reported; however, the 
release issubjed to the availability of accurate facts conceming the incident.' 
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• Academy of Art Universit}i2008: "The Academy of ArtUniversity will make a 
timely "Waming Report" 10 the campus community when a crime occurs that is 
considered a threat to students o[employees. The report will be completed withiri 
48-72 hoors from the date the crime was reported." 

• .New York Queens College2008'"Timelywaming reports are made to the 
members of the campus comml!n ity regarding When crimes listed in the Clery Act 
occurred, These warnings are disseminated within 24 - 48 hours from time of 
reported crime whenever an incident occurS that presents on ongoing threatto 
Ihecampus community: 

• University of Southern Californla,Unlverslty of California Riverside and 
PepperdineUniverslly2007: "AtuSC,UCR, and Pepperdine. the researCher 
found th<ltthe D¢p<lrtmef)ts of Public $<lfety. or the UC Pqlice Departmentwetein 
compliance with the information dissemination regulations associatedwithtne 
Clery Act. With regard to providing 'timely warnings" to the campus community 
regarding crimes.al USC and UCR students, faculty. and staff receive electronic 
mail (eemail) messages within one to twodavs ofthe crime inCident, and at 
pepoerdine. the incidents ate publishedi" the university's bi-weekly neWspaper. 
($,lrvenazAliabadi, [)octotalDissertation University of SouthemCalifornia 2007, 
'Understanding the effects of the Clery Act on Col/ege studenfsBahavlor: How 
Can Student A(fairsprotessiona/s Change the ClJrrentpra.cticesofCollege 
students with Regard to Safety" ) 

• University of Toledo 2009: 'Every attempt is made to distribute the alertwithin 
48 hours of the time theincidenl is reported: however, the release of the crime 
alert is subject to the availability of facts concerning the incident' 

• Lon" Beach City College 2009: "Once all the relative information is received, 
these notices will typically be postedwithin 24 hours: 

• PasadEmaClty Collage 2009: "OnCe alltbetelative informati.on is received, 
these notices will typically be pqsted within 24 hours." 

• University of Nevada, Las Vegas 2006: "In the event of a serious crime occurs 
on campus. the university OepartmentofPublic Safety (DPS) will provide the 
university community with a timely notice (24-48 hours of the reportedincidentr 

• Ohio state's Agricultural TechnicaUnstitule at Wooster 2009: "Every attempt 
will be made to distribute the atertwithin 12 hours of the time the incident is 
reported, however. the releaseis5ubject to the availability of accurate fa cis 
concerning the incident." 
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C.B.17 Virginia Tech's failure to issue timelywamings of the SE!rioU8 and on-going 
threat on April 16, 2007 deprivE!d its students and employees of vital, time­
SE!nSitive information and denied them the opportul1ity to take adequate steps to 
provide for their own sarety. In addition, Virginia Tech's failure to develop and 
implemen!anadequate ahd appropriate timelywamingpolicy andIo even 
adhere to its own publishedpoliciE!S effectively nullifies the intenlm this 
disclosure requirement. AcCordingly, Virginia Tech violated the Clery Act and 
the Department's regulatiOl1s. 

Response: 

Virginia Tech has overwhelmingly demonstrated that a finding by the DOE that there 
was a. 'timely warning' violation is not supported by the evidence. The·intentof 'timely 
warning" and the interpretation of timely warningprQffered by DOE and those providing 
ihterpretalionguidance to institutions of higher education did nolconsider a timely 
wamingas an emergency notification. Therecordcleafly supports that a "timelY 
warning" is provided at best several hours post incident and normally within 24 to 48 
hours. 

However, even if one.assumesthe "timely warning" process was appllcable,then a 
reViewofth.e 'timely warning" issuanCe process .is considerE!d. The guidance provided in 
The Handbook for Campus CrimeReporting, published in 2005 (Exhibit 4) is found in 
Chapter 5, page 62 in the section entitlE!d Making a Decision to Issue a Timely Waming. 
The guidance states that: "The issuing of a timely warning must be decided ona caSE!­
by"Case basis in light of all the facts surrounding a crime, including factors such as the 
nature of the crime, the continUing danger to the campus community and the possible 
risk of compromising law enforcement efforts.' 

The.actions and the deciSions made by therespohding police agencies on April 16, 
2007 were consistent with theSE! guidelines. The potential danger to the campus 
community was evaluated. The evidence althe crime scene presented as an act of 
targetE!d violence. The crime scene was evaluated by experienced, trained and 
nationally accredited law enforcement proressionals from three jurisdictions (VTPD, 
Blacksburg Police Department and the Virginia State Police). The description of the 
crime scene for the purpOSE!S of this response is limited to the comments found with.in 
the Review Panel Report: "the female victim was.shotwith a young man in her room 
under the circumstances found" and "The last parson known to be with female victim 
was her boyfriend who owned agun and cared greatly for her (Exhibit t3,p ages 79 and 
80).- There were no reportE!dsightings of unusual activity on campus following the WAJ 
shooting, a person of interest was identified, and his vehiCle was not on campus and he 
was determined to be off campus. Experience and training teach law enforcement 
officials. as conveyed by a representative of the Virginia State Police, that perpetrators 
ofahomicide will place time and distance between themselves and the location of the 
crime. All the evidence indicated that a crime of targeted violence had ocCurred, a 
person of interest had left the campus and there was not an ongoing threat. This was 
not the conclusion of one police department, but three independent agencies. 
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The Review Panel Report found this assessmentto be reasonable given the facts 
(Exhibit 13. page 79). They furtherreportthatthere are few murdersoncampu$eS.the 
average being 16 across 4.0()Ouniversities and colleges and there had !leen only one 
coliegecarnpOs mass murder in thepast40 years, the University ofTexas Tower 
incident. On the morning of April 16. 2007 it was no more plausible or comprehensible 
that the events to follow at Norris Hallwould occur than it was imaginable What was to 
take place on themomingof September 11 ,2001. The twoeifents were unequivoCally 
beyond the boundll of lloc:ietal norms at the times they occurred. A criminal. had never 
perpetrateIJa mass shooting hours after committing a diversionary or antecedent 
homicide (Exhibit 13. page 80). 

In preparation of this responlle.many cases of homicide. occurring on campuses 
between 2001 and 2007 were reviewed. There were no significant differences found 
between how these police departments and institutions of higher education assessed 
and responlJed to an incident and the actions taken follOwing the WAJShootings .. A 
qualitative review of the data reveals that with respect to providing information to the 
campus communily; Virginia Tech provided notification. in many instances. in ashorter 
time frame .than other institutions of higher education that had experienced a homicide. 
Illustrative examples are: 

• university of Portland May 2001: student killed in dorm during summer 
session •. e-mail sent out that evening approximately 8 hours afierthe incident 

• Tennessee state University 2005: shooting Occurred in evening,Mass e-mail 
senHo campus communily the following morning. 

• University of Missouri-Columbia January 2005: stabbing occurred in parking 
garage. ·Clery Release" provided next .day. approximately 23 hours later. 

• University of S()uth Florida February 2006:g raduate student shot at night, no 
community crime alert issued. 

• Virginia Wesleyan ColieDeOctober 2006: security officer killed in the evening, 
administration sent e-mail next morning to college community. 

.N()rfolk State University March 2007: student stabbed. campus community first 
learns about the incidenlthrough the media. campus wide notification not issued 
because it was considered an isolated event. 

• University of Arizona September 2007: student stabbed in resident hall. 
information posted on PO website a18:59 a.m:, incident discovered at6:30 a.m. 

• University of Memphis 00tober2007: student shot. Safety Alert issued the 
next day. 

An additional example, the Delaware State Universftytimeline requires a more in 
depth review and comparison. On September 21. 2007, 5 months.after the Virginia 
Techshooting.two Delaware State students were shot onlhe campus mall. The 
headline ofthecbsnews.com story dated September 22.2007 Was, "Delaware State 
Reacted Quiokly to Shooting". The story provides a timeline. The shooting was 
reported at 12:54 a.m., by 2:11 a.m. university officials were meeting to discuss the 
school's response and notices were posted on the school web site around 2:40 a.m. 
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the Chair of the Virginia Tech ReView Panel Is quOted as saying: "It appears Deiaware 
State responded' to the crisis weli;' The time line of Delaware, measured' in minutes." is 
nearly idenlicalto thai of Virginia Tech. 

The guidance found on page S20f The /-IandbookfofCampu8 prime Reporting, 
published in 2005 (El(hibit4) furthef recommends; " ... thatthe institLition meets 
beforehand with iiasecurily personnel and with local and state law enforcement 
authOrities to(iiscusswhlilfis rea$onable ih term$oftil11e1y repOrting of crimes;' TIle 
VTPD as reported in the ReViewf'anilj Report. (Exilibit 13, pages 11·1~)hasan 
"excellentworking relationship with the regional offices of the statepoUce, FBI and the 
ATF. This.high level of¢ooperatiOnWl!scontirmed by ei!¢hoffhe federal,slliIte, aM 
local law enforcementagen<;ies that were .involvedon<Apr:il16, 2007. Training 10000ther, 
working cases togetheriandknowing each other on a first-name basis can reelitieal 
whenanemergem;y·oceursand a highly coordinated effort is needed," . ThisWQfking 
relationship waslnplace follOwing lhe WAJ shOOting. It.was the collective knOwledge 
and experience oftheresP9ndin!.l police departmehiathat assessed Ihecrime scene 
and eVidence and delermineo thafthe.-ewas not an ongOing threat to the campus. 

The actions taken follow theguidelinesrounoon page 62 dfthe Handbook {Extlibit4), 
Making a DeCision tol~ue a Time/y Wamingand were alsO consistentwilh procedUl'eS 
anC! practices followeC!<lIOther colJeges<lnd universities when respor'\ding to a 
homiciC!e; 
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RESPONSE TO REQUIRED ACTIONS 

This section addresses the ~uestsofthe DOE in the Required Action$ section ofthe 
program review .. VirginiaTech's poJiciesalld.proceclures met or e)(ceededthestaooard 
of care amongSilTliiarlysituated uni~rsities. Nevertheless, in response 10 the events of 
April 16,2007, Virginia Tech has undertaken additional initiatives and enhancements to 
its policies and procedures pertaining to campus safety. 

I VIRGINIA TECH'S POLICIES AND PROCEDURES 

Policies and Proced\u'es Related to Timely Warnings In Effect on April 16. 2007 

On April 16, 2007, theun/versity's timelywamingpolicy located intheVTPD's Campus 
Security Report (Exhibit 16) read .as follows: 

"At times it may be necessary for 'timely wamings" to beissuedtothe 
university community, If a crime(s) oGCur and notification is necessary to wam 
the universityofapofentiallydangerous situation then the. Virginia TechPolice 
Department should be notified. The police departmentwill then prepare a 
release and the information Will be dissemf.Tlaled 10 a/lstudents,faculty, and 
staff and to the local community .• 

The policy in place on April 16, 2007 met the requirements of 34 CFR668.46{b)(2)Q) 
(ExhibitS), which states:"Policiesfor making timelywaming reports to members olthe 
calTipuscomlTlunity regarding the occurrence Of crimes described in paragraph (c)(1) of 
thissection,'mus! be included inthe annual security report. 

University Policy 5615: CampusSecuritv, revision 3, dated May 7, 2002 (Exhibit 17) 
was the operating procedure behind the timelywaming statement The university would 
!.Ike to highlight section 2, • Policy," which states the following: 

"REQUIRED REPORTS: University Relations and the. UniVersity. Police will 
make the campus community aware of crimes,which have OCCUrred and 
necessitate caution on the part of st(Jclenis ,mdemployees,. in a timely fashion 
and in siJch a way as to aid in the prevention of similar occurrences. The Chiefof 
Police will be responsible fOr publishing annual statistics on the fOllowing crimes: 
murder, rape, robbery, aggravated assault. burglary, and motor vehicle theft, as 
Well as the number of arrests for alcohol, drug, and weapons violations." 

Related University Policies and Procedures in Effect on Apri11G, 2007 

In addition to the university's timely waming policies andproCEldures which have been a 
focus of the OOE'sprogram review, the following relevant university policies were also 
in place on April 16,2007: 
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University Policy 5616: Campus and Workplace Violence Prevention PoIlcy,revision 1, 
dated August 23, 2005 (Exhibit 22), prohibited university employees,students, 
volunteers, or any visitor or third party from carrying, maintaining, or storing a firearm or 
weapon on any university facility, This policy is relevant in terms of the university's 
resPonse to the ProgralTlReview Report because it documents thaffirearrns were 
banned ftom campus on April 16, 2007. 

Also relevant to this program review by the DqE i$theuhiversity'sEmergElncy 
Response Plan, revision3.(), datedMay2005(Exhibit18).Careful.consideration 
should be given to the "Emergency Operations Command Structure" secfionbeginning 
on page 5, which includes an incident command structure that SUpported the utilization 
ofthe Policy Group on April 16, 2007. 

Univen;ity'sResponse on April·16,2007 

On April 16, 2007, the Policy Group convened at8:35 a.m. Information known by 
individual members was. shared. Additicmalinfo.rlTlation and updates were provided by 
theVTPD, as well as otheruniversity functional units via a seriesoftelephone calls, A 
police liaison joined the meeting in person a19:25 a.m. A logical and reaso.nable 
division of responsibility evolved; 1he police departmentmanaged inCident .command at 
WAJ and the Policy Group acted as an area command taking responsibility for the 
university at large, including providing a notification to the campus ofthe evehtsthat 
octurred at WAJ. 

The Policy Group and the VrPD followed University Policy 5615: campus Security 
(Exhibit 17), as well as the university's Emergency Response Plan (Exhibit 18). As per 
the Emergency Response Plan, the following were members.otthe Policy Group on the 
morning of April 16, 2007: 

• President 
• Executive Vice President Chief Operating Officer 
• University Provost and Vice President for Academic Affairs 
• Associate Vice President, University Relations 
• Vice Provost. AcadernicAffairs 
• Vice President, Student Affairs 
• General Counsel, Advisor 
• Support Staff (administrative) 

This membership is clearly outlined on page 6 of the Emergency ResponSe Plan 
(Exhibit 18). Additional members of the Policy Group that morning included the 
EXcE!cutive DirectorofGovemment Relations, who report5directly to the Presidentand 
was invited to the meeting by the President. The Directorof News and Information was 
also present during the meeting to assist with the release otthe emergency notification. 
Not in attendance that morning were the following: 
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• Vice President, Busine!>S Aff;ii~s (position was in the process of being filled and 
was fenalT!ed "Vice President for Administrative Services") 

• Vice Presidimt,lnforrnationTechnology(Vice President was traveling} 

The attached university o~anizationalchiHt (Exhibit23) from March 2007 outlines the 
repbrtingstructure of members of the Policy Group on April 16.2007. as well as the 
oversighlareas Of the various members of the Group. 

The VTPD was managed by the Chief of Police. and consisted of 40swom officer 
pOSitions who received assistance from security guards, communication officers,and 
administrative staff. On the morning of April 16, 2007. the crime scene was evaluated 
by experienced, trained,<!nd nationally accredited law enforcement professionals from 
three jurisdictions (VfPD, Blacksbu~ Police Department and the Virginia State Police). 

Chang. to Timely Warning Pollcles PostAprU 16, 2007 

The Campus Security Reportand.annual Clery compliance document has been 
modified in each of the last 2 calendar yearsio inco~oratechangesassociatedwiththe 
VT Alert capabilities(VT Alerts will be described below). In Ihe2007 Annual Report 
(published in 20OB).wo rding Was added to include University Relations as a provider of 
theutimely warning" and language was a(jdedinco~ora.ting the ''VTAlerts'' asa metlJod 
of notification. In the 2008 Annual Report (published in 2009). the terrninology of 
"Immediate Notfficati.dn" was. added to thewaming infOrmati.on. The language added 
was: "The Office of University Relations and/orVTPD will notify the r;:ampus community 
olemer-gencies or crimes that have occurred and neceSSitate caution. evacuation, or 
other action on the part of students, employees. and campus visitors. The campus 
community will be "immediately' notified upon confirmation of a significant emergency or 
dangerous situation involving an immediate threat to the health orsatety of students or 
employees occurring oncampus<unlessthe notification will compromiseefforls to 
contain the emergency" .. Additional methods fOr notification areaJso provided. including 
cellular phone, text messages. alert lines. classroom electronic message signs, and 
university website noti.ces. 

Timely Warnings Issued by Virginia Tech during 2007,2008 and 2009 

Aft"Ghed hereto (Exhibit 24) .are copies of all timely wamingsthat were issued by 
Virginia Tech during 2007,2008 and 200R All warnings were sen! to the entire 
uniVersity commu nityelectronically. 
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I UNIVERSITY lNITIATIVES,ANDENIiANCENIENTS POST APRIL 1$,2007 

In response. to the tragic events on the. Virginia Tech campus on Monday, April 16, 
2007, President Charles W. Steger appointed the following internal review groups: 

1. Securi!Y Infrastructure:· this group W;lS chaired by the Executive Vice President 
and Chief Operating Officer and was charged with examining the university's 
existing security systems and recommending. changes that would enhance the 
university's ability to respOr'ld. quickly and effectiVely in. situations where the 
safety of the campus community isjeopardiZed. The group was also directed to 
identify strategies that might decrease the probability of such situations 
occurring, The group was asked to not only consider technologicalaspeClS of 
the issue, but also thebehavi.orof individuals with regard to campus security; 

2. Infpnnation and Communications Infrastructure: this group was chaired by the 
VicePresiaent for h;tfoJTnation Technology and Chief InfOm:t;ltiOI1 Qfficer and was 
charged With providing a cornprehensive inventory and analysis of the 
communications infrastructure and information systems used during the events 
of April 16, 2007, as well as the response and recovery time period. The group 
considered the resources depended upon by emergency responders, 
investigating law enfOrcement officers, university officials, media, faculty, staff, 
students, and families oflheuniversity community; and 

3. Interface Between Virginia Tech Counseling Setvice, Academic Affairs, Judicial 
Affairs and Legal Svstems: this group was chaired by the fonner Dean of the 
ColJegeof liberal Arts and Human Sclences.and was charged with examining 
the existing systems between Virginia Tech Counseling Setvice,. ~demic 
Affairs, J\Jdicjal Affairs and Legal Systems and the interface between them,as 
well as determining what constraints legal and otherwise hamper effective 
interactiOn among these areas. 

Each of the three groups developed recommendations for how existing university 
policies, procedures and systems could be improvedandlor enhanced. Following this 
internal review, the President directed the development of a matrix linking 
recommendations from the Review. Panel Report and the three . internal review reports, 
Thernatrix of recommendations was reviewed. by . university adminislrationand 
presented to the Virginia Polytechnic Institute and State University BO;lrd of Visitors at 
its November 2007 meeting. Following the November presentation to the Board, the 
Policy Group reviewed and tanked the recommendations and initiatives and then 
developed cost estimates and an implemel1tation timeline. In total,there were 
approximately 400 recommendations, Which were grouped Into 33 major initiatives 
areas. Even as recommendations were beingevaluated,the university began 
implementation of some recommendations as early as Summer 2007, A presentation 
(Exhibit 25) was given to the university community on March W, 2008, which provided 
information on how the recommendatiOns were evaluated and considered. The 
Progress Report presented to the Board on November 2, 2008, as well as a listing of 
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recommendations by initiative (Exhibits 26 and 27) are attached as exhibits. The Vice 
Presidents with. oversil/ht for . the areas with. recommendations·· were responsible for 
ensuring implementation of the initiatives for each of their respective areaS ... In 
November2009, the Virginia PolytechniC Institute and State University 60ardofVisitors 
ratified the. university's Safety and Security Policy Committee structure. whiCh was 
eSlt!blished by . university policy in • March 2009, The university provi4esperiodicraports 
to the Bo.ard on emergency management;theannualClery Report and the new Higher 
Education Opportunity Act reporting requirements; Cook Counseling Center,threat 
assessment. and the student care team; and other safety and security initiatives and 
programs. 

Policing and Campus Safety Initiatives 

The following section will specifically discuss several of the major improvements to 
Virginia Tech's notification systems, physical andorganizalional infrastructure,policies, 
and the coordination of student service offices and associatedproceQuresthat respond 
to concems expressed by the DOE in its program review. As no!edabove, necessary 
funds were allocated to the priority iriitiatives. Organizational changes thatoccurred, as 
well as training programs thathavebeen delivered, are also discussed below. 

EmergenCY Response Plan Revisi()rlS 

The university's emergency response plan was amended in. March 2006, April 2008 and 
again in April 2010 (EXhibit 28). Changes to the Emergency Response Plan include 
adding reference to the newly created Director of EmergentyManagement position and 
department, the incorporation of emergency support functions, and the addition of 
emergency notification systernprotocols. 

Modifications to UniverSity-wide Safety and Security Policies 

University Policy 5615 - Umbrella Safety.and Security Policy 

An umbrella safety. and security poliCY was approved by the President in February 2009. 
University Polity 5615 was renamed from Campus Security to University Safety and 
Security(Exhibit29), and major changes weremadelO provide a comprehensive and 
overarching campus safety and security policythalprovides oversight ahd coordination 
foral! campus policies and committees responsible for safety and physical security. A 
section on responsibilities of authorities was added, as well as language providing for 
the establishment of a Safetyand8ecurityPolicy Committee appointed by the 
Presideht. An overview of related safety, security, and violence preventionpoficies, 
plans, and programs is now provided, as well as procedures for reporting. Finally, the 
policy indudes provisions that comply with various federal and state laws, regulations, 
and policies. It should also be noted thai rel/isions were made to Policy 5615 in 
September 2007 before the umbrella safety and security policy was created. Relevant 
changes made in September 2007 include: (1) the updating of the title of the Campus 
Awareness and Campus Security Aclof1990 to the JeanneClery Disclosure of 
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Campus Security Policy and Campus Crime Statistics Act, (2}access 10 residence halls 
was change to card access atalltimes, and (3)a section was added to the policy on 
reporting crimes confidentially and anonymously. 

Uniilersity Safety and security Policy CorTllnittee 

In. January 2009, the President established the University Safety and Security Policy 
Committee referenced .in the previous paragraph. This Committee is an operational 
committee serving as.the coordinating and policy bOdy responsible for overarching 
university safety, security, and emergency management.. This Committee supersedes 
the previous administrative group known as the ·Policy Group." The President chairs 
the Committee, and in his absence, the Vice President for AdministrativeseMces 
serves asChai/". The folloWing positions serve on the Committee: 

• President 
• Senior Vice President and Provost 
• Vice PresidentforAdministrative Services 
• Vice Presidentand Dean for Undergraduate Education 
• Vice PresidfJntfor Development and Unillef$ityRelations 
• Vice President for Finance and Chief Financial Officer 
• Vice Presidentfor Information Technology and Chief Ihformation Officer 
• Vice President for Student Affairs 
• Chief of Police 
• Director of Emergency Management 
• ASsociate Vice President for University Relations 
• Director of News andlnformalion 
• Chief of Staff, President's Office 
• Executive Director of Govemment Relations 
• University legal Counsel, Advisor 

At its November 2009 meeting, the Virginia Polytechnic Institute and StaUl. University 
Board of Visitors ratified a resolution approving the Virginia Tech Safety and Security 
Committee Structure, including the Safety and Security Policy Committee (EXhibit 30), 

The primary responsibilities of the Committee are: 

• Reviewing, evaluating, and determining requirements concerning safety and 
security assessments, plans, programs, and education, including changes that 
may affect the quality of the university's living, leaming and worKing environment; 

• OVerseeing reviews of the university's assessment of vulnerabilities , hazards and 
risks related to the safety and security of individuals and the physical campus; 
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• Ensuring that suffiCientunive~ityresources andfunQingare availaj:)le to perform 
necessaryemergencyrnanagement, safety. and securityfunctions,and that 
these resources are consistent with anticipated regUlatorY Cha.nges; 

• Overseeing IheeducatlQn and prevention of violence on CatnPUS in licC:On:lance 
with Section 23-'9.2:10 of COOeof Virginia including O)crealion 9funiversity 
safety and security poliCies, and (ii).proVidingdirectiOn to theClimpus and 
Workplace Violence Prevention Committee lind the Thre.atAssessment Team on 
the development and ilTiPlementation Of violence prevention policies, prOCedures, 
education and guidance regarding recognition and reporting of individuals whose 
behavior may pose a threat, assessment of such individuals and means of aCtion 
to resolve potential threats; 

• Overseeing the Safety and Security . Policy and other policies that have 
implications for emergency management, safety, andl!eCUrity, inCluding Ilut not 
limited to facilities use, sponsorship of entertainment and events, threatening or 
intimiclating COnduct, facilities access contrOl, enVironmental health and safety, 
and violence prevention; ... 

• Reviewing and es!ablishingguidelines and standards for departmental 
emergency response and continuity Of operations plans; 

• Evaluating the effectiveness Of the university'S safety and security plans and 
programs; and 

• Advising the Presidentonsafetyandsecurity issues. 

Campus Violence Prevention Committee 

Prior to April 16, 2007, in June 2005, the Virginia Polytechnic Institute and Slale 
University Board of Visitors approved Policy 56f6: Campus and Workplace Violence 
Prevention Policy (Exhibit31) and in July 2005 a CampusWorkplace Violence team 
was subsequenlly established. The.Committee is currently chaired by the Oeputy Chief 
of Police as deSignated bylhe Vice President for Administrative Services. Members are 
appointed by the President The current members of the Committee are: 

• Deputy Chief of Police (chair) 
• Director, Emergency MeJnClgement 
• Director. Residence life 
• Director, Cranwellintemational Center 
• Director, Cook Counseling Genter 
• Assista nl Provost 
• Director, Compliance & Conflict Resolution 
• Associate Vice President, Human Resources 
• C()"[}irector, Virginia Tech's Women's Center 
• Office of the Graduale Student Ombudsperson 
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• Assistant Deanot Students 
• Faculty S.enatedesignee 
• Staff Senate President 
• Student Government Association Vice President 
• Gra.dtiate StLJdentAssembly representative 
• Director, ConvergedTechnologiesforSecurity,Safetyand Resilience 
• Associate University Counsel; Atlvisor 

The Cqmmittee is responsible for: 

• Conducting an annual review to identify potential or eXisting risks, including 
gathering and analyzing reports and data to identify high-risk departments, 
activities, or locations; . 

• Recommending and implernenUng employee and student awareness and training 
programs on campus and workplace violence; 

• Implementing planS and protocols for responding to credible threats and acts of 
violence (criSis management plan); 

• Reviewing and developing threat assessment and response policies and 
procedures; 

• Reviewing periodic summary reports from Student Affairs; Campus Police, 
Human Resources, and other offices; 

•• Communicating internally with employees and students; and 

• Evaluating the effectiveness of the university's workplace/campus violence 
prevention programs. 

It should be noted that the 2008 Virginia General Assembly passed Senate Bill 539 
requiril'l9.the creation of both a violence prevention committee and a threat assessment 
team. Since Virginia Tech had created the Campus and Workplace Violence 
Prevention and Risk Assessment Committee in 2005,anda ThreatAssessment Team 
was appointed in December 2007 ,the Virginia Polytechnic Institute and State University 
Board of Visitorsapproved.a resolution affirming the creation and continued operation of 
the two groups at its June 2008 meeting (ExI'libit 32). 

Othermodificationsto Policy 5616 (ExI'libit31)sinceApriI16, 2007, include the 
prohibition of weapons section was clarified by including reference to dining facilities, 
and the responsibilities of the new Office of Emergency Management were added. 
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Establishment ota University Emergency Management and Risk AsSessm~nt 
Committee 

Consistent With the provisions of the university's Safety and seCurity Polfcy5615 
(Exhibit 29), the Emergem:y. Management and Risk Assessment. Committee is an 
operational committee, appOinted. by . the ViCe P(~dent for Adminisp-a~ve ServiC$S in 
April 2Q09,and reporting to the University Safety and Security Potiey Committee. IUs 
responsible for oversight of emergency management am:! risk assessment activities, 
programs and initiatives. The Committee C()ntinually evaluates the needs of !he 
university, and develops appropriate planning, programmatic, response, and mitigation 
strategies designed to reduce risks and to continually improve the disaster resiliency of 
Virginia Tech. 

The following positions serve on the Committee: 

• Director, Office of Emergency Management(Chair) 
• AssistantVice President and Chief of Staff, Administrative Services 
• Chief; Blacksburg Fire Department 
• FacUlty representative, Biological Sciences Department 
• Director of Speciallhitiatives, College Of Veterinary Medicine 
• President, Staff Senate 
• Associate Dean and Chief of Staff, College of Engineering 
• Director, RisK Management 
• AssociateVice President; Human Resources 
• Presidenl, Virginia Tech Corporate Research Center 
• Associate Provostfor Resource Management and Planning 
• Director, Environmental Hea!thand safety 
• Director of Operations, College of AgriCUlture and Life Sciences 
• captain, Virginia Tech Rescue Squad 
• Blacksburg Town Manager or designee 
• Deputy Director, National Capital Region Operations 
• Emergency Services Coordinator, MonlgomeryCounty 
• Emergency Management Specialist, Division of Student Affairs 
• Director. Housing and· Dihing Services 
• Region 6 Coordinator, Virginia Department of Emergency Management 
• Associate Director, Athletics 
• Representative from the VTPD 
• Director, Converged Technologies for Security. Safety and ReSilience 

The committee was specifically charged to evaluate the emergency management needs 
olthe university; develop appropriate planning, programmatic response and mitigation 
strategies designed 10 reduce risks; and improve thedisaslerresiliency of Virginia Tech. 
The cOmmittee will serve as a conduit; bring forward the needs and concerns .of the 

. University community as well as disseminating information and fostering a culture of 
emergency preparedness. Committee responsibilities include: 
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• Provide ovel"$igl)t, coort!ination, & leadership for risk assessments and promotion 
of activities ·&services. that.reduce or e.liminate risks; 

Prepare the univel"$itY through ernergency planning efforts, trciiningand 
exercises; 

• Develop cOordinated and effectiv!l ernergency response capabilities; 

•. Advise the Vice President for Administrative Services on em!lrg!lncy 
management programs,policies: and organizaliQliS; and 

• Provide an annual 'stateofSmergency Pr!lpar!3dnessand Response" reportlo 
theVice President for AdministrcitiveServices and the Univel"$ity5afety.and 
Security Policy Committee 

NotificatiOn Systems and Infonnation Technology 

Vil'9inia Techhasseveralmethodsto CQntactcornrnunity members with urgent 
information, including campus-wide e-mail, !he uniV!ll"$ity homepage, ef!lctronic 
rnessage boards in classrooms, . vr Alerts, . olltdoor sirens and loudspeakers, a recorded 
hotline, the univel"$ity switchboard, the campus phone mail system and the public 
media; The following will briefly discuSs the methods that have been implemented since 
April 16,2007. 

Ernergency Notification System 

Virginia Tech's new and expanded Emergency Notification SYstem was launchEld in 
2008. It allows the universitY tbdelivermssssges using the following channels during 
a·campusemergency; 

1. The Virginia Techhornepage (www.vt.edu) 
2. Broadcast e-mails.to all vt.edu accounts 
3. Electronic message boards in classrooms 
4. VT Phone Alerts 
5. VT Desktop Alerts 
6. The weathEWemergency holline (231-6668) 
7. Campus sirens and loudsP!lakers 
8. The univel"$itY switchboard 

VT Phone Alerts is a subscriber-only feature of VT Alerts that allows rnembel"$ of the 
university community toreceiv!l urgent notifications where and how theywan),6V1!!n if 
the individual isawaytrom a computero(universityphone. Mernbersare alloWed to 
select up to three contact methods, 
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In August2OQ9, Virginia Tech further enhanced its emergency notificatiol;t system with 
t\1e introductionof t\1evr DesktopAl~rtsapplicatlon __ asoftwarernodule thatputs any 
supported computer connected to the.internet in conta.ct with the univer'$ilY'se.mergency 
notificatiOn system. The sOflware can be downloaded to any desklop()rnotebook 
cdr)lputerrunninga supported version of MicrosOft VVindowsorApple Mac OSK Once 
installed,. the system will mOriitor VirginiaT ech'semergency· notification syStem .. Wh.en 
an important message is posted, the desktop application will.activate and notify the user 
with audio and a message window that provides the details of the alert. The uSer mllst 
click the·Dismiss~ buH()n I() return to a normatscreen.Whenthewindowis closed,the 
VT Desktop Alerts application in the taskbar will continue to blink or otherwise indicate 
an active alert ulltilthe message is ciearedby universitypersOllnel. The applicatiOn 
requires an active internet connection to work properly. The messagei!,! the window will 
be consistl;Jntwith notices posted to the other channels that comprise VT Alerts, Virginia 
Tech's emergency notification system. 

Furthermore, the UniversitY developed a single portal web-based systemallowihg 
simUltaneous distribution USing channels (1) thr()ugh (5) of the Emergency Notification 
SystemdisC\Jssed above. 

Messages can be authorized by a nUmber of universilY administrators, includillg the 
fOllOWing positions. Section 2.30f the Virginia Tech EmergElncyNotificalion Protocols 
(Exhibit33)furthElr identifies these positions; 

2.3 Responsible University Authorities 
ThefoHowing UniversitY officials have been assigned the authorilY by the 
President of the UniversilYto authorize emergency notifications to provide 
alert, warning and safetY or protection instructions' 

• UniversilY President 
• Virginia Tech Police ChiElf 
• VTPDSenior Officer on DutY 
• Director of Emergency Management 
• Vice President fOr Administrative Services 

The following universitY official(s), if they are din;ctly Involved with the 
emergency response for a safery..and-securffyincideflf at VT 

o Associate Vice President for F aci lilies 
o DirectorofSchiffert Health Center 
Q Director of Environmental Health and SafelY 

These positions will be COllectively referred to as "Responsible UniversitY 
Authorities" fOr the purposes of these Protocols. 

AlaI! times in these Protocols; reference to any position at the UniversilY 
. sha11 beunderstPOd, in the absence of the referenced individual,to include 
desighees. 

PRCN200810326735 PageS7 



In total, over 30 posibons can physically send messages, .. All dispatchers in the police 
department can send an emergency notifiCatiOn, as wen as the staffoHhe Dep;lrtme~t 
of Emergency Management, and staff!n the Vice President for Administrative services 
office. 

Pre-written messages 
To saVe time inCr"afting emergency messages, the lIniV$rsilyhas deVelopedprewritten 
templates to help communicators craftel)1ergencymessages moreexpedjtiously. By 
having these templates available, valuable time can be savedJnhaving to look up 
information for each emergency situation. All mess<lgeswill contain atminimum the 
following information, in this order: 

1. Nature olthe incident 
2. Location 
3. Actions to be taken by affected populations 

EleCtronic Message Boards 

Theuniversily has installed electronic message boan:ts in all genel'lillassignment 
classrooms, and is in the process ofinstallin!Jelectronicmessage boards in semi-public 
areas throughout campus. When an important message is posted to the eteetronic 
message·boan:ts, a brief audible tone.ishean:t.toalert·those ill the classroom that a 
message will appear. When n()tin use,the messagebO;lrds display the current date 
and time. The message board is pictured below: 

, s: l"1 ~'t~4~ ~1 ~~j-J;4f"'t;~:g 
"" L..::ill. • ,.- >H r 

;: "', r .! :': il "),3 -,~'_F"' I!, -~ ~ < ..... _ 

---~.l - "'""""".0 __ - ___ :i .. ~f .- -'~ 
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Outdoor Sirens 

Prior to April 16, 2007, the siren system was never meanlto be used as a cornponentof 
emergency notifications ortimelywamings. The. siren system was initiany developed to 
aid in notifying the universitycornrnunityabout severeweatherandlor natural disasters, 
On April 16, the universily' was still in the process of installing six outdoor lou~$peakers 
to make emergency announcements. Four had been installed and were used onApril 
1.6, but not until after the Norris Hall shootings .. Since the illstallationof the system was 
not yet complete, the university community had not been trained on what to do if the 
sirens were used or even on the purpose Of the siren system. 

After modifications to the siren system, personalized or pre,recorded messages can 
nowbe added in an emergency. The siren system is now ihtendedto reach people 
located outside for any type of waming. The fundamelltal message that is being 
communicated to the university community during emergency training is to 'seek 
shelter, seek information". 

Emergency Notification System lENS) Protocols 

In January 2010, the university adopted Emergency Notification System Protocols 
(ENS) (Exhibit33jtooutlihe the emergency notification process and organization 
surrounding its Emergency Notification System that has multl-channel.communication 
capabilities. The purPose of the guidelines is to establish the Pfoc;essfoJ ac!ivatin!! the 
Virginia Tech ENSprotoCQlswhena threat or emergency situation is reported tolhe 
VTPD or to another Responsible University Authority operating within their direct area of 
responsibility and directly involved With the emergency. response fora 
safety-and"se<;urity incident at Virginia Tech. Authorizing decision-making at the 
operational response level enables Virginia Tech to disseminate rapid and responsible 
emer!Jency inromnation to the campus.population. The protocols provide operational 
g\Jidelines for issuiog emergency. messages via Virginia Tech ENS. The protocols .are 
integrated with and supplement Ihe Virginia Tech Emergency Response Plan. The 
protocols are consistent with the safety and security pOlicies Of the University,and have 
been approved by the University Safety and Security Policy Committee. 

Information Technology 

The Telecommunications Working Group examined campus and regiollal 
communications and information systems. The Workin!! Group engaged over 80 
professionals and faculty fromlnforrnation Technology,lawenforcement and university 
administration and researched 14 major university and regional systems. The Working 
Group examined perfomnance, stress-response and interoperabWty of all 
cornmunicationselemenj$for multiple areas ineludin!! but not limited to: 

• Emergency radio communication systems; 
• Relevanflocal 91.1 systems; 
• Campus and regional data communications systems; and 
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• Cellular and traditional telephone $erviceulilizationandperforman~. 

Physical Infrastructure 

A numberof changes were made to the university's physical infrastruc;ture imme!liately 
following April 16, 2007, inclu(:ling: 

Door Hardware and Electronic Access Systems 

All classrooms and teaching labs can now be secure!lfrom the inside. Entrance and 
exit hardware were also changed so doors cannot be Chained or barricaded. 
Additionally, policy Changes have occurred to make electronic access systems uniform 
in an campus buildings for seCurity and first responder access. 

BeginninginAugust2oo7,allexterior residencehaU doors are locked seven days a 
week, 24 hours a day. Hall residents may access theiroVVllbuildings by swiping their 10 
Can;! in readers located at the entrances. Only authorized personnel, residents and their 
escorted guests are admitted: Prior to this time, the residence halls were openduring 
the day and card access utilized only at night Sec;urityguards are used at night to 
check for propped doors in the residence halls and also observe subjects who may be 
trying to enter after aresidentactiVates the exterior door. 

Securing Student Mail Rooms 

There are forty-four student housing facilities on campus whiCh house 9,000 students. 
For these facilities, perimeter building access i,s controlled by electronic card readers 
wh iCh are managed and maintained by a central office. Prior to April 16, 2007, student 
housing facilities were typically locked between the hours of 10:00p;m. and 10:00 a.m. 
daily. During all, other times, the buildings Were unlocked and fully accessible. Now all 
residence halls are locked twenty four hours adClY, seven days aweek,and are 
accessible only through card access. Further, to limit access to the building envelope in 
building students do not reSide, the door access system throughout residence hallshCls 
been enhanced. Through building Clnd system modific;ations, including wall Clnd door 
additions, students' access in residence halls in whiCh they do not reside is nowlimited 
to public SpClceS only. 

It should further be noted thClt university buildingdesigh standClrdshClve been revised to 
ensure compliClnce with the above chClnges in an new construction and renovations. 

Emergencv Safety Posters 

So thaI students, faCUlty and staff know how to respond during an emergency, 
emergenc;y notification posters (Exhibit 34) have been placed in all clClssrooms on 
campus, as well as other highctrClffic areas on campUs. ResidentiClI Programs created a 
similar emergency safety poster {Exhibit 35) that was customized for placement in ClIi 
residence hCllIswith protocols unique to residence life. 
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Blue Light Phones 

Sixty,five emergency telephones, "Blue Lights," are strategically Iqcated throughout 
campull toaUow Immediate access toa Virginia Tech Commllnications Officer; 13 of 
these were added since 2007. 

Several VTPD initiatives h!ilve further enhanced the safety, security, and respOnse 
Capabilities of the university, including: 

• VTPD obtained and installed new radio conSoles for the communications center 
that allow better interoperability between VTPD and 10CiilI law enforcement 
agencies. 

• A Mobile Command VehiCle has been purchased by the VTPO and may be 
deployed during any incidentdemanding .the estabUshment ofa command pOst in 
proximity to theoccu rrence Of such an event. It is designed to supplement 
emergency operations in high seMce demand locations during critical incidents 
to allow for more efficient and effective delivery ofemergencyseMces. The 
overall objectiVe is to increase public safety authOrity visibility, provide a 
centralized location to conduct incident related activities while remaining in the 
field, and serve as a command centerduring such occurrences. 

Ol'llanizatiQnal Infrastructure 

After April 16, 2007, a numberoforganizationalchal1geswere madesQ that aU safety 
and physical security functions report toasingle vice president. The police and 
emergency management, as well as all facilities departments, report to the Vice 
Presidenlfor Administrative Services. The Virginia Tech Rescue Squad,a volunteer 
student group, now reports directly to theVTPO. 

In terms of organizational changes to the VTPO, eight additional sworn officer pOSitions 
have been created, indudingaDeputy Chiefand OirectorofThreatManagernent 
Services, administrative sergeant, two officers for community outreach, an officer for 
ilwestigations, four officers for patrol, as well as an additionaladministratille position. 
Buildingenlry tools were placed in police vehicles. In addition, bolt cutters were placed 
in all police vehides. Additional training was received in crisis intervention, hostage 
negotiation, death investigation, active shooter, The Family Educational Rights and 
Privacy Act (FERPA), and Clery. While the VTPD had been conducting active shooter 
training, a department member was trained and certified as an active shooter Instructor. 
In 200e, an explosive detectiOn canine was added to the police department. After 
training, and certification through the Virginia State Police, Boomer began service in the 
fall. In fall 2007, the VTPDcreated the Specialized Patrol Unit. This unit operates, 
mainly on bicycles and etecb:icvehicles, to increase police presence in highly populated 
areas and in academic buildings. The communication center was reorganized to 
include the addition ofa third dispatCh workstation and an upgrade to the radio consoles 
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and computers. In March 201Q,thepoIiCe.depal"tmentwenton-line With a new E-911 
phone system which allows for .one touch access to locallawenforcementand medical 
selVices. The communication staff has beenincreasedbyone di$patcher and one 
dispatchsupervisofto.ensure adequate coverage during crisiS situations. As rioted 
previously, the Chief is now arnembetofthe Uriiversity Safety and Security Policy 
Committee. Finally, the misSion stetetnentofthe police departtnent was changed at the 
recommendation of the Review Panel· Report 

The Department of Emergency Management was' created in November2Q08. This 
relatively new departtnent oversaes.emergency planning and prepareclnessatVirginia 
Tech. The Director IS responsible fOr ~lnall-hazardapproacA to the coordination and 
management of riskassessment,emergem:y management, disaster planning and 
continuity of operations planning. The Director works closely With the Chief of Police 10 
coordinate SliIfety policies for the university. 

Regional 911 Center 

The IOwns of Blacksbur9 and Christiansburg, Montgomery County, and Virginia Tech 
have entered into a formal agreement 10 establish the New River Valley Emergency 
Communications Regional authority for the purpose of providing a consolidated system 
for 9-1"1 emergenCy calls and communications that will improve response.time, quality 
of service, and coordination for the communities selVed by the regional dispatch center. 
In 2008, a grant was obtained from the Virginia Information Technologies Agency 
(VITA) Wireless SelVices Board, and a consultant was engaged to ascertain the 
feasibility of establishing a jOint regional 911 dispatch center. The final report 
recommended the establishment of a regional center under an independent Authority. 
Legislation was. introduced and passed by the House and Senate during the 2010 
General Assembly session to establish the regional 911 Authority. A working group is 
currently pursuihg additional grants to study the communication and eqUipment needs 
of the Authority. Concl,lrren!lY,a Request for Proposals (RFP) has been issued seeking 
an individual or firm to assist in creating the necessary business processes and 
practices to form the Authority. This is a. multiyear initiative involving local., state, and 
federal agencies that will significantly enhance the quality of selVice provided to all 
residents of Montgomery County, including Virginia Tech. 

Crisis Intervention Programs 

In September 2007, the university's proposal entitled, "Assessing and Responding 10 At­
Risk Behaviors in a Higher Education Setting: A Virginia Tech Demonstration Project,' 
was approved by the US Departmentof Education, Office of Safe and Drug Free 
Schools. The project focused· on the development· Of "a model foridentltying, 
assessing, and responding to students, faculty, and staff Whose behaviors might 
indicate that they might be at risk for perpetrating violence: Another project goal was to 
provide case management and services coordination for at-risk students and 
employees; three case manager positions were established with resources provided by 
university funds and resources prOVided bytheOOE grant. The case management 
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function, Which has now been fully adopted and integrated within 5t1ldent Affairs.and 
Human Resources,is described below. 
Case Managemerit Services 

One recOmmendation in theWorking Group Report on the Interface between 
Counseling Services, Academic Affairs, Judicial Affairs, and Legal Systems was 
increased capacity for follow up onstlldents who have been considered by the Care 
Team or seen by Cook Counseling .. Two case manager positions for students were 
added 10 Cook Counseling and the Dean of StIldentsOffice. One case 
manager/counselorposition for employeeswas added as part of the enhanced 
employee assistance and well ness program in Human Resources. Thesepositions 
coordinate the resources necessary to intervene with a person of concern, facilitating 
their access. to assistance, aodmonitoring progress, The case rnanagerS support the 
Threa(Assessment Team by following up on the case managementplan developed by 

. the Threat Assessrnent Team, which increase$ the capability for early intervention and 
prevention. 

In addition to the ThreatAssessmentTeam, case managernent occurs at other points 
throughout the university, as appropriate. Human Resources, the hub for employee 
services, rnaintainsa case management system for employees in crisis. The Dean of 
StIldents oflicemaintains !lcase management system for students in crisis. 
Information is communicated from these systems to the ThreatAssessment Team, as 
appropri!lte. Case management capacity on campus has been expanded to ensure 
services are available to students in need. Three new case managers and three new 
counselors have been hired. POlicies and procedures have been revieWed, revised and 
developed to ensure appropriate mental health treatment 

Enhanced communication between Cook Counseling Center, the VTPD and Residence 
Lifestaffwith regard to students in crisis is apriority. The police department notifies the 
Cook Counseling Center, the Residence Life on Can Administrator, andtheDe!ln Of 
Students Office whenever any student is issued a mental health detention order. 
Notification is also made to the parents for instances involving a mental health 
commitment. 

The police department h;3sstr'engthened its communication with other key stakeholders 
on campus. In 2007, a member of the police department was added as a permanent 
meml;>erofthe care Team. This allows the police department to obtain information 
about stlldents that have no! reached the threshold for the Threat Assessment Team, 
blltare in crisis. The working relalionshipbetween thepolice department and the 
Women's Center.has also been enhanced. There is an oflicer assigned as a liaison 
with the Women's Center asa partner in the Violence Against Women Act grant A 
dliltective has also been assigned as a liaison for cases involving violence against 
women, including sexual assault.. This.parinership suengthensthe relationship and 
alloWs for more efficient flow of information between the two groups. 
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Employee Assistance Program, Po/icy4345 

In March Zoo8,the Virginia Polytechnic Institute and State univerSity Board of Visitors 
approved University POlicy 434S: . Employee Assistance Program (Exhibit 36), which 
descri.besthe programs available to employees to help address a broad range of 
personal problems and allows supervisory or mandated referrals; or a fitness for duty 
evaluation. where worn-related problems are serious and persistent. In exireme cases 
of deteriorating .job perfOrmance or unacceptable personal conduct, a referriil to the 
Employee Assistance Program may bea condition of cOntinued employment. The 
Fitness-for-DutylRisk .Evaluation is a meanstoaddressextraordinary situations where 
an employee may pose a hazard Of risk to self or others in the workplace. 1.1 may also be 
used 10 determine an employee's medical or psychological fitness to perfOrm hislher 
essential job functions. The Employee Assistance Programwill faCilitate the evaluatiOn 
and consult with medical or psychological professionals to detennine an appropriate 
course of action. This type ofteferrs! may be considered when an employee: is unable 
to perfOrm essential duties 01 the job, Qisplaysbehaviorthatmaypose a hazard or risk 
to themselves or others,exhibits emotional or psychological behavior that has.the 
potential to endanger the safetyahd security of persons or property, or creates serious 
disruption in the workPl$ce. Iflhe situation is critical, dangerous, or so severe that 
immediate action is necessary,. the supervisor must immediately contact Human 
Resources, the Caropus police, orboth: Where cifCllmstanceswarrant, the 
case/situation will be immediately referred to the University Threat Assessment Team, 
which may require afitness-for-'duty/riskellalualion. 

Enhancements to the Employee Assistance Program 

In 2009, Human Resources expanded employee assistance services through the new 
EmplOyee Advantage program that provides free confidential counseling for Virginia 
Tech employees and their family members, regardless of health insurance status, to 
address both personal issues as well as job-related problems. The emphasis of 
EmployeeAdvantage counseling services is to help employees and family members 
find solutions that will enable individuals to cope with problems, and achieve optimal 
wenness, The new program prOllides access to counseling to Virginia. Tech employees 
who are not covered under the state's health insurance plan. 

Establishment of a University Threat Assessment Team 

Following the tragic events of April 16, 2007,the President issued Presidential Policy 
Memorandum 251 in January 2008 (EXhibit 37) to formally establish Virginia Tech's 
Threat Assessment Team and specify the charge and initialrnembership. The initial 
members of the university's threat assessment team included the following positions: 

• Chief of Police (Team Chair) 
• Dean of Students 
• Human Resources Representative 
• Student Affairs Representative 
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• Clinical Psychologist Representative 
• Academic Affairs Repre!lentatiVe 
• Leg,,1 Coun~1 Repl"esentative, Advisor 
• Student Affairs Representative 

In November 2009,two additional pOSitionS were added to the Threat Assessmeht 
Team: the university registrar and a senior Ulculty member/"dminislrator. 

The Threat AssessmenlTeam serves both students arid employees and is charged with 
the task of convening, assessing the situatiOn at hand, and taking immediate 
preventative action when a threat of immir\entdangerexislS. The Team. has full 
authority to act on behalf of the university arid reports all actions to thePresidentand to 
the Safety and Security Policy COmmittee, . Support is provided 10 the Team by the 
VTPO'sfour investigators, InvestigativeSl;!rgeant and a Lieutenantwith investigative 
responsibilities. 

It should also be noted thalthl;! Threat Assessment Team. can be contactfld by 
individuals. Not all cases come to the Tl;!am by way of Human Resources or the Dean 
of Students. Office. 

Student Affairs 

In tl;!rms of Changes to student affairs, the Interface Between Virginia Tl;!ch COunseling 
Service, Aca\!l;!mic Affairs,Judicial Affairs and. Legal Systl;!fOs Working. Group focused 
primarily on (1) (I;!portingand hl!lping distressed students and (2) engaging and 
aSSisting students. Mostnotably: 

• The Dean of Students Office maintains a comprehensive database on distressed 
students; 

• Procedures and meChanisms are in place for faculty to report troubled students 
to the Dean of Students Office; 

• Coor\!ination has. been established betweerithe Cook Counseling Center and the 
Community Services Board for the treatmehtand monitoring of students who are 
issued TempOrary Detaining Ordl;!rs; 

• The role of Judicial Affairs in aSSisting and monitoring students has been 
clarified ; 

• Workshops have been held for faculty on responding to disturbing s.tudent writing 
an\! behavior; and 

• Care team membership and protocol has been revised. 
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Changes to University F'oOCiesfor Student Life 

At its March 2010 meeting, the Virginia Polytechnic Instltuteand State University BOCird 
of Visitors approved two resolutions modifying University Policies for Student Life 
(Exhibi138~, more specifically: 

Interim Suspension POliev: The resolutiPnmodifying this poliCX(Exhibit 39) gives the 
university authority to immediately remove students who mCiY pose a risk to . the safety' Of 
self, others, or property, while Cillowingthe studentthe.choice 10 requeslanimmediate 
.review of the interim suspension decision. Language regarding medical withdrawaland 
banfromcampus (other than from residentialfacilities} was removed from the policy, 
because these types of removal are not part of the interim s\lspensionprocess, 

Weapons Poliev: The resolution modifying this policy {Exhibit 40) already stated that 
unauthoriz~storage. possession, aOO/or use of weapons is prohibited on university 
property. The resolution streng\hened the language prohibiting weapons on campus by 
alSo prohibiting ammunition in campus residential facilities. 

Education and Involvement 

Campus police continue to. train with local police departments on active shooters and 
other emergencies. The university Safety and Security Policy Committee members 
have attended emergency management training; Which includedessentiai National 
Incident Management System (NIMS) elements. The Campus Community Emergency 
ResponseTeam (CCERT) class isa partnership between the Office of Emergency 
ManagementaOO theVTPD. Becoming a member of a VirginiaTech CCERT team 
enables community members to ob.tain the ability to respond 10 disasters at school, in 
the community and at home, Classes include Terrorism, Disaster Psychology, Medical 
Operations, Fire Fighting, Search & Rescue, and more. The initial training was 
conducted in spring 2010 with 35 participants. Additional dasses will be held in May 
and June of 2010. 

An emergency preparedness educational flyer was develOped and distributed 
throughout campus. The brochure provides basic information on what to do in event of 
workplace violenc;eor an active shooter, iflhe fire alarm sounds, or if there is an 
earthquake, explosion, power oulageorchemicalspill. AcamPllS noticewasalso sent 
10 the community about the Threat Assessment Team in 2009 educating them about 
suspicious behaviors, how to report concerns and available on campus resources. 

In2oo8, the police department made available and advertised on-line emergency 
training on topics that induds.: active shooter, bomb threats, evacuation, explosion, a 
terrorist attack, and suspicious packages. In addition, as offaIl2009, allincomlng 
freshmen are requiredto watch a PowerPOint presentation with emergencytipsrelaling 
10 fire, suspicious persons, thesiten system, bomb threats, and hazardous materials, 
The presentation also contains information on the annual crime statistics and how 10 
obtainlview the annual department report. 
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In August 2009,the VTPD hired an AssistantChlef of PoUce and Director of Threat 
Management services. The newAS$istalll Chi~f is Ii licensed psych91llgist,a. certified 
health service provider and a .certified Jaw .enforcemEintofficerc The Police DeJ:jartment 
supplemented the Threat ManagementTeamwitha Victim Services Special Project 
Coordinator in summer2009,Withfundin9 provided bygran~ from the DOE and the 
Department of Justice. The Assistant Chief of Police and Director .of Threat 
ManagementServices and theVictim SEi.rviCeli Special Project Coordinator have 
conducted 25 informationftrainings!!~ions to campus constitu!!nts, with a. total 01 954 
participants, between August 2009 and April 2010. 

The following table provides a listing of VTPD training since spring 2{)()7: 

ACliveShooter for Dispatchers 
ActiveShootEir (conducted annually) 
Advanced Crisis Interventilln 
Advanced Hostage Negotiator Training 
Advanced Law Enforcement Rapid Response Instructor 
Advanced Law Enforcement Bapid Response training 
BestPractices in Campus 
Clery Training 
Crisis Intervention 
Crisis Intervention for Dispatchers 
CrisiS Negotiator Training 
Homicide Investigation 
Hostage Dispatch Training 
Immediate Action Rapid Deployment 
ThreatAssessment Training 
Threat Assessment{Management 

Basic forensic. Evidence 
Tactical Command Training 

Threat AsSessments for Large Facilities 
Virginia State Police Basic Investigations 

The university has also contracted with D. Stafford and Associates to provide atwo-day 
advanced Clery Act training class for Virginia Tech. personnel in June 2010. 
Additionally, D, Stafford and AS$ociates will conduct an audit of the VTPD in July 2010, 
which will include the following' reviews: 

• Off-Site Review of Compliance Document: . the consultant will review the 
university's compliance document and verify tIla! thEi required Information is 
contained within the document. 

• On-Site Review of MethCldolooyand Process for Complying with the Clerv Act: 
the consultant will conductanassessmentof the methCldplogyand process for 
overall compliance with the Clery Act. The assessment will include interviews 
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with kilyst~Jfmembe~ iria.reassuch as: thepublics~fetylpolice department, 
judicial affairs office, office ofthegeneral counsel and/orother offices on campus 
involved in the COmpliaricE!procE!$$. 

• Incident ReporUReCOrdl> ReView: the consu'tantwinrevie~the(eleY~nt reCOrds 
or incident rePorts for 2008 that were generate!! by the university related to the 
crime statistics that the institution is required to report in. their annual security 
report. 

• IncidentReportlRecords Relliew: Drug. liguorandWeaconsViolations: the 
consultant will review the relevant records or incident reports for 2008that'were 
generated related to the drug,liquorandweaponslawviolatlons.thafthe 
institution is reqUired to rep(Jrtihtheir anri.ual security report, 
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EXHIBITS 

1 Letter from Delores A Stafford to MichaelJ. Mulhare; P.E., Director of 
the Virginia Tech Offiteof Emergency Management, dated April 6, 
2010 

2 Federal Register, 59 FR 22314-01, !3ules and Regulations Department 
of EducatiOn 34 CFRPart 668,RIN 1840-AB98, Student Assistance 
General Provisions; Campus Safety, dated Friday; April 29, 1994 

3 74 FR 55902-01, 'Rules ahdRegulations DepartmentofEducation, 
[DocketlD ED"2009-0PE-0005j, 34CFR Parts 660, 668,675,686, 
690,and 692, RIN 184Q-AC99,General and Non-Loan Programrnatic 
Issues, dated Thursday, October 29, 2009 

4 The Handbook for Campus Crime Reporting; US .• Department of 
Education, Office of Pos\secondaryEducation, 2005 

5 34 GFR 668.46, Code of Feder"" Regulations,Title 34,Education, 
Subtitle B. Regulations of the Offices of the Department of Education, 
Cl)ap~r VLOffice Of, Postsecondary ~ucati?n, Departrnentof 
Education, Part 668studentAssistanceGeneral Provisions, Subpart D. 
Institutional and FinanciarAssistance InfOrmation for Students, 668A6 
Institutional security pOlicies and crimesta,tistics, effllctlve until JUly 1, 
2010; 

AND 

Code of Federal Regulations, TitJe34, Education, Subtitle B. 
Regulations of the OfIices of the Department of Education, ChapterVL 
Office of Postsecondary Education, Department of Education, Part 
668Student Assistance General Provisions, Subpart D. Im,titutional and 
Financial Assistance InfOrmation for Students, 668.46lnstitutional 
security policies and crime statistics, effec1lve July 1. 2010. 

6 FederalRegister, 74FR42380-01, Proposed RulesDepartmentqf 
Education, 34 CFR Parts600,668, 675, 686, 690, and 692, RIN 1840-
AC99, Generafan(j Non-Loan Programmatic Issues, dated Friday, 
August 21. 2009 

7 Carter,S. Daniel, Covering Crime on College Campuses: Recently 
Macted regulations mandate that schools open up about security 
issues, The Quill,Se ptember2000 
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8 SeCUrity on Campus, Inc" CampusWatch, \(olumeVIII,lssue 1, 
SPring/Slimmer ~OO~ 

9 From Undel'Standingto.Comp/iance: YourCampu!landthe'C~ryAct, 
Viewers GlIide, June 2002, publiShed byThe C<!lifomia State UniliElrsity 

10 20 USC §1092. United States Code Annotated, Title 20, Education, 
Chapter 28. Higher Education ResoufCI!$ and Student AS$ista/1ce, 
SubchapterlV.stlldent Assistance, . Part F, General. Proyisions. Relating 
to StlIdent AssistanC$ Programs, § 1092 lnstifuti6nali1nd financial 
assistance information for students,effective August 14, 2006 

11 letter to The Honorable Timotny M .. Kaine from Charles w,·Steger and 
jacob A lUtz, III, datOO Apr!! 19,2007 . . 

12 Executive Order 53, C1JmmonWE!allh of Virginia, Office of the Govempr, 
2007 

13 Mass Shootings at Virginia Tech, (final) addendum to the Report of the 
Review Panel,dated November 2()09, release<lJanuary2010 

14 E-mail to campus community entitled 'Shooting on campus,'dated 
Monday, April 26, ~007, 9:26 a,m, 

15 E'mails from Co-directorof Environmental Health and Safety Services 
dated April 16, 2007 

16 Virginia Tech campus Security Report on April 16, 2007 

17 University Policy 5615: QampusSecurity,revision 3, dated May 7, 2002 

18 EmergenGy<Respohse Plan, revision 3.0, dated May 2005 (in effect on 
April 16, 2007) 

19 Federal Emergency Management Agenc:y Incident Command System 
(ICS) 100TrainingManuai 
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20 E-maiJs to. Virginia Tech representative to the Review Pilnel .entitled 
POlioeAuthori/y to Pisseminate Wamings, dated August 14,2007 

AND 

E"mail nm Virginia Tech representative to the Review Panel entitled 
Message Authorization, dated August 17,2007 

21 Hunter, Bonnie, and John Wesley Lowery, Campus Safety and the 
Clery Act, 2008 winter additionofLeadership Exchange by NASPA 

22 University Policy 5616: Campus and Workplace Violence Prevention 
Policy, revision 1, dated August23,2005 

23 Organizational Structure of Virginia Polytechnic InstiMe and. State 
University, March 2007 

24 Virginia Tech's Timely Wamillgsin 2007,2008,2009 

25 University Town Hall Meeting, ApriL 16, 2007 Initiatives and 
Recommendations, dated March 19, 2008 

26 Progress Report on April 16, 2007 Recommendations & Initiatives 
presented to the Virginia Tech Board of Visitors, t-I0vember 2, 2008 

27 Progress Report On RecommendatiOns by Initiative, October 31,2008 

28 Emergency Response Plan, revision 7.0, dated April 2010 

29 U niversity Policy 5615: University Safety and Security, revisionS; dated 
February 27, 2009 

30 VirginiaTech Safety and Security Committee Structure, March201Q 

31 University Policy 5616:CampusandWorkplace Violence Prevention 
Policy, revision 2. dated March 19; 2008 

32 Virginia Polytechnic Institute and Stateuniversily Board of Visitors 
approVed Resolution Affirming Creation and Continued Operation of the 
Campus and Workplace Violence PreventiOn and Risk Assessment 
Committee and Threat Assessment Team, June 2008 

33 Emergency Notification System Protocols, Virginia polytechnic Institute 
and State University, January 2010 

34 Virginia Tech Emergency Notification Poster- Classrooms 
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35 Virginia TeCh. Emergency Notification Poster ~. R~idence Halls 

36 UniVersity Policy 4345: Employee Assistance Program,revision 0, 
dated March 31, 20013 

37 Presidenlialpolicy MernoranQ~rn 251, Appointment of a University 
Threat AssessmentTeam, dated January 31, 2008 

38 University Policy 8300: UniversityPolicies for Student Life, revision 0, 
dated August 21, 2007 . 

39 Virginia PolyteChnic Ih~!it\lte~M ~te Ul"liVl:l~itySo~ of Visitors 
approved Resolution For Change:stoUniversity Policies For Student 
Life: Interim SUSpens;onpollcy, MarCh 2010 

40 Vir~inia Polytechnic . Institute ahdState University Soard of Visitors 
approved. Resol/Jtion For Changes to University Policies For Student 
Life.' WeaponsPolicy. March20JO 
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